
TAMPER SWITCH
MODULE FOR 2N® IP VERSO AND 2N® LTE VERSO

The module detects any unauthorised opening of the intercom. By using this, you significantly improve 
the security of the whole installation. You connect the tamper switch directly to the security control 
panel. If any unauthorised tampering occurs, the switch triggers an alarm. For a more comprehensive 
setup in the Automation section, it is necessary to connect the tamper switch to an I/O module 
(01257-001) or Wiegand module (01259-001). You install the tamper switch in a special location in the 
main unit. It does not need a separate slot.

DATASHEET

ORDER NUM.:
01260-001

TECHNICAL PARAMETERS

Operating temperature -40°F to 140°F
Storage temperature -40°F to 158°F
Operating relative humidity 10% - 95% (non-condensing)
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