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Legal Information

© 2023 Hangzhou Hikvision Digital Technology Co., Ltd. All rights reserved.

About this Manual

The Manualncludes instructions for using and managing the Product. Pictures, charts, images and
all other information hereinafter are for description and explanation only. The information
contained in the Manual is subject to change, without notice, due to firmwaiates or other
reasons. Please find the latest version of this Manual at the Hikvision website
(https://www.hikvision.com/).

Please use this Manual with the guidance and assistance of professionals trainpgantsg the
Product.

Trademarks

HIK VISION and other Hikvision's trademarks and logos are the properties of

Hikvision in various jurisdictions.
Other trademarks and logos mentioned are the properties of their respective owners.

HEIITII : The terms HDMI and HDMI Hiflefinition Multimedia Interface, and the HDMI

FINITION MULTIMEDIA INT

Logo are trademarks or registered trademarks of HDMI Licensing Administrator, Inc. in the United
States and other countries.

Disclaimer

TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW, THIS MANUAL AND THE PRODL
DESCRIBED, WITH ITS HARDWARE, SOFTWARE AND FIRMWARE, ARE PROVIDED "AS IS" ANL
"WITH ALL FAULTS AND ERRORS". HIKVISION MAKES NO WARRANTIES, EXPRESS OR IMPLIE
INCLUDING WITHOUT LIMITATION, MERCHANTABILITY, SATISFACTORY QUALITY, OR FITNES
A PARTICURAPURPOSE. THE USE OF THE PRODUCT BY YOU IS AT YOUR OWN RISK. IN NO E
WILL HIKVISION BE LIABLE TO YOU FOR ANY SPECIAL, CONSEQUENTIAL, INCIDENTAL, OR IN
DAMAGES, INCLUDING, AMONG OTHERS, DAMAGES FOR LOSS OF BUSINESS PROFITS, BUS
INTERRUPTIOQIR LOSS OF DATA, CORRUPTION OF SYSTEMS, OR LOSS OF DOCUMENTATIOI
WHETHER BASED ON BREACH OF CONTRACT, TORT (INCLUDING NEGLIGENCE), PRODUCT
LIABILITY, OR OTHERWISE, IN CONNECTION WITH THE USE OF THE PRODUCT, EVEN IF HIK\
HAS BEEN ADVISED OF THEBMO$%IOF SUCH DAMAGES OR LOSS.

YOU ACKNOWLEDGE THAT THE NATURE OF THE INTERNET PROVIDES FOR INHERENT SECI
RISKS, AND HIKVISION SHALL NOT TAKE ANY RESPONSIBILITIES FOR ABNORMAL OPERATIC
PRIVACY LEAKAGE OR OTHER DAMAGES RESULTING FROMCKBEKER ATTACK,

VIRUS INFECTION, OR OTHER INTERNET SECURITY RISKS; HOWEVER, HIKVISION WILL PRO
TIMELY TECHNICAL SUPPORT IF REQUIRED.

YOU AGREE TO USE THIS PRODUCT IN COMPOIAMCE WPPLICABLE LAWS, AND YOU ARE
SOLELY RESPONSIBLE FOR ENSURING THAT YOUR USE CONFORMS TO THE APPLICABLE L
ESPECIALLY, YOU ARE RESPONSIBLE, FOR USING THIS PRODUCT IN A MANNER THAT DOES¢
INFRINGE ON THE RIGHTS OF THIRD PARTIES, INCLUDINGMITAITON, RIGHTS OF
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PUBLICITY, INTELLECTUAL PROPERTY RIGHTS, OR DATA PROTECTION AND OTHER PRIVAC
YOU SHALL NOT USE THIS PRODUCT FOR ANY PROHIBBEHSDINRDUDING THE

DEVELOPMENT OR PRODUCTION OF WEAPONS OF MASS DESTRUCTION, THEOBREVELOPMEI
PRODUCTION OF CHEMICAL OR BIOLOGICAL WEAPONS, ANY ACTIVITIES IN THE CONTEXT F
TO ANY NUCLEAR EXPLOSIVE OR UNSAFE NUGKHAR EUBR IN SUPPORT OF HUMAN

RIGHTS ABUSES.

IN THE EVENT OF ANY CONFLICTS BETWEEN THIS MANUAL AND THE APPLECABLE LAW, TH
LATTER PREVAILS.




Network Video Recorder User Manual

Regulatory Information

FCC Information

Please take attention that changes or modification not expressly approved by the party
responsible for compliance could void the user's authority to operate the equipment.
FCC compliance: Tleguipment has been tested and found to comply with the limits for a Class A
digital device, pursuant to part 15 of the FCC Rules. These limits are designed to provide
reasonable protection against harmful interference in a residential installation. Thipragnt
generates, uses and can radiate radio frequency energy and, if not installed and used in
accordance with the instructions, may cause harmful interference to radio communications.
However, there is no guarantee that interference will not occur padicular installation. If this
equipment does cause harmful interference to radio or television reception, which can be
determined by turning the equipment off and on, the user is encouraged to try to correct the
interference by one or more of the follang measures:

Reorient or relocate the receiving antenna.

Increase the separation between the equipment and receiver.

Connect the equipment into an outlet on a circuit different from that to which the receiver is

connected.

Consult the dealer or an expenrced radio/TV technician for help.

FCC Conditions
This device complies with part 15 of the FCC Rules. Operation is subject to the following two
conditions:
This device may not cause harmful interference.
This device must accept any interference recdjiacluding interference that may cause
undesired operation.

EU Conformity Statement

This product and if applicable- the supplied accessories too are marke

c € with "CE" and comply therefore with the applicable harmonized
European standards listed uadthe EMC Directive 2014/30/EU, LVD
Directive 2014/35/EU, the RoHS Directive 2011/65/EU.

2012/19/EU (WEEE directive): Products marked with this symbol can
be disposed of as unsorted municipal waste in the European Union. F
K proper recyclingreturn this product to your local supplier upon the
purchase of equivalent new equipment, or dispose of it at designated
[ collection points. For more information see:
http://www.recyclethis.info.
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2006/66/EC (btaery directive): This product contains a battery that
cannot be disposed of as unsorted municipal waste in the European
Union. See the product documentation for specific battery informatior
The battery is marked with this symbol, which may include l@tgeto
indicate cadmium (Cd), lead (Pb), or mercury (Hg). For proper recycli
return the battery to your supplier or to a designated collection point.
more information seehttp://www.recyclethis.info.

Industry Canada ICEH®3 Compliance
This device meets the CAN 1€EE®)/NMB3(A) standards requirements.
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Applicable Model

This manual is applicable to the models listed in the following table.

Table 1 Applicable Model

Series

Model

DS9600NXI8/S

DS9616NXII8/S

DS9632NX1I8/S

DS9664NXII8/S

DS8600NXI8/S

DS8616NXI8/S

DS8632NXII8/S

DS8664NXII8/S

DS8600NXH8/24P/S

DS8632NX18/24P/S

DS7900NX114/S

DS7916NX44/S

DS7932NX14/S

DS7900NX114/16P/S

DS7916NX14/16P/S

DS7932NX14/16P/S

DS7800NX2/S

DS7808NXI2/S

DS7816NXl2/S

DS7800NXII2/P/S

DS7808NX112/8P/S

DS7816NX12/16P/S

DS7700NXd4/S

DS7716NX14/S

DS7732NX14/S

DS7700NX14/16P/S

DS7716NX14/16P/S

DS7732NX14/16P/S

DS7600NXd2/S

DS7608NX12/S

DS7616NXI2/S

DS7632NXd2/S

DS7600NXdI2/P/S

DS7608NX112/8P/S

DS7616NXI2/16P/S

DS7632NX12/16P/S
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Series

Model

DS8600NXIK8

DS8616NXIK8

DS8632NXIK8

DS7900NXK4

DS7908NXK4

DS7916NXK4

DS7932NXK4

DS7900NXIK4/8P

DS7908NXIK4/8P

DS7900NXK4/16P

DS7916NXIK4/16P

DS7932NXIK4/16P

DS7800NXK1

DS7804NXK1

DS7808NXdK1

DS7816NXK1

DS7800NXK1/P

DS7804NXIK1/4P

DS7808NXIK1/8P

DS7800NXK?2

DS7808NXIK?2

DS7816NXK2

DS7832NXIK?2

DS7800NXIK2/P

DS7808NXIK2/8P

DS7816NXIK2/16P

DS7832NXIK2/16P

Vi
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Symbol Conventions

The symbols that may be found in this document are defined as follows.

Symbol Description

&Danger Indicates a hazardous situation whichndt avoided, will or could
result in death or serious injury.

& : Indicates a potentially hazardous situation which, if not avoided,
Caution . .

could result in equipment damage, data loss, performance
degradation, or unexpected results.

E@Note Providesadditional information to emphasize or supplement
important points of the main text.

Vil
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Safety Instruction

Proper configuration of all passwords and other security settings is the responsibility of the
installer and/or eneuser.
In the use of the productou must be in strict compliance with the electrical safety regulations
of the nation and region.
Firmly connect the plug to the power socket. Do not connect several devices to one power
adapter. Power off the device before connecting and disconnectingssories and peripherals.
Shock hazard! Disconnect all power sources before maintenance.
The equipment must be connected to an earthed mains seokéet.
The sockebutlet shall be installed near the equipment and shall be easily accessible.

% indicates hazardous live and the external wiring connected to the terminals requires
installation by an instructed person.
Never place the equipment in an unstable location. The equipment may fall, causing serious
personal injury or death.
Input voltage bBould meet the SELV (Safety Extra Low Voltage) and the LPS (Limited Power
Source) according to the IEC62368.
High touch current! Connect to earth before connecting to the power supply.
If smoke, odor or noise rise from the device, turn off the power atcmed unplug the power
cable, and then please contact the service center.
Use the device in conjunction with an UPS, and use factory recommended HDD if possible.
This product contains a coin/button cell battery. If the battery is swallowed, it can causeese
internal burns in just 2 hours and can lead to death.
This equipment is not suitable for use in locations where children are likely to be present.
CAUTION: Risk of explosion if the battery is replaced by an incorrect type.
Improper replacement of théattery with an incorrect type may defeat a safeguard (for
example, in the case of some lithium battery types).
Do not dispose of the battery into fire or a hot oven, or mechanically crush or cut the battery,
which may result in an explosion.
Do not leavehe battery in an extremely high temperature surrounding environment, which
may result in an explosion or the leakage of flammable liquid or gas.
Do not subject the battery to extremely low air pressure, which may result in an explosion or
the leakage oflammable liquid or gas.
Dispose of used batteries according to the instructions.
Keep body parts away from fan blades and motors. Disconnect the power source during
servicing.
Keep body parts away from motors. Disconnect the power source during servicing.
Use only power supplies same with the original model, or LPS power supplies with the same
voltage and electric current.

viii
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Preventive and Cautionary Tips

Before connecting and operating your device, please be advised of the following tips:
The device is dagned for indoor use only. Install it in a weéntilated, dustfree environment
without liquids.
Ensure recorder is properly secured to a rack or shelf. Major shocks or jolts to the recorder as a
result of dropping it may cause damage to the sensitivetedaics within the recorder.
The equipment shall not be exposed to dripping or splashing and that no objects filled with
liquids shall be placed on the equipment, such as vases.
No naked flame sources, such as lighted candles, should be placed on thmequi
The ventilation should not be impeded by covering the ventilation openings with items, such as
newspapers, tabkeloths, curtains, etc. The openings shall never be blocked by placing the
equipment on a bed, sofa, rug or other similar surface.
Forcertain models, ensure correct wiring of the terminals for connection to an AC mains supply.
For certain models, the equipment has been designed, when required, modified for connection
to an IT power distribution system.
identifies the battery holder itdéand identifies the positioning of the cell(s) inside the
battery holder.
+ identifies the positive terminal(s) of equipment which is used with, or generates direct
current. + identifies the negative terminal(s) of equipment which is used with, or gesera
direct current.
Keep a minimum 200 mm (7.87 inch) distance around the equipment for sufficient ventilation.
For certain models, ensure correct wiring of the terminals for connection to an AC mains supply.
Use only power supplies listed in the user mahor user instruction.
The USB port of the equipment is used for connecting to a mouse, keyboard, USB flash drive, or
Wi-Fi dongle only.
Use only power supplies listed in the user manual or user instruction.
Do not touch the sharp edges or corners.
When the device is running above 45 C (113 F), or its HDD temperature in S.M.A.R.T. exceeds
the stated value, please ensure the device is running in a cool environment, or replace HDD(S)
to make the HDD temperature in S.M.A.R.T. below the stated value.




Network Video Recorder User Manual

Conterts

Chapter 1 BasSiC OPEIaAtiON........cccoiiiiiiieeeiiiieee e e ettt e et mat e e sibs e e e s asnr e e e e s amenreeeeeeaas 1
1.1 ACLIVALE YOUI DBVICE ...cuuuieieiiiieeee et e et e e e et e e et s e e e et n e et e e e e eaae e e e eatan e e e e eeaaneennns 1
1.1.1 Default User and IP AQAIrESS........voiiiiiiiieiiieeee e e e eee e e e 1
1.1.2 Activate Via LOCAl MENUL..........iiiiiiiieeeiiieee e eeer e e e e eeees 1
1.1.3 ACHIVALE VIA SADP.... .ot e 2
1.1.4 Activate via Client SOftWarE..........oovveiiiiie e 3
1.1.5 Activate Via WED BrOWSEL.........covuuiieiieiiie e eeeiie e e e e een e e eennneeeeend 6

1.2 CONfIQUIE TCP/LR....ceiiiiii ettt eenn e e 7
1.3 IR Remote Control OPErationS.........ccuuuuuuiiieeeiie ettt 9
1.3.1 Pair (Enable) the IR Remote toeSific NVR (optional)............ccceevvvviiiineeenns 9
1.3.2 Unpair (Disable) an IR Remote from a NV.R...........ccooeeviiiiieeeiieeeeicie e, 10

IR o 1D 1D BT i 1 T PP 14
1.5 Add NEIWOIK CaBIMEI@.....uuiiiiiiiiiiiiiiie ettt e e e e e et e e e e e eea s 14
1.5.1 Add Automatically Searched Online Network Camera...............ccccoeeeeennnns 15
1.5.2 Add Network Camera Manually..............c.uiiiiiiiioeeiii e 15
1.5.3 Add Network Camera Through PQE.............ccoooiiiiiieciiice e 16
1.5.4 Add Network Camera via Customized ProtoCol............cccuuvviiiieeiiiinineeenen. 19

1.6 CoNNECE 10 PlatfOrm......ccuiiiiii i e eeaaae 20
1.6.1 ConfIgUIE ISUR.......oiiiiiii et e e e e e e e e e e 20
1.6.2 Configure HHCONNECL.........i i e e e e 22
1.6.3 CoNfigUIE OT AR ... e rer e e e et e e e e e e nnas 23
Chapter 2 Camera SEHINGS........cccviiiieei e e e e e e s s e e e e e e e e e e e s eansamrsssreeees 25
2.1 Configure OSD.........i i e aan 25
2.2 Configire IMage ParameterS........coouui i e e 26
2.3 Configure PrivaCy MasK...........oiiiiiiiiiiiiiieeee e 26
2.4 Configure IP Camera TIME SYNC.......uuii i eeeee et e e e e e e e 27
2.5 Configure Camera Microphone Settings..........cccoovviiiiiiiice i 28
2.6 Import/Export IP Camera Configuration FileS............cccooviiiiiie e 29
2.7Upgrade IP CAmMEIaS.........uiiiiiiiieeeeeeee et e e e e e e e e e e e e e e ra e e ena e 29




Network Video Recorder User Manual

CRAPLET 3 LIVE VIBWL ..ttt ma et e e ettt e e e e et e e s am bt e e e e e nnnneeee s 31
3.1 SHAIT LIVE VIBW . i iiiie ettt e et e e e e e e e e et e e e e et e e e e eetaneeann e eeenes 31
3.1.1 Cofigure Live VIEW SEtHNGS. .....ccuuuuiiiieeiiiiiiiieee et 32
3.1.2 Configure LiVe VIEW LaYOUL.........cccourriiiiiieeeeeiie et e e e e eeenees 33

3.2 Configure AUtEBWILCN Of CaMEIaS........ccoiiiiiiiiiiii et 35
3.3 Configure LIVE VIEWAYOUL............oiiiieiiieiiiiiaee ettt e e e e et e e e e eeeaeees 35
3.3.1 Configure Custom Live VIEW LayQuUL............uuuiiiieiiiiiiieeeeieeeii e 35
3.3.2 Configure LiVe VIEW MOAE........coooiiiiiiiiiie et 36

3.4 Configure Chann&lero ENCOAING...........uiiiiiiiiiiiiiiiaee et 37
3.5 Configure TranSCOUEd LIVE VIBW.......cccciiuuiiiiieeeeieie et 37
3.6 DIGItal ZOOML.....ceiiiiiiie et e 38
3.7 3D POSIONING ...ttt e ettt eeee e e e e e e et e bbb e e e e e e nna e e e e eeaeenes 39
3.8 LIVE VIBW SIIALEOY .. ..ceeeeeriiiiie ettt ettt sttt e e et e e e e e e et e eenai s 39
3.9 U an AUXIlIArY IMONITOL......coiiiiiiiiii e e e naaaaasd 40
3.10 Facial RECOGNITIONL.....coiiiiiiiii ettt e e e eeeb e e e eeee 40
I B e 1A @7 1 (o] USSP 43
3.11.1 Configure PTZ ParameterS........cuuoiieiiiiie e eeeiii e e e e et eene e e eeann s 43
3.11.2 SEE A PIESEL... .o 44

B LLB Call @ PrESEL...cceeiiiiie ettt 45
3114 St @ PAIIOL...ueiiii e et 45
3115 Call @ PALIOL....ccceiiiiie e a7
3.11.6 Set @ PaAerN... .o 48
3117 Call @ PAEIN.....ci i 49
3.11.8Set Linear SCan LIMIL.........uuiiiiiiiiiiiiiiiees ettt s e e e e e e eeeenes 49
3.11.9 ONETOUCKH ParK .....cciiiiiiiiiiiii e 50
3.11.10 AuXiliary FUNCHONS........uuuiiieiiiie e e e e ee e e e e e e e e eaes 50
Chapter 4 Recording and Playback..............c..oeeeiiiiiici e 52
g I L= To 0] o 11 Vo PP 52
4.1.1 Configure Video Parameters........c...uiiieiiiiiiii e ee e e e een e e e e 52
4.1.2 Enable H.265 Stream ACCESS .. ..ccoiiiieiiiiiieeeeeeiiaee e e e eeeeiiia s e e e e s anaaeeeaeeeenes 54
I B AN | PP 54

Xi



Network Video Recorder User Manual

4.1.4 Manual RECOIING......cuuuiiiiiiiiiieeeiiieeee et e et e e e e e e e e e eeeeneeeee 54
4.1.5Configure Recording Schedule.............coouiiiiiiiiiei e 54
4.1.6 Configure ContinUOUS RECOIIING.........uuuuiiiieiiiiiiiee et 56
4.1.7 Configure Motion Detection Triggered Recording...........c..uvueiieeeeeennnineeeenn. 57
4.1.8Configure Event Triggered RECOIAING..........ccvvrrmuuimiiiieeeiiiie e eeeeeiiii e 57
4.1.9 Configure Alarm Triggered RECOIrdING ..........ccvvvriiuriiiieeeiiiiie e 57
4.1.10 Configure PICtUIre CaptUre.........cooiiuiiuuieeeeeeeiie e ee et e e eeenees 58
4.1.11 Configure Holiday ReCOrding.............uuiiiiiiiiieeiieeiieeiiiie e 58
4.1.12 Configure Redundant Recording and Capture.............cceuvvuiiveeiiiinneeeeeenn. 59

4.2 PIAYDACK ... 60
4.2.1 InStant PlayDack...........ooooi e 60
4.2.2Play NOrmMal VIdEQ.......cci ettt 61
4.2.3 Play Smart Searched VIdE0.........coouuuuiiiiiiieieeeii et 62
4.2.4 Play Custom Searched FUES..........oouuuiiiiii e 63
4.2.5Play TaAQ FlES.....uuiiiiieiiiie ettt 63
4.2.6 Play by SUPEIOUS. ... ..coiiiiicii e e 65
o o - YA I Yo I 1= P 65
4.2.8 Play EXternal FIleS........cccovuuiiiiiiii e e e e e e e e e 66

4.3 Playback OPeratiONS..........uiieiiiiiiieeieiieeeits e e et e e et e e e e aee e et e e e e et e e e e eean e ennn e 67
4.3.1INormal/Smart/Custom VideQ...........cuuuuuiiiiiiieiiie e 67
4.3.2 Set Play Strategy in Important/Custom Mode.............cccooeeviiiiieeenieeiiieeeed 67
G TG B =T [0 VT =0 T O o 1= R 67
4.3.4 Configure Transcodd@layback.............ccooeviiiiiiiiiceii e 68
4.3.5 Switch between Main Stream and SEEIream..........cooeeevvieiiiiiiieeeiiiiine e 69
4.3.6 THUMDBDNAIIS VIBW.....cceiiiiiiiiiieeiieiiee et eeeenan e 69
A.3.7 FAST VIBW ..ttt ettt e e e et e e e e e et e ittt e e e e e e e e ese e e e e eennes 69
VNG TR T I To 11 74 Yo o o 70

(@ aF=T o] (=TGSR =A< o | P PEEPRRRSSPPY 41
5.1 NOrmMal EVENE AlBIMN.... .ttt e et e e et e e e e e e e e seae e e e 71
5.1.1 Configure Motion Detection Alarms..............oeeeviiiiiiieei e 71
5.1.2 Configure Video LOSS AlAIMS.........ccouvuiieiiiiiieeee e e e 72

Xii



Network Video Recorder User Manual

5.1.3 Configure Video Tampering Alarms.........coouuuiiiiiiiiiii e 72
5.1.4 Configure SENSOr AlaIMS .. ....ii e e e et e ee e e e eaea e aeees 12
5.1.5 Configure EXCeptions AlArmmiS..........uiiieeiiiiiiiieee e 73
5.1.6 Flashing Light Alarm OUIPUL .........oiiiiiiiiiiiieee e ee e 74
5.1.7 AUdIO AlGIM OULPUL .....ceiiiiiiiiie ettt e e e e eeeees 74
5.1.8 Configure Combined AlBIM..........coooiiiiiiiiii e 74
5.2 VCAEVENT AlAIM.... it e e e e e e et e e e eeet s e e eeannnseennneeeeess ] O
5.2.1 Temperature SCreeNING.........ccuuuuuuiieeeeeeimeeeeeeeeeeiiiiiaaeeeeeeeesieeeeeeenseinnnneeeeee i O
5.2.2 Object Thrown from BUilding..........couuiuiiiiiii e 76
5.2.3 LOItering DeteCHION. ........uuiieieieieiiii e e et 78
5.2.4 People Gathering DeteCtion..........ovviveiiiiiiiieee e e ee e 79
5.2.5 Fast MOVING DEIECTION. ......ccuuuiiiie ittt eeeeees 80
5.2.6 Parking DeECTION. .......cciiiiiiiiiie ettt e eeeeeeead 81
5.2.7 Unattended Baggage DeteCtion.............oveiiiiiiieee e e eee e e 33
5.2.8 Object Removal DeteCHiON.........coiiiiiiiiiii ettt 84
5.2.9 Audio EXCeption DeteCHON.......cccuuieeieiiii e e e e e e e e e eaes 85
5.2.10 DefOCUS DEIECHON. ... ..ccvuiriiiiieee ettt eeeeeaee 87
5.2.11 Sudden Scene Change DetectiOn...............oveviiiieeeiiiiieeeeiie e e eeee e 87
I A e | o O A F- T PR 38
5.2.13 Thermal Camera DeteCHON...........uuuiiiiiiiiiiiiiieee e 89
5.2.14 QUEUE MANAGEMENL. . ...ttt e e et e e e e ea e e aees 90
5.3 Configure Arming Schedule..............oi i e Q0
5.4 Configure LINKage ACHONS ..........uuiiieiiiiie e e e e e e e e e e et eeeaa e eaenn a1
5.4.1 Configure AuteBwitch Full Screen Monitoring...........coeoevvieiiiiiiceeeiiee e, 91
5.4.2 Configure Audio WarNinNg...........coeuuuiieieiiiieeeie e e e eeetee e e e eana s 92
5.4.3 Notify Surveillance CeNter..........ccccovuiiieiieee e 92
5.4.4 Configure Email LINKAQE.........coovuiiieiiiii e e ee e 92
5.4.5 Trigger Alarm OULPUL..........oiiiiiiiii e e e e e e e e enes a3
5.4.6 Configure Audio and Light Alarm Linkage..........ccccoeieeiiiiieeeiiiieeceiee e, a3
5.4.7 Configure PTZ LINKAGE. ........iiiiiiii e eeee et eee e e e 93

Xiii



Network Video Recorder User Manual

Chapter 6 SMArt ANAIYSIS..........uiiiiiiiiii e e e et ame e e snree s 95
6.1 ENgiNe ConfIQUIALION..........uuuii it e e e eeees 95
6.2 FaCe PICtUrEe COMPAIISON... .. ciiiiiiiiiiie e ee i e e ettt e e e e e et e e e e e eeebba e e e eeeeened 96

6.2.1 Face Grading Configuration.............cooiveriiuieeeeeeiiiae e ee e 96
6.2.2 FACE CAPIUIE. ... cieiieiee ettt ettt et e e e e ena e 97
6.2.3 Face Picture Library Management............ccoovviiiiiiimriiiiiiii e eeeeeees 98
6.2.4 Face Picture COmMPariSBMAIM .........ccooviimiiiieieeee et 99
6.2.5 Face PiCture SearCh..........oouuiiiiii e e 101
RS T T 0= (=] gl o) (= o 1o o P 104
6.3.1 Line CroSSiNg DeeCHION.......cciiiiiiiiiiie et e 104
6.3.2 INTrUSION DELECHION. ......uuiieeiiiie e e e e e e e e e e eaannas 106
6.3.3 Region ENtrance DeteCHOM.........ccouvuiuuuiiiee ettt e 107
6.3.4 Region EXiting DeteCtiQN...........iiiiiiiiiiiiieee et ee e 109
6.4 HUMAN BOAY DELECHION. ......uuiiiieiieiiiiit ettt ee e 110
6.4.1 HUman BOdy DeteCHiON.........ccoiiiiiiiiiie et 110
6.4.2 Human Body SEarCh..........coouuiiiiiiii e 111
6.5 MUlti-TargetType DeteCHON........cccvuri e e e 112
O ST = == 1 ] T 113
6.6.1 Learrby-EXample MOGE...........oo oo 113
6.6.2 Configre SelfLearning Library...........cooooiiieriiii e ee e 113
O A=T a1 ol [ D= (=Tox 1 o] o B PP 114
6.7.1 Configure Vehicle DeteCtion...............iieeiiiiiieeeie e e e 114
6.7.2 VehiCle SearCh.........coooiiiiii e 115
RS I (0[] B 1] (Yo 1] o P 115
6.9 PEOPIE COUNTING. ... ceieiiie e e e e e e et e e e e eaa e e eenaeeeene 116
LI KO o 1= LY/ = T o T PP 117

(@ aF=T o] (=1 S0 [ 1 PSPPSR 119

Yo (o = Ta I (o 1 B B TV o = SR PPPRRRRPPT 119
7.1.1 Add an AcCesS CONtrol DEVICE........coceviiiiiiiiiiiieeeiiii e eee e 119
7.1.2 Add @n Alarm DEVICE......ui i e eiieeiiiiie s eee et ere e e e 120
7.1.3 Add Network AUAIO DEVICE.........oiiiieiiiiiiiiie e eee e ere e 121

Xiv



Network Video Recorder User Manual

7.2 Configure the Linkage Action and Arming Schedule.............cccooovvieviiiiiieveiinnnn. 122

7.3 CoNFIGUIE OSD......uiiiiiiiiii e e e e e e e et e e aae 123

7.4 Configure AUCIO ParametersS........ccouuuuiiiiiiee et 124

7.5 Search the 10T RECOIM.......cooiiiii et e e e e e e eeeas 124

AT o3 VA o (=T Y o o (U 126
7.6.1 Configure the Event Recording/Capturing...........cccoeveuviiiineeeniiiinneeeeeeennns 126

A A T=T= 1 ed o TN (o3 I T L= 128

Chapter 8 File ManagemEIl...........ooiiiiiiiiie ettt ame e e e e e ane 130
8.1 SEAICH FIlES... .ot eaeae 130

8.2 EXPOIT FIlES. ..ttt ettt e ea e 130

8.3 SMAIMSEAICK. .. .. i 131

(O g F= T (=T g ] (0] = o = NP PP PPPRRTROPPRPPT 132
9.1 SSD MaANAGEIMEIL ...ttt ettt e e e e et e e et e e e e 132
9.1.1 INIIANIZE SSD....ceiiiieiiee et 132

9.1.2 SSD S.IMAR.T. DELECHON.....ccuuieeiiii e e e e eeees 132

9.1.3 UpPgrade SSBEIMMWAIE..........iieeeeuieeeeeuieeeneeeeeatseeeeaatsaesessneenneeeeessnaaeenes 132

9.2 Manage LOCal HDD..........coouii e e e e e e e e e e e e e e enneene 133
9.2.1 CoNfigure HDD GrOUD. .. ccevuuueeeeiiieeeeeeeeeeis e e e eei s e e e et e e e s e e eeaanaeeeannnaens 133

9.2.2 Configure the HDD PrOPEILY.......uuuiieiiiiieeeeeteeeie e e e v e e e eana s 134

9.2.3 Configure the HDD QUOTA............iiiiiiiiii i r e 135

9.3 Add @ NEtWOTK DiSK.....uiieeeeiiiiiiiiiie ettt e 135

0.4 MaANAGE B S AT A e e 136
9.4.1 Configure eSATA for Data Storage.........coeeevveuiieiieeeeeeiie e 137

9.4.2 Configure eSATA for Auto Backup.........coooviviiiiiiiiee e 137

Chapter 10 POS CoNfigUIatiQN.........ccooiiiiiiiiiii e e e e e e e e e e e s e ree e e e e e e e e e ame s 139
10.1 Configure POS CONNECHON.......couuiieeii et e e 139
10.2 Configure POS TeXt OVEIIAY........ccevuuieeeiiie e e e e e e e e eeaes 142
10.3 Configure POS AlQIM.........i e eee e e e e e e e e e e aan 143
Chapter 11 Hot Spare Recorder BaCKUP...........uuveiiiiiieeiiiie et eeemes e 145
11.1 Set HOt SPAre DEVICE.......uu i eiiiiiie e ee et eee e e e e et e e e e e e e ann 145
11.2 Set WOrking RECOIUEL...........uuiieiiiii e e e e 146

XV



Network Video Recorder User Manual

11.3 Manage HOt SPare SYSIEM........couuiiiiiiii e 146
Chapter 12 NetWOrK SETINGS. ... ..ueiieiiiiiiieeeaiti ettt mr e e e e s e e e e e e smanes 148
12.1 Configure DDINS ... .ot e e e 148
12.2 Configure PPPQE. ... 148
12.3 Configure Port Mapping (NAT) ... e e e e 149
12.4 Configure SNIME.. ..o e ee s 150
12.5 Configure EMail..........oii i 152
12.6 CONFIGUIE POLL.... .ot eeeeeaas 153
12.7 ConfiguIe ONVIE ... .ttt e 155
Chapter 13 User Management and SECUIILY.........cccouiriiieeiimiieie et ameiree e 156
13.1 Manage USEr ACCOUNLIS. .......cceuuiuiiiiiii e e ettt e ettt e et e e e e e e eat e e eena e eeenes 156
IR B0 0 Vo o = T 0 = PP 156
13.1.2 Edit the AdMIN USEI ...t e e e e e e 157
13.1.3 Edit an Operator/GUEST USEL.......cccuuuuiieeiiiie e e et e e e e ene e eeeeen 158
13.2 Manage USer PermIiSSIONS. ........cuuuuuiiiieiiii ettt 159
13.2.1 Set USer PermMISSIONS.......cccvuiiiiiiiieeee ittt 159
13.2.2 Set Live View Permission 0N LOCK SCLEEMN..........cccvvvviiviinieiiiiiiiieeeeeeeennns 161
13.3Configure PasSWOrd SECUILY.........uieeieriieeeeeiieeeiiis e e e e e e et e e e aeer e e e eean e 162
13.3.1 EXPOIrt GUID FilB...cciiiiiiiiiiiiiieeeee ettt 162
13.3.2 Configure Security QUESHIONS.........cccuuiiieiiiii e e e 163
13.3.3 Configure Reserved Emall.............ccooooiiiiiieeciii e eeeee e 164
13.4 RESEE PASSWOIT......uuuuiiiieeeiiiiiiiiiae e ettt e e e e et e e e et s e e e e e e e e abeb e e e eenta s 165
13.4.1 Reset Password by GUID............oiiiiiiiii e eee e 165
13.4.2 Reset Password by Security QUESHIONS.........cccuviieiiiiiieeeiii e, 166
13.4.3 Reset Password by Reserved Email............ccccoooeiiiiceeiiiiicciii e 166
13.4.4 Reset Password by HBONNECL.............oiiiiiiii e 167
Chapter 14 System ManNagEmMENL.........cccciiiiiiiiiiiiieeeeee e e e e e e e eesrtr e e e e et e e e e e e e s ass e reeareaaeeas 168
14.1 CONfIQUIE DEBVICE.....ceuii et ee e e e e e e e et e e e e e e eenes 168
I o ) T UL (=T N 2 = PSSP 168
14.2.1 Manual Time SyNchronization.............ccooveviiiiieeeie e e eea e 169
14.2.2 NTP SYNChroniZation..........ccuuuiiiiiiii e e e e e e e e e 169

XVi



Network Video Recorder User Manual

14.2.3 DST SYNCAIONIZALION. ....ccvviiiiie et e eeenes 169
14.3 NEIWOIK DEIECHION ....cuuuieeeiiiie et re e e et e e e eat e e e eeaaaeees 170
14.3.1 Network Traffic MONITONING.......uuuiiieeiiiiii e eee e 170
14.3.2 Test Network Delay and Packet LOSS.........ccouvuiiiiiiiieeeiiii e 170
14.3.3 EXport Network Packet............uuueiiiiiiiiiie e 171
14.3.4 Network ReS0UICe STatiSTCS. ... uuverreeeeeeiiie e e e et ene e e aeees 171
14.4 Storage Device MaiNTENANCE.........ccuuuuuiiie ettt 172
14.4.1 Bad SeCtOr DEetECHION. ... .cciieeiii e e e e e e e e eeees 172
14.4.2 SIM.AR.T. DELECHION. ....uu i e e e e e e e e eeeee 173
14.4.3 HDD Health DeteCtiQn.........ccceveveieeiiiiieeeie e eer e 174
14.4.4 Configure DiSK ClIONE.......ccooiiiiiiiii e 175
14.4.5 Repair Database. ........coviiiiiiiiiiiiieee e 176
14.5 UPQGrade DEVICE.......uuuiii et ee ettt e e et e e e e e et bbb e eee s 176
14.5.1 Upgrade by Local Backup DEVICE............oiiiiiiiiiiieieiiieeeii e 176
14.5.2 UPGrade BY FT......cooviuieieeeeeee e et en e 177
14.5.3 Upgrade by Webh BrOWSEE.........ccocviuiiiiiiiiiieeeee e eees e e evee e e e 177
14.5.4 Upgrade by HHCONNECT..........ccooviiiiiiee e eee e 178
14.6 Import/Export Device Configuration FileS..........cccoovvviiiiiiieeeeie e 178
i W oTo Y E=TaE=To [T 0 11T o) PP 179
i I o To I (0] =0 [ = PPN 179
14.7.2 Search & EXpPOrt LOg FileS.......cccvvuuiieieei e ee e 180
14.7.3 Upload LOgS t0 thBEIVEN.......c.uuiiiieii e ee e e e e 181
14.7.4 OnéWay AUthentiCatioN............ccoeuuiieriiii e e e e 181
14.7.5 TweWay AUthentiCation..............couuiiieiieii e e e e, 182
14.8 Export Diagnostic INfOrmation.............ccoooiiiiiiii i 183
14.9 Restore Default SEttiNgS........uii i e 184
14.10 Schedule REDOQL........ciiiiiiiieiiii e ere et e e e ana s 184
14.11 Security ManagemeIit........c..ouuuiiiiiiiie e e et e e e e e eeen e e e e e e e eana e aeenes 185
14.11.1 RTSP AUthentiCatiOn..........ccovuiiiiiie e 185
14002 ISAPBEIVICE. ...cceeiiiiiiee ettt et s e e et e e e e e e e eeeaba e eeeee 185
14113 HTTP AUtNENTICALION .. ..vvvviiiee et ee et eeeie e e e e e eeneees 185

XVil



Network Video Recorder User Manual

14.11.4 IP Camera Occupation DeteCtioN...........ccovvvuiiiiiieeeiiiii e 186

Chapter 15 APPENTIX. .. .eeeieiiiiiiiee ittt e ek enr e e e e s e e e e e aasbe e e e e e e sbmnsn e e e e e e nnneeas 187

15,0 Gl SAIY.c.ettuueee ettt ettt ettt e s 187

15.2 Frequently ASked QUESTHIONS. .........uuuuiiieeiiiiiiee et 188
Mp ®PHOM 2 K& A& GKSNB | LI NI 2F OKFyySta RA

Screen in MUIBSCreeN lIVE VIEBWZ.......uuueii e e 188

15.2.2 Why is the video recorder notifying the stream type is not supported?....189

15.2.3 Why is the video recorder notifying risky password after a network camera is

= 0 0 [T 1P 189

15.2.4 How to improve the playback image quality?.............cooeiiiiiiiiiiniiiieenns 189

15.2.5 How to confirm the video recorder is using H.265 écord video?.............. 189

15.2.6 Why is the timeline at playback not constant?.............cccccvviiiiiiniiiiinnnn. 190

15.2.9 Why is the video recorder notifying IP conflict?................oooiiiiiieeiininnnnn. 191
15.2.10 Why is image getting stuck when playing back by single or retkinnel
(07210 11T €= Lo 191

XVili



Network Video Recorder User Manual

Chapter 1 Basic Operation

1.1 Activate Your Device

1.1.1 Default User and IP Address
Default administrator account: admin.
Default IPv4 address: 192.168.1.64.

1.1.2 Activate via Local Menu

For the firsttime access, you have to set an admin password to activate your device. No operation
is allowed before activation. You can also activate the device via web browser, SABRtor cli
software.

Steps
1. Enter the admin password twice.

admin

FlExpart GUID 7

[8].4

Pleasa respect ather people’s privacy and rights when using product

Figure 11 Activate via Local Menu




Network Video Recorder User Manual

Warning

We highly recommend you to create a strong password of your own choosing (using a minimum
of 8 characters, including at least threds of following categories: upper case letters, lower

case letters, numbers, and special characters) in order to increase the security of your product.
And we recommend you change your password regularly, especially in the high security system,
changinghe password monthly or weekly can better protect your product.

2. Enter a password to activate network cameras that are connected to the device.
3. ClickOK

lilNote

After the device is activated, you should properly keep the password.

What to do next

Follow the wizard to set basic parameters.
There are methods to reset your password when you forget. You have to configure at least one
password resetting method after activation.
For HikConnect configuration, refer t6onfigure HikConnector details.

1.1.3 Activate via SADP

SADP software is used for detecting the online device, activating the device, and resetting its
password.

Before You Start

Get the SADP software from the supplied disk or the official websiteinstall the SADP
according to the prompts.

Steps

1. Connect your video recorder power supply to an electrical outlet and turn on it.
2. Run the SADP software to search the online recorders.
3. Check the recorder status from the device list, and selecinthetive recorder.
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9 Refresh 1 Activate the Device

olo « | Device Type | Status. | 1Pv4 Address | Port | Software Version | IPv4 Gateway | HTTP Port | Device Serial No.

N/A ﬂ
N/A

jevice is not activated
N,

v

v 007 Inactive 192.168.1.64

You can modify the network parameters after

the device activation.

“Selett'inactive devicé.™

Input and confirm
password.

Figure 12 Activate via SADP
4. Create and input the new password in the password field, and confirm the password.

ClilNote

We highly recommend you to create a strong password of your own choosing (using a minimum
of 8 characters, includg at least three kinds of following categories: upper case letters, lower
case letters, numbers, and special characters) in order to increase the security of your product.
And we recommend you change your password regularly, especially in the highyssgsitem,
changing the password monthly or weekly can better protect your product.

5. ClickActivate.

1.1.4 Activate via Client Software

The client software is versatile video management software for multiple kinds of devices.

Before You Start

Get theclient software from the supplied disk or the official website, and install the software
according to the prompts.

Steps

1. Run the client software and the control panel of the software pops up, as shown below.
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File System View Tool Help ‘ iVMS-4200 admin @ &F g5 145208 &4 - B x

—
H=  Control Panel

Operation and Control

g, deleting, and basic

¥R Remote Playback
‘3 Seal record files and
— playbac

Maintenance and Management

m Event Management

iration of alarm, abnormal
s and linkage actions of the

System Ci
nd backup local and Config
o

ng schedule and

al parameters

Figure 13 Control Panel
2. ClickDevice Managementto enter the Device Management interface, as shown below.
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File System View Tool Help ‘ iVMS-4200 admin @@ &F B 162504 &4 - B x
B=  Control Panel (2 Device Management
Organization Device for Management (0}
_ Add Device Modify Delete Remote C... VCAAlloca Activate Refresh All Filter
Add New Device Type Mickname =« |IP Device Serial No. Security Net Status HDD Statu
Online Device (3) Refresh Every 155
Add to Client Add All Modify Metinfo Reset Password Activate Filter
IP Device Type Firmware Version ¥ | Security Server Port | Starttime Ac
192.168.1.64 HH-0000C0OOON Vb uild xooooo Inactive 8000 2015-03-20 16:13:47 N
Encoding device: 10.16.1.222 OGX0OCXX Vx.x.xbuild xxcoo Active 8000 2015-03-20 10:27°51 Ne ™
DVR/DVS/INVR/IPCIPDAVMS-4200
PCNVRIiVMS-4200 EncodeCard 192.0.0.64 HX-XHXK-XXX Waxbuild xooooo Active 8000 2015-03-20 07:53:.43 Ne .
server R

@. L5 B s Motion Detection Alarm

Figure 14 Device Management Interface

3. Check the recorder status from the device list, and select an inactive recorder.
4. ClickActivateto pop up the Activation interface.
5. Createa password and input the password in the password field, and confirm the password.

EENote

We highly recommend you to create a strong password of your own choosing (using a minimum
of 8 characters, including at least three kinds of following categoriesuggse letters, lower

case letters, numbers, and special characters) in order to increase the security of your product.
And we recommend you change your password regularly, especially in the high security system,
changing the password monthly or weeklyndaetter protect your product.
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User Mame: admin
Password: Iy
Strong
Valid password range [8-16]. You can
use a combination of numbers,
lowercase, uppercase and special
character for your password with at least
two kinds of them contained.
Confirm Mew Password: uuuu|
Ok Cancel

Figure 15 Activation

6. ClickOKto start activation.
7. ClickModify Netinfo to pop up the Network Parameter Modification interface, as shown below.

Modify Network Parameter ®

MAC Address: 20200 XK -0 XX Copy

Software Version: Wixbuild soooxx Copy

Device Serial No.: KH-X0COOO0OOOOOOOOOOOCAOOOOROOOCCN Copy
DHCP

Paort: 2000

v IPvd(Enable)

IP address: 192.168.1.64

Subnet Mask: 255.255.255.0

Gateway: 192.168.1.1
IPvB(Disable)

Password:

OK Cancel

Figure 16 Modify Network Parameters

8. Change the recorder Heldress to the same subnet with your computer.
Modify the IP address manually.Chdttkable DHCP
9. Input the password to activate your IP address modification.

1.1.5 Activate via Web Browser

You can get access to the recorder via web browser. You maynesef the following web
browsers: Internet Explorer 6.0 and above, Apple Safari, Mozilla Firefox, and Google Chrome. The
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supported resolutions include 1024 x 768 and above.

Steps
1. Enter the IP address in web browser, and then pEggsr. The defaultP address is

192.168.1.64.

User Name admin

Password ssssssesRes ]
Strong

Confirm I

Figure 17 Web Browser Activation
2. Set the password for the admin user account.

E@Note

We highly recommend you to create a strong password of your own choosing (using a minimum
of 8 characters, including at least three kirafdollowing categories: upper case letters, lower

case letters, numbers, and special characters) in order to increase the security of your product.
And we recommend you change your password regularly, especially in the high security system,
changing the pssword monthly or weekly can better protect your product.

3. ClickOK

1.2 Configure TCP/IP

TCP/IP must be properly configured before operating your device over a network. Both IPv4 and
IPv6 are available.

Steps

1. Go toSystem'hNetwork TH TCP/IR
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Working Mode Net Fault-Tolerance
IPv4

Enable DHCP

IPv4 Address

IPv4 Subnet Mask Preferred DNS Server

IPv4 Default Gateway Alternate DNS Server
MAC Address
MTU(Bytes) 1500  MTU is less than 1280, IPv6 related functions will be unavailable
Main NIC LAN1

Figure 18 TCP/IP Settings
2. SelecWWorking ModeasNet-Fault Tolerancer Multi-Address Mode

Net-Fault Tolerance

The two NIC cards use the same IP address, and you can select the main NIC to LAN1 or LAN2.
In this way, in case of one NIC card failuhe device will automatically enable another
standby NIC card so as to ensure the normal running of the system.

Multi -Address Mode

The parameters of the two NIC cards can be configured independently. You can select LAN1
or LAN2 under Select NIC for parasresettings. Select one NIC card as the default route.
When the system connects with the extranet, the data will be forwarded through the default
route.

3. ClickPv4or IPv6as you required.

4. Optional: Checknable DHCB® obtain IP settings automatidglif a DHCP server is available on

the network.
5. Set related parameters.

E@Note

Valid MTU value range is from 500 to 1500.

6. ClickApply.
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1.3 IR Remote Control Operations

The NVR may also be controlled with the included IR remote control.

lilNote

Batteries (2xAAA) must be installed before operation.

The IR Remote is set at the factory to control the NVR (using default Device ID# 255) without any
additional steps. Device ID# 255 is the default universal device identification number shared by the
NVRs. You may also pair an IR Remote to a specific NVR by changing the Device ID#, as follows:

1.3.1 Pair (Enable) the IR Remote to a Specific NVR (optional)

You can pair an IR Remote to a NVR by creating adeseed Device ID#. This feature is useful
when using multiple IR Remotes and NVRs.

Steps
1. On the NVR:
1) Go toGenerallhMore Settings
1) Type a number (255 digits maximum) into the Device No. field.
2. On the IR Remote:
1) PresDEV
1) Use the Number buttons to enter the Device ID# that eiagred into the NVR.
2) Pres€nterbutton to accept the new Device ID#.
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Figure 19 Remote Control

1.3.2 Unpair (Disable) an IR Remote from a NVR

To unpair an IR Remote from a NVR so that the unit cannot control any NVR functions, proceed as
folows:P6da (KS 59+ (Seé 2y (KS Lw wSY23GSod !'ye& SEA
memory and it will no longer function with the NVR.

E@Note

Re}SylFofAy3d GKS Lw wSY230S NBljdzANBa LI ANARY3I (2
0 2 LJG Aaboié. f 0 €

The keys on the remote control closely resemble the ones on the front panel.

Table 11 IR Remote Description

No. Name FunctionDescription

To Turn Power On:

1 POWER ON/OFE | |f User Has Not Changed the Default NVR Device ID4
(255):
1. Press Powe®n/Off button (1).

10
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No.

Name

FunctionDescription

If User Has Changed the NVR Device ID#:

1. Pres<DEV button

2. Press Number buttons to enter usdefined Device
ID#.

3. PressEnterbutton.

4. PressdPowerbutton to start device.

To Turn NVR Off:

If User Is Logged On:

1. HoldPower On/Offbutton (1) down for five seconds
G2 RAALI I & GKS a, Sakb?2s

2. Use Up/Down Arrow buttons (12) to highlight
desired selection.

3. PressEnterbutton (12) to accept selection.

If User Is Not Logged On:

1. HoldPower On/Offbutton (1) down for fiveseconds
to display the user name/password prompt.

2. Press theéEnterbutton (12) to display the oscreen

keyboard.

Input the user name.

4. Press theenterbutton (12) to accept input and
dismiss the orscreen keyboard.

5. Use the Down Arrow button (12) to move tize
Gt 3a62NRé FTASERO®

6. Input password (use eacreen keyboard or numeric
buttons (3) for numbers).

7. Press theéenterbutton (12) to accept input and
dismiss the orscreen keyboard.

8. Press theéOKbutton on the screen to accept input
' YR RA&LX | ®erificakid® prontpi(usd 2
Up/Down Arrow buttons (12) to move between
fields)

9. PressEnterbutton (12) to accept selection.

User name/password prompt depends on NVR is
configuration. See "System Configuration" section.

w

DEV

Enable IR Remote: Press DEV ditenter NVR Device
ID# with number keys, press Enter to pair unit with the
NVR.

Disable IR Remote: Press DEV button to clear Device

11
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No.

Name

FunctionDescription

unit will no longer be paired with the NVR.

Numerals

Switch to the corresponding channel in Live View or B
Controlmode

Input numbers in Editmode

EDIT

Delete characters beforecursor

Check the checkbox and select the ON/OFFswitch

Adjust focus in the PTZ Controlmenu

Switch onscreen keyboards (upperand lower case
alphabet, symbols, and numerals)

REC

Enter Manual Record settingmenu

Call a PTZ preset by using the numericbuttons in PTZ
control settings

Turn audio on/off in Playbackmode

PLAY

Go to Playback mode

Auto scan in the PTZ Controlmenu

INFO

Reserved

VOIP

Switches betweemain and spot output

Zooms out the image in PTZ control mode

10

MENU

Return to Main menu (after successful login)

N/A

Show/hide full screen in Playback mode

11

DIRECTION

Navigate between fields and menu items

Use Up/Down buttons to speed up/sladown recorded
video, and Left/Right buttons to advance/rewind 30 sg
in Playback mode

Cycle through channels in Live View mode

Control PTZ camera movement in PTZ control mode

12

ENTER

Confirm selection in any menu mode

Checks checkbox

Playor pause video in Playback mode

Advance video a single frame in sinfjeme Playback

12
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No. Name FunctionDescription
mode

Stop/start auto switch in autewitch mode

13 PTZ Enter PTZ Controlmode
" Esc Go back to previous screen
N/A
15 RESERVED Reserved
Select alltems on a list
16 F1 N/A
Switch between play and reverseplay in Playback mo
17 PTZ Control Adjust PTZcamera iris, focus, and zoom
18 Eo Cycle through tabpages

Switch between channels in Synchronous Playback

Troubleshooting Remote Control
If the Status indicator on the front panel turns blue, the remote control is
operating properly. If the Status indicator does not turn blue and there is
still no response from the remote, please check the following:
Batteries are installed correctly and tipelarities of the batteries are not reversed.
Batteries are fresh and not out of charge.
IR receiver is not obstructed.
No fluorescent lamp is used nearby.
If the remote still can't function properly, please change a remote and try
again, or contact the de  vice provider.

Steps

E@Note

Make sure you have installed batteries properly in the remote control. And you have to aim
the remote control at the IR receiver in the front panel.

If there is no response after you press any button on the remote, followptbeedure below

to troubleshoot.

1. Go toMenu HSettingsihGenerallbMore Settingsby operating the front control panel or the
mouse.

2. Check and remember NVR ID#. The default ID# is 255. This ID# is valid for all the IR remote
controls.

3. Pres©EVon the remote control.

4. Enter the NVR ID# you set in step 2.

13
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5. PreseENTERN the remote.

1.4 HDD Settings

Ensure the video recorder storage media is well. You can install at least one HDD and initialize it.

1.5 Add Network Camera

Before you can gete video or record the video files, you must add the network cameras to the
connection list of the device.

Before You Start

Ensure the network connection is valid and correct and the IP camera to add has been activated.
Steps

1. Click=—J on the main mentbar.

2. ClickCustom Addab on the title bar.

Add IP Camera (Custom)

IP Camera Address 110.110.1.11
Protocol ONVIF -
Management Port 80
Transfer Protocol Auto
User Name admin

ErEaERRS

Password

Continue to Add “

Figure 110 Add IP Camera
3. Enter IP address, protocol, management port, and other IP camera information to add.
4. Enter the login user name and password of the IP camera.
5. ClickAddto finish the adding of the IP camera.
6. Optional: ClickContinue to Addto continue to add additional IP cameras.

14
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1.5.1 Add Automatically Searched Online Network Camera

Steps

1. Click=— on the main menu.

2. ClickNumber of Unadded Online Devicd the bottom.

3. Select the automatically searched online network cameras.

4. ClickAddto add the camera which has the same login password with the video recorder.

1 N

Add ) Refresh Activate

L] No. Status Security IP Address Edit Device Model Protocol Management ...

| 1 & Active n | | 8000

Figure 111 Add Automatically Searched Online Network Camera

“lilNote

If the network cameat to add has not been activated, you can activate it in the network camera
list of camera management interface.

1.5.2 Add Network Camera Manually

Before you view live video or record video files, you must add network cameras to the device.

Before You St
Ensure the network connection is valid and correct, and the network camera is activated.

Steps
1. Clickt—J on the main menu.

2. ClickCustom Add
3. Set the parameters. For example,Camera Addres®rotocol etc.

EENote

Management port ranges fromtb 65535.

15
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Figure 112 Add Network Camera

4. Optional: Checldse Channel Default Passwotal use the default password to add the camera.

5. Optional: Checknable IP Camera Time Sytocsynchronize the time of the connected IP
camera automatically. Fatetails, refer toConfigure IP Camera Time Sync

6. Optional: Checkise Default Porto use the default management port to add the camera. For
SDK service, the default port value is 8000. For enhanced SDK service, thevagiall 8443.

lilNote

The function is only available when you use HIKVISION protocol.

7. Optional: ChecKerify Certificateto verify the camera with certificate. The certificate is a form
of identification for the camera that provides more secure canarthentication. It requires to
import the network camera certificate to the device first when you use this function. For details,
refer to .

[ENote

The enhanced SDK service is only available when you use HIKVISION protocol.

8. Optional: Cliclsearchto search other network cameras.
9. Optional: ClickContinue to Addio add other network cameras.
10. ClickAdd.

1.5.3 Add Network Camera Through PoE

The PoE interfaces enable the device system to pass electrical power safely, along with data, on
Ethernetcabling to the connected PoE cameras. Supported PoE camera number varies with device
module. If you disable the PoE interface, you can also connect to the online network cameras. And
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the PoE interface supports the Plagd-Play function.

Add PoE Camera

Seps
1. Go toCamera hCamera hPoE Settings
2. Enable or disable long network cable mode by selettimygy Distancer Short Distance

Long Distance
Longdistance (100 to 300 meters) network transmissions via PoE interface.

Short Distance
Shortdistarce (< 100 meters) network transmission via PoE interface.

lilNote

The PoE ports are enabled with the short distance mode by default.

The bandwidth of IP camera connected to the PoE via long network cable (100 to 300 meters)
cannot exceed 6 MP.

The allowed max. long network cable may be less than 300 meters depending on different IP
camera models and cable materials.

When the transmission distance reaches 100 to 250 meters, you must use the CAT5E or CAT6
network cable to connect with the PoE énface.

When the transmission distance reaches 250 to 300 meters, you must use the CAT6 network
cable to connect with the PoE interface.
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B Actual power: 0.0W. Remaining power: 200.0W. ‘(D
Channel “:“Long Distance (UShort Distance Channel Status Actual Power
D1 ) Disconnected 0.0W
D2 D Disconnected 0.0W
D5 D Disconnected 0.0W
D& D Disconnected 0.0W
D7 o Disconnected 0.0W
D8 Q Disconnected 0.0
D9 ° Disconnected 0.0
D10 Q Disconnected 0.0w
D11 D Disconnected 0.0W
D12 D Disconnected 0.0W
D13 D Disconnected 0.0wW
D14 D Disconnected 0.0W
D15 D Disconnected 0.0W
D16 D Disconnected 0.0W

Figure 113 Add PoE Camera

3. ClickApply.
4. Connect PoE cameras to device PoE ports with network cables.
5. Go b CamerahCamera hlP Camerdo view camera image and information.

Add NonPoE Network Camera

You can disable the PoE interface by selecting the manual while the current channel can be used
as a normal channel and the parameters can also be edited.
Steps

1. Go toCamerad hCamera blP Camera
2. Position the cursor on a window with no linked network camera and - ck
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Edit IP Camera

IP Camera No D1

Adding Method Manual -
IP Camera Address 192.168.254 .2
Protocol HIKVISION -
Management Port 8000
Channel Port 1 -
Transfer Protocol Auto -
User Name admin

Password

Figure 114 Edit Network Camera
3. SelecAdding MethodasManual.

Plugand-Play
The camera is physically connected to the PoE interface. Its parameters cannot be edited. You
can go taSystemhNetwork ThTCP/IRo change IP address of PoE port.

Manual

Add IP camera without physical connection via network.
4. EnterlP addressUserName andPassword
5. ClickOK

1.5.4 Add Network Camera via Customized Protocol

For network cameras that are not using standard protocols, you can configure customized
protocols to add them. The system provides 8 customized protocols.
Steps

1. Clickt—J on the main menu.
2. Go toMore SettingsihProtocol
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TilNote

3. Set protocol parameters.

Type
The network camera adopting custom protocol must support getting stream through
standard RTSP.

Path

Contact the manufacturer of network camera for the Bhiform Resource Locator) of
getting main stream and suktream.

EENote

The protocol type and the transfer protocol must be supported by the network camera to add.

4. ClickOK

5. ClickCustom Addo add cameras.
6. Set the parameters.

7. ClickOK

1.6 Connect to Platform

1.6.1 Configure ISUP

SDK is based on Intelligent Security Uplink Protocol (ISUP). It provides APIs, library files, and
commands for the thireparty platform to access devices such as NVRs, speed domes, DVRs,
network cameras, mobile NVR®obile devices, decoding devices, etc. With this protocol, the
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third-party platform can realize functions like live view, playback,-tvay audio, PTZ control, etc.

Steps

lilNote

This function is only available for certain models.

1. Go toSystemhNetwork MlhAdvanced bPlatform Access
Access Type ISUP
Enable

Server Address

Server Port 7660
Registration Status Offline
Device ID 720251740
Version ISUP5.0

........

Encryption Password

Figure 115 ISUP Settings

2. SeleciAccess TypasISUP
3. Checlenable

E@Note

Enabling ISUP will disable other platform access.

4. Set the related parameters.

Server Address
The platform server IP address.

Server Port

The platform server port, ranges from 1024 to 65535. The actual port shall be provided by the
platform.

Device ID
Device ID shall be provided by the platform.

Version
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ISUP protocol version, only V5.0 is available.

Encryption Password
Encryption password is required when using ISUP V5.0 version, it provides more secure
communication between the device and platform. Enter it for verification after the device is
registered to the ISUP platform. It cannot be empty, or "ABCDEF".
5. ClickApply to save the settings and restart the device.

What to do next
You can see the registration status (online or offline) after the device is restarted.

1.6.2 Configure HHConnect

Hik-Connect provides mobile phone application and platform service to aced manage your
video recorder, which enables you to get a convenient remote access to the video security system.

Steps
1. Go toSystemhNetwork lhAdvanced bPlatform Access
2. Checlenableto activate the function. Then the service terms will pop up.

1) EnterVerification Code

2) Scan the QR code to read the service terms and privacy statement.

3) Checkihe HikConnect service will require Internet access. Please read Service Terms and
Privacy Statement before enabling the servigkyou agree with the service terms and
privacy statement.

4) ClickOK

E@Note

Hik-Connect is disabled by default.
The verification code is empty by default. It must contain 6 to 12 letters or numbers, and it is

case sensitive.

3. Optional: Configurellowing parameters.
CheckCustomand enterServer Addresas your desire.
Checkenable Stream Encryptigrthen verification code is required for remote access and
live view.
CheckTime Syngcand the device will sync time with Honnect instead of NTRver.

4. Bind your device with a HRonnect account.

1) Use a smart phone to scan the QR code, and downloa@adtikect app. You can also

download it fromhttps://appstore.hikvision.com or the QR code belavirefer toHik-
Connect Mobile Client User Mandeait details.
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Figure 116 Download HikConnect
2) Use HilConnect to scan the device QR, and bind the device.

lilNote

If the device is already bound with an account, you can tlidkndto unbind with the
current account.

5. ClickApply.
What to do next
You can access your video recorder viaGknect.

1.6.3 Configure OTAP

OTAP (Open Thing Access Protocol) is an unified integrated standard arguiusbde of
HikVision protocol ithe public network and private network. After OTAP is enabled, other
applications may be able to remotely view videos through this protocol.

Before You Start

Ensure your device network is accessible through OTAP protocol.

Steps

1. Go toSystem'hNetwork lhAdvancedhPlatform Access
2. SetAccess TypasOTAPR
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Access Type OTAP -

Enabl

[+ ]

o

erver Address

Server Port 7800
Registration Status Offline
Device ID L20545343

........

Encryption Password

Figure 117 OTAP

3. CheclEnable
4. Set the parameters.
5. ClickApply.
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Chapter 2 Camera Settings

2.1 Configure OSD

You can configure the OSD (8ureen Display) for the camera, includaege/time, camera name,
etc.

Steps

1. Go toCamerahDisplay.

2. Select a camera as your desire.

3. Edit name ifCamera Name

4. CheclDisplay NameDisplay Dateand Display Weeko show the information on the image.
5. Set the date format, time formaand display mode.

Camera [D2] IPdome
Camera Name IPdome
OSD Settings v
Display Name
' Display Date
08-28-2017 Mon 16: 32 : 45 Display Week
Date Format MM-DD-YYYY
Time For... 24-hour
Display M... Non-Transparent & No ~
OSD Font
Image Settings >
Exposure >
Day/Might Switch >
Backlight >
Image Enhancement >

Apply

Figure 21 OSD Settings

6. Drag the text frame on the preview window to adjust the OSD position.
7. ClickApply.
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2.2 Configure Image Parameters

You can customize image parameters, including day/night switch, backlight, contrast, and
saturation inCamerabDisplay
Image Settings

Customize the image parameters including brightness, contrast, and saturation.

Exposure
Set the camera exposure time (1/10000 to 1 sec). A larger exposure value results in a brighter
image.

Day/Night Switch
Sd the camera to day, night, or auto switch mode according to time or the surrounding
illumination condition. When the light diminishes at night, the camera can switches to night
mode with high quality black and white image.

Supplement Light
For certain mdels, you can configure supplement light and the light brightness.

Backlight

Set the camera's wide dynamic range (0 to 100). When the surrounding illumination and the
object have large differences in brightness, you can set the WDR value to balancigthedss
level of the whole image.

Image Enhancement
For optimized image contrast enhancement that reduces noise in video stream.

2.3 Configure Privacy Mask

The privacy mask protects personal privacy by concealing parts of the image from kive view or
recording with a masked area.

Steps

1. Go toCamera hPrivacy Mask

2. Select a camera to set privacy mask.

3. Checlenable

4. Draw a zone on the window. The zone will be marked by different frame colors.
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Camera [D6] Camera 01 v

[“|Enable

08-23-2017 Wed 11:52:49
Clear Area 1

[[] Clear Area 2

[[] Clear Area 3

[[] Clear Area 4

Clear All

Figure 22 Privacy Mask Settings

E@Note

Up to 4privacy masks zones can be configured and the size of each area can be adjusted.
You can clear the configured privacy mask zones on the window by clicking the corresponding
clear zone 1 to 4 icons on the right of the window, or ditdar Alto clear allzones.

5. ClickApply.

2.4 Configure IP Camera Time Sync
The device can automatically synchronize the time of connected IP camera after enabling this
function.

Steps
1. Go toCamerad hCamera blP Camera
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2. Position the cursor on the window of the IP camera and click
3. Checlenable IP Camera Time Sync

4. ClickOK
5. Optional: All IPC channels can be enabled/disabled with shortcuts.

1) Go toMaintenancelhSystem ServicEhMore Settings
2) ClickrimeSync ConfigurationselectEnable IPC Time SyocDisable IPC Time Syt
enable/disable scheduled time sync for all IPC/IoT channels.

DeepinMind

VIEW-NOW UPNP Reporting  Time Syne Configuration

Figure 23 IP Camera Time Sync

E@Note

This function is only available for the admin user.

2.5 Configure Camera Micplhone Settings

The camera microphone can be enabled to record audio.
Go toCamerahCameralhlP CamerdbMore SettingsiThCamera Microphone Settings

E@Note

After enabling, the camera would record audio, which may collect personal information and
violate privacy. Please comply with the local laws and regulations and the related rules.
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2.6 Import/Export IP Camera Configuration Files

The IP camera information, including the IP address, manage port, password of admin, etc., can be
saved in Microsoft Excedifmat and backed up to the local device. The exported file can be edited

on a PC, including adding or deleting the content, and copying the setting to other devices by
importing the Excel file to it.

Before You Start
When importing the configuration fil&onnect the storage device that contains the configuration
file to the device.

Steps
1. Go toCamera hlP Camera Import/Export
2. ClickP Camera Import/Exportand the detected external device contents appear.
3. Export or import the IP camera configtion files.
¢ ClickExportto export the configuration files to the selected local backup device.
¢ Toimport a configuration file, select the file from the selected backup device and click

Import.

“lilNote

After the importing process is completed, you must rebthe device to activate the settings.

2.7 Upgrade IP Cameras

The IP camera can be upgraded through the device.

Steps
1. Go toCamera hCamera blP CamerdhMore SettingsihUpgrade

IP Camera Firmware Upgrade

Online Upgrade  Local Upgrade
Channel Ver.

Check for U... 4@ Quick Upgrade

Channel Current Version Latest Version Update Status Operation
D1 Upgrade
D2 V5.5.130 build 1 The versi... Upgrade

Figure 24 Upgrade IP Cameras
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2. Select a method to upgrade yotamera.

Online Upgrade ClickOnline Upgradeand clickCheck for Updatesr Quick Upgrade
to upgrade your cameras.

[lilNote

Your device shall be properly connected to-Bibnnect.

Local Upgrade Inserted a USB flash drive that contains the firmware to your devic
ClickLocal Upgradeand select the camera and firmware file for
upgrade.

The IP camera will automatically restart after it is upgraded.
3. ClickJpgrade
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Chapter 3 Live View
Live vew displays the video image getting from each camera in real time.

3.1 Start Live View

Click <= on the main menu bar.
Select a window and double click a camera from the channel list to play the live image of the
camera.
Double click a window to view it in singgereen mode. Double click again to exit sirgesen
mode.
Use the toolbar at the playing window bottom to realize the capture, instant playback, audio
on/off, digital zoom, live view strategy, show informatiomdastart/stop recording, etc.

lilNote

Click B at the lower right corner to stop atlay continuous recordings.

If you have added audio device(s) to the recorder, you can move the curdEl to select
an audio source. But this selection is used for live \aaly, it will not affect the audio
recording settings.

Click ¥ to start/stop autoswitch. The screen will automatically switch to the next one.
Single clickl to enable VCA information display. Double clfk to disable VCA information
display.

E@Note

Cick & at the lower right corner to enable/disable VCA information display for all channels.
VCA information of 16 channels (maximum) is available.

Move the cursor to a window, and right click your mouse to display the shortcut menu of the
window. The shdcut menu will be different according to the window.
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Full Screen

Single Screen r

Window Division »

Previous Screen

Next Screen

Start Auto-swilch

Add IP Camera

Figure 31 Shortcut Menu

ClilNote

If exception occurs, error information will be displayed on the screen. @idio edit the
parameters of different channel(s).

3.1.1 Configure Live View Settings

LiveView settings can be customized. You can configure the output interface, dwell time for
screen to be shown, mute or turning on the audio, the screen number for each channel, etc.

Steps
1. Go toSystemlpLive ViewhGeneral

Video Output Interface VGAMHDMI - Event Output VGAHDMI
Live View Mode 272 > Full Screen Monitoring Dwell Time 10s
Dwell Time 5s

Enable Audio Output

Volume 1 - 5

Figure 32 Live ViewGeneral
2. Configure the live view parameters.

Video Output Interface
Select the video output to configure.
Live View Mode
Select the display mode for Live View, e.g., 2*2, 1*5, etc.
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Dwell Time

The time in seconds to wait between switching of cameras wherguaitoswitch in Live
View.

Enable Audio Output
Enable/disable audio output for the selected video output.
Volume
Adjust the Live View volume, playback and tway audio for the selected output interface.

Event Output
Select the output to show evenideo.

Full Screen Monitoring Dwell Time

Set the time in seconds to show alarm event screen.
3. ClickOK

3.1.2 Configure Live View Layout

Live view displays the video image getting from each camera in real time.

Configure Custom Live View Layout

Steps

1. Go toSystemlpLive ViewhView.

2. Clickset Custom Layout

3. Click ~ on the Custom Layout Configuration interface.
4. Edit the layout name.

5. Select a window division mode from the toolbar.
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Custom Layout Configuration

4 \ CH ED &8 G
Custom Layout 1 1 2 3

Cuslom Layout 2

Figure 33 Configure Live View Layout

6. Select multiple windows and clid to joint the windows. The selected windows must be in
rectangle area.

7. Clicksave
The successfully configured layout is displayed in the list.

8. Optional: Select a live view layout from the list and c[“kto edit the name, or click< to
delete the name.

Configure Live View Mode

Steps

1. Go toSystemlpLive ViewhView.

2. Select the video output interface.

3. Select a layout or custom layout from the toolbar.

4. Select a division window, and douiglickon a camera in the list to link the camera to the
window.

[ENote

You can also clieknd-drag the camera to the desired window on the Live View interface to
set the camera order.
You can enter the number in the text field to quickly search the camera thertist.

5. ClickApply.
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6. Optional: Click™ to start live view for all channels, or clidC.; to stop all live view channels.

3.2 Configure AuteSwitch of Cameras

You can set the autewitch of cameras to play in different display modes.

Steps
1. Go toSystemlpLive ViewhGeneral
2. SetVideo Output InterfaceLive View Mode andDwell Time
Video Output Interface
Select the video output interface.

Live View Mode
Select the display mode for live view, e.g., 2*2, 1*5, etc.

Dwell Time

The time inseconds to dwell between switching of cameras when enabling-switch. The
range is from 5s to 300s.

3. Go toView Settingdo set the view layout.

4. ClickOKto save the settings.

3.3 Configure Live View Layout

Live view displays the video image gegtinom each camera in real time.

3.3.1 Configure Custom Live View Layout

Steps

1. Go toSystemlpLive ViewhView.

2. Clickset Custom Layout

3. Click — on the Custom Layout Configuration interface.
4. Edit the layout name.

5. Select a window divisianode from the toolbar.
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Custom Layout Configuration

4 \ CH ED &8 G
Custom Layout 1 1 2 3

Cuslom Layout 2

Figure 34 Configure Live View Layout

6. Select multiple windows and clid to joint the windows. The selected windows must be in
rectangle area.

7. Clicksave
The successfully configured layout is displayed in the list.

8. Optional: Select a live view layout from the list and c[“kto edit the name, or click< to
delete the name.

3.3.2 Configure Live View Mode

Steps

1. Go toSystemlpLive ViewhView.

2. Select the video output interface.

3. Select a layout or customaylout from the toolbar.

4. Select a division window, and douigléick on a camera in the list to link the camera to the
window.

E@Note

You can also clieknd-drag the camera to the desired window on the Live View interface to
set the camera order.
You carenter the number in the text field to quickly search the camera from the list.

5. ClickApply.
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6. Optional: Click™ to start live view for all channels, or clidC.; to stop all live view channels.

3.4 Configure Channéero Encoding

Enable the channaero encoding when you need to get a remote view of many channels in real
time from a web browser or CMS (Client Management System) software, in order to decrease the
bandwidth requirement without affecting the image quality.

Steps

1. Go toSystemlpLiveView lhChannelZero
2. Checlenable Channetero Encoding

Enable Channel-Zero Encoding

Frame Rate Full Frame

Max. Bitrate Mode General

Max. Bitrate(Kbps) 1792 v
Apply

Figure 35 Channelzero Encoding
3. Configurd=rame RateMax. Bitrate Mode andMax. Bitrate.

[ENote

The higher frame rate and bitrate require the higher bandwidth.

4. ClickApply.
You carview all the channels on one screen via CMS or web browser.

3.5 Configure Transcoded Live View

When your network bandwidth is overloaded, and stuttering occurs in the remote live view main
stream image, the transcoded live view function may help to lowerlive view network
bandwidth requirement and improve image fluency.

Steps

E@Note

This function is only available for certain models.
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1. Go toSmart Analysi$bSmart EncodindghVirtual StreamlyTranscoded Live View

Channel [D2] IPCamera 02

Enable Live Vi

Basic Settings Advanced Settings
Resolution 1280*720 (HD720P

Bitrate Type

mage Quality Medium

Frame Rate 15 - fps
Max. Bitrate M General

Max. Bit Rate 512 ~ kbps
Video Encoding H.265 Pro

Figure 36 Transcoded Live View

2. Select a channel.
3. Turn orEnable Live View Compression
4. ClickBasic Setting#o set the basic parameters, including resolution, bitrate, frame rate, etc.

E@Note

The transcoded stream resolution should not be higher than the original stream resolution.

5. Optional: Cliclkkdvanced Settingso draw ROI (Region of Interest) areas.

ROI

ROl is an encoding technology which helps to discriminate the interested region and the
background information in video compression. The interested region woultsbigned with
more encoding resource to lossless compression while the background information will be
showed in lossy compression.

6. ClickApply.

What to do next

Use substream or transcoded stream to remotely view the live image.

3.6 Digital Zoom

Digital Zoom zooms into the live image in different magnifications (1x to 16x).

Steps
1. Start live view.
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2. Click = from the toolbar.
3. Move the sliding bar or scroll the mouse wheel to zoom in/out the image to different
magnifications (1x to 16x).

Figure 37 Digital Zoom

3.7 3D Positioning

3D Positioning zooms in/out a specific live image area.

Steps
1. Start live view, and clicféj.
2. Zoom in/out the image.
¢ Zoom in: Click on the desired position in the video image and drag a rectangle area in the
lower right direction to zoom in.
¢ Zoom out: Drag a rectangle area in the upper left direction to move the position to the center
and enable the rectangle area to zoom out.

3.8 Live View Strategy

Steps
1. In the live view mode, click to enter the digital om operation interface in full screen

mode.
2. Select the live view strategy Realtime, Balancedor Fluency
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3.9 Use an Auxiliary Monitor

Certain features of the Live View are also available while in an Aux monitor. Features include:

Single Screen
Switch to a full screen display of the selected camera. Camera can be selected from a dropdown
list.

Multi-screen
Switch between different display layout options. Layout options can be selected from a
dropdown list.

Next Screen
When displaying less thahe maximum number of cameras in Live View, clicking this feature
will switch to the next set of displays.

Playback
Enter into Playback mode.

PTZ Control
Enter PTZ Control mode.

Main Monitor
Enter Main operation mode.

E@Note

In the live view mode of thenain output monitor, the menu operation is not available while Aux
output mode is enabled.

3.10 Facial Recognition

You can enter facial recognition interface to view siale facial recognition results.

Before You Start

Ensure you have configured falciketection and face picture comparison function, refeFaue
Picture Comparisoifor details.

Steps

1. Go to live view interface, and cli@ in toolbar.

2. Click@, [, or [ to set window division.

3. Select a window as yalesired.

4. Double click a camera from the camera list on the left bottom.
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Facial Recognition D 17 14:32  20-03-2020 Fri

Compare failed 7&;’?

IPCamera 01
Camera No. Camera Name 14:32:25
D1

D17

Figure 38 Facial Recognition

5. ClickRecordgo view the realtime facial recognition records of selected camera. The records
will also be shown in the window on the right. Yaan view the facial detection number at the
top, including the total number, succeeded number and failed number.

6. Optional: For the unregistered face picture, you can double click it in records list, and add it to
face picture library.

[ENote

For guest ad operator user, it requires Local Parameters Settings permission to add
unregistered face picture to face picture library.
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14:37  20-03-2020 Fri !

Facial Recognition o

¥l Record Details 4

Compare failed

IPCamera 01
14:34:34

Add to Face Picture Library

Figure 39 Add Unregistered Face Picture
7. Optional: Click& on the upper right corner to configure the display settings @s gesired.

Display Settings
Theme Facial Recognition
Successful Face Pict... e Display Hide
Picture to Show when... ¢ Captured Library Picture
Failed Face Picture C... e Display Hide

Figure 310 Facial Recognition Display Settings

8. Optional: Click&@ on the upper right corner to search and export record.
1) Set the search parameters as you desired.

2) ClickSearch
3) Clickexport Attendance Recordr Export Checkn Record
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TilNote

Ensure you have inserted USB flash drive before export.

You can click a record to review the attendance information of this individual in calendar.
For guest and operator user, it requires "Local Video Export permission” (in "Camera
Permission”) to search and export record.

Search Record

2018 Jun

0 1 s M T w T F s

3 4 5 6 7 8 9
0 11 12 13 14 15 16

0 1 0 17 18 19 20 21 22 23

o ol o o o o a ols
o
~

]
24 25 | 26|27 28 29 30

> © ©o ©o o © © ©
o

Total: 28 P: 1/

Figure 311 Face Recognition Search Record

3.11 PTZ Control

3.11.1 Configure PTZ Parameters

Follow these procedures to set the PTZ parameters. The PTZ parameters configuration must be
done before you can comit the PTZ camera.
Steps

1. Click = on the quick settings toolbar of the PTZ camera.
2. ClickPTZ Parameters Settings set the PTZ parameters.
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3.

4.

PTZ Parameter Seltings

PTZ Protocol PELCO-C

Address 0

Address range: 0~255

Figure 312 PTZ Parameters Settings
Edit the PTZ parameters.

[ENote

All the parameters should be exacthatch the PTZ camera parameters.

ClickOKto save the settings.

3.11.2 Set a Preset

Presets record the PTZ position and the status of zoom, focus, iris, etc. You can call a preset to
quickly move the camera to the predefined position.

Steps

1.

00 ~N O O

Click = on the quick settings toolbar of the PTZ camera's live view.
2. Click directional buttons to wheel the camera to a location.

3.

4. Click[@ in the lower right corner of Live View to set the preset.

Adjust the zoom, focus and iris status.

1 ~ | Preset 1 | Call Apply

Figure 313 SetPreset

. Select the preset No. (1 to 255) from the diabgwn list.

. Enter the preset name.

. ClickApplyto save the preset.

. Optional: Clickanceto cancel the location information of the preset.

| Cancel
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9. Optional: ClicH@ in the lower right corner okive View to view the configured presets.

No available preset. No available preset. No available preset. No available preset.

Figure 314 View the Configured Presets

3.11.3 Call a Preset

A preset enables the camera to point to a specified position such as a window when an event
takes place.

Steps

1. Click = on the quick settings toolbeof the PTZ camera'’s Live View.

2. Click[@ in the lower right corner of Live View to set the preset.

3. Select the preset No. from the dralown list.

4. ClickCallto call it, or clickl@ in the lower right corner of Live View, and click the configured
preset to call it.

1 ~ | Preset 1 | Call | Apply | Cancel

Figure 315 Call Preset (1)

No available preset. No available preset. No available preset. No available preset.

Figure 316 Call Preset (2)

3.11.4 Set a Patrol

Patrols can be set to move thElZ to key points and have it stay there for a set duration before
moving on to the next key point. The key points are correspond to the presets.
Steps

1. Click > on the quick settings toolbar of the PTZ camera's live view.
2. ClickPatrolto configure patrol.
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Aux Function Patrol Pattern

Patrol1

%E Set ® call ® Stop

Figure 317 Patrol Configuration
3. Select the patrol No.

4. ClickSet

Patrol Settings-Patrol 1

X
+Xt3
No Preset Speed Duration Edit
1 Preset 1 1 15
2 Preset2

1 15

Figure 318 Patrol Settings
5. Click #+ to add a key point to the patrol.
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KeyPoint
Preset Preset 1 ~
Speed 1 ~
Duration 15 v

Figure 319 Key Point Configuration
1) Configure key point parameters.

Preset

Determines the order the PTZ will follow while cycling through the patrol.
Speed

Defines the speed the PTZ will move from one key point to the next.

Duration

Refers to the duration to stay at the corresponding key point.
2) ClickApplyto save the key pointi the patrol.
6. Other operation is as follows.

Table 31 Operation Description

Ope;]ratlo Description Openratlo Description
b4 Select a key point to delete. 4 Edit the added key point.
t Adjust the key point order '] Adjust the key point order

7. ClickApplyto save the patrol settings.

3.11.5 Call a Patrol

Calling a patrol makes the PTZ move according to the predefined patrol path.

Steps

1. Click -~ on the quick settings toolbar of the PTZ camera's live view.
2. ClickPatrolon the PTZ contrglanel.
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[

Aux Function Patrol Pattern

Patrol1

& Set ® call ® Stop

Figure 320 Patrol Configuration

3. Select a patrol.
4. ClickCallto start the patrol.
5. Optional: Cliclstopto stop the patrol.

3.11.6 Set a Pattern

Patterns can be set by recording the movement of the PTZ. You can call the pattern to make the
PTZ move according to the predefined path.
Steps

1. Click . on the quick settings toolbar of the PTZ camera'’s live view.
2. ClickPatternto configure a pattern.

Aux Function Patrol Pattern

Pattern1

(® Record () Call ® stop

Figure 321 Pattern Configuration

3. Select the pattern No.

4. Set the pattern.
1) ClickRecordto start recording.
2) Click corresponding buttons on the control panel to move the PTZ camera.
3) ClickStopto stop recording. The PTZ movement is recorded as the pattern.
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3.11.7 Call a Pattern

Follow the procedure to move the PTZ camera accorttirige predefined patterns.

Steps

1. Click = on the quick settings toolbar of the PTZ camera's live view.
2. ClickPatternto configure pattern.

Aux Function Patrol Pattern
Pattern1

® Record & Call (® Stop

Figure 322 Pattern Configuration

3. Select a pattern.
4. ClickCallto start the pattern.
5. Optional: Cliclstopto stop the pattern.

3.11.8 Set Linear Scan Limit

Linear Scan trigger a scan in the horizontal direction in the predefined range.

Before You Start
Make sure the connected IP camera supports the PTZ function and is propenigcted.

[ENote

This function is supported only by certain models.

Steps

1. Click -~ on the quick settings toolbar of the PTZ camera's live view.
2. Click directional buttons to wheel the camera to a location, and kéékLimitor Right Limitto
link the location to the corresponding limit.

EENote

The speed dome linear scans from the left limit to the right limit, and you must set the left limit
on the left side of the right limit. Also, the angle from the left limit to the right limit must be not
greder than 180°.
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3.11.9 OneTouch Park

Certain speed dome models can be configured to start a predefined park action (scan, preset,
patrol, etc.) automatically after a period of inactivity (park time).
Before You Start
Before operating this function, malgaire the connected camera supports linear scan and is in
HIKVISION protocol.
Steps
1. Click > on the quick settings toolbar of the PTZ camera's live view.
2. ClickPark (Quick Patro))Park (Patrol 1)orPark (Preset 1jo activate the park action.
Park(Quick Patrol)
The dome starts patrolling from the predefined preset 1 to preset 32 in order after the park
time. Undefined presets will be skipped.
Park (Patrol 1)
The dome starts moving according to the predefined patrol 1 path after the park time.

Park (Preset 1)
The dome moves to the predefined preset 1 location after the park time.

E@Note

The park time can be set only via the speed dome configuration interface. The default value is
5s by default.

3. Optional: Cliclstop Park (Quick PatrglptopPark (Patrol 1)or Stop Park (Preset 1p
inactivate it.

3.11.10 Auxiliary Functions

You can operate the auxiliary functions including light, wiper, 3D positioning, and center on the
PTZ control panel.

Before You Start
Make sure the connected IP camemapports the PTZ function, and is properly connected.

Steps
1. Click on the quick settings toolbar of the PTZ camera'’s live view. The PTZ control panel

displays on the right of the interface.
2. ClickAux Function
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Patrol

P

Pattern

&

Figure 323 Aux Function Configurain
3. Click the icons to operate the aux functions. See the table for the icon descriptions.

Table 32 Description of Aux Functions Icons

Icon Description
? Light on/off
f:ﬁ Wiper on/off
3D positioning
:t."; Center
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Chapter 4 Recording and Playback

4.1 Recording

4.1.1 Configure Video Parameters

Go toCamerahVideo Parameters

Main Stream

Main stream refers to the primary stream that affects data recorded to the hard disk drive and will
directly determine your recording quality and image size.

Comparing with the sulstream, the main stream can provide a higher quality video with higher
resolution and frame rate.

Frame Rate (FPS-rames per Second)
It refers to the number of frames captured each second. A higher frame rate is advantageous
whenthere is movement in the video stream, as it maintains image quality throughout.
Resolution

Image resolution is a measure of how much detail a digital image can hold. The greater the
resolution, the greater the level of detail. Resolution can be spedeithe number of pixel
columns (width) by the number of pixedws (height), e.g., 1024 x 768.

Bitrate Type

The bit rate (in kbit/s or Mbit/s) is often referred to as speed, but actually defines the number of
bits/time unit rather than distance/time unitTwo types including variable or constant are
available.

Enable H.265+

H.265+ is an optimized encoding technology based on the standard H.265/HEVC compression.
With H.265+, the video quality is almost the same as that of H.265/HEVC but with less
transmesion bandwidth and storage capacity required.

E@Note

A higher resolution, frame rate and bit rate setting will offer you better video quality, but it will
also require more internet bandwidth and use more storage space on the hard disk drive.
H.265+ encodig technology is only available for certain models.

SubStream
Substream is a second code that runs alongside the main stream. It allows you to reduce the
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outgoing internet bandwidth without sacrificing your direct recording quality.
Substream is often exclusively used by apps to view live video. Users with limited internet speeds
may benefit most from this setting.
Video Quality
Set the video quality as you desire. The higher video quality results in more storage space
requirement.

Configure Advanced Parameters

Steps

1. Go toStoragel'hScheduldhRecord
2. Checlenable Schedul® enable scheduled recording.
3. ClickAdvancedto set the advanced parameters.

Advanced Parameters

Record Audio:

Pre-Record: 5s
Post-Record: 5s

Stream Type: Main Stream
Expired Time (day): 5

Redundant Record/Capture

Cancel
Figure 41 Advanced Record Settings

Record Audio
Enable or disable audrecording.

Prerecord

The time you set to record before the scheduled time or event. For example, when an alarm
triggers the recording at 10:00, and if you set the-pgeord time as 5 seconds, the camera
records at 9:59:55.

Postrecord
The time you seto record after the event or the scheduled time. For example, when an
alarm triggered recording ends at 11:00, and if you set the-pastrd time as 5 seconds, it
records till 11:00:05.

Stream Type
Main stream and suistream are selectable faecording. When you select stdtream, you
can record for a longer time with the same storage space.

Expired Time
The expired time is period for a recorded file to be kept in the HDD. When the deadline is
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reached, the file will be deleted. If you set tBepired time to 0, the file will not be deleted.
The actual keeping time for the file should be determined by the capacity of the HDD.
Redundant Record/Capture

By enabling redundant record or capture you save the record and captured picture in the
redundant HDD.

4.1.2 Enable H.265 Stream Access

The device can automatically switch to the H.265 stream of IP camera (which supports H.265 video
format) for the initial access.
Go toCamera’hMore SettingsihH.265 Auto Switch Configuratioto enable the function.

4.1.3 ANR

ANR (Automatic Network Replenishment) can automatically enable SD card of network camera to
save the video in the condition of network disconnection, and can synchronize data after the
network is recovered.
Before You Start
Ensure the networkannection between your device and network cameras is valid and correct.
Ensure the network camera has been installed with an SD card.
Steps

1. Log in your device via web browser.

2. Go toConfigurationlhStoragel'hSchedule SettingebAdvanced Parameter
3. Checkenable ANR

4. Optional: For certain camera types, s8R Cycle

ANR Cycle

The camera would follow the time cycle to synchronize videos with the video recorder.
5. ClickOK

4.1.4 Manual Recording

You can cliciiEl to manually start/stop recording videos at live view.

4.1.5 Configure Recording Schedule

The camera would automatically start/stop recording according to the configured recording
schedule.
Before You Start

Ensure you have installed the HDDs to the dewicadded the network disks before storing the
video files, pictures and log files.
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Before enablingvotion, Alarm, M | A (motion or alarm)M & A (motion and alarm), ané&vent
triggered recording and capture, you must configure the motion detection settialgrm input
settings and other events as well. RefeMGA Event Alarrfor details.

Steps

1. Go toStoragel'hScheduldhRecord

2. Select a camera.

3. CheclEnable Schedule

4. Select a recording type.
Continuous

Schediled recording.

Event
Recording triggered by all event triggered alarm.

Motion
Recording triggered by motion detection.

Alarm
Recording triggered by alarm.

M/A
Recording triggered by either motion detection or alarm.

M&A

Recording triggered by motiathetection and alarm.
5. Drag the cursor on time bar to set the record schedule.
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Camera No. [D3] Camera 01

Enable Schedule []

Advanced

B continuous [l Event I wotion B slarm Pwma M&A None Edit

0 2 4 6 8 10 12 14 16 18 20 22 24

.
AN EEEEEEEEEEEEENNNEEEE. -
wvee  [HHHNENEEEEEEEEEEEEEEENENEEN
L.
i EEEEEEEEEEEEEEEEEEE.
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o

~

Figure 42 Record Schedule

ClilNote

You can repeat the above steps to set schedule recording or capture for each day in the
week.
Continuous recording is applied to each daydefault.

6. Optional: Copy the recording schedule to other camera(s).
1) ClickCopy ta
2) Select camera(s) to duplicate with the same schedule settings.
3) ClickOK

7. ClickApply.

4.1.6 Configure Continuous Recording

The device can continuously recdte video within the configured time schedule.

Steps

1. Go toCameralhEncoding ParameterBhRecording Parameters
2. Set the continuous main stream/sstream recording parameters for the camera.
3. Go toStoragelhRecording Schedule
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4. Drag the mouse on the time bar to set the continuous recording schedule. R&enfmure
Recording Scheduler details.

4.1.7 Configure Motion Detection Triggered Recording

You can configure the recording triggeredtbg motion detection event.

Steps

1. Go toSysteml'hEventlhNormal Event'hMotion Detection.

2. Configure the motion detection and select the channel (s) to trigger the recording when motion
event occurs. Refer tGonfigureLinkage Actiondor details.

. Go toCamera bEncoding ParameterShRecording Parameters

. Set the event main stream/stgiream recording parameters for the camera.

. Go toStoragel'bRecording Schedule

. Select the recording type tdotion.

. Drag he mouse on the time bar to set motion detection recording schedule. Reféoidigure
Recording Scheduler details.

~No Oolhw

4.1.8 Configure Event Triggered Recording

You can configure the recording triggered by the motion detegtmotion detection and alarm,
face detection, vehicle detection, line crossing detection, etc.

Steps

1. Go toSystemlhEvent

2. Configure the event detection and select the channel(s) to trigger the recording when event
occurs. Refer t&ventfor details.

. Go toCamera hEncoding ParameterBhRecording Parameters

. Set the event main stream/stgdiream recording parameters for the camera.

. Go toStoragel'bRecording Schedule

. Select the recording typ®e Event

. Drag the mouse on the time bar to set the event detection recording schedule. Refer to
Configure Recording Schedula details.

~No orh w

4.1.9 Configure Alarm Triggered Recording

You can configure the recording triggereylthe motion detection, face detection, vehicle
detection, line crossing detection, etc.

Steps

1. Go toSystemhEventlhNormal EventhAlarm Input

2. Configure the alarm input and select the channel(s) to trigger the recording when alarm occurs.
Referto Eventfor details.

3. Go toCamerad hEncoding ParameterBhRecording Parameters
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4. Set the event main stream/stdiream recording parameters for the camera.

5. Go toStoragelhRecording Schedule

6. Select the recording type #larm.

7. Drag the mouse on the time bar to set the alarm recording schedule. Refemftigure
Recording Scheduler details.

4.1.10 Configure Picture Capture

The picture refers to the livpicture capture in continuous or event recording type. Only certain
models support this function.
Steps
1. Go toCamera hEncoding ParameterBhCapture
2. Set the picture parameters.
Resolution
Set the resolution of the picture to capture.

Picture Qually
Set the picture quality to low, medium or high. The higher picture quality results in more
storage space requirement.

Interval

The interval of capturing live picture.
. Go toStoragel'hCapture Schedule
. Select the camera to configure the pictwapture.
5. Set the picture capture schedule. Refeonfigure Recording Schedutar details.

AW

4.1.11 Configure Holiday Recording

You may want to have different plan for recording on holiday, this function allows you theset
recording schedule on holiday for the year.

Steps

1. Go toSystemihHoliday:.

2. Select a holiday item from the list.
3. Click '~ to edit the selected holiday.
4. Checlkenable
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Edit

Enable

Holiday M... Holiday1

Mode By Month -
Start Date Jan - 1 -
End Date Feb - 8 -

Figure 43 Edit Holiday Settings

5. SetHoliday NameMode, Start Date andEnd Date
6. ClickOK
7. Set the schedule for holiday recording. RefeCtmfigure Recording Schedutar details.

4.1.12 Configure Redundant Recording and Capture

Enabling redundant recording and capture, which mesansng the record files and captured
pictures not only in the R/W HDD but also in the redundant HDD, will effectively enhance the data
safety and reliability.

Before You Start

You must set the storage mode &roupbefore you set the HDD property Bedundancy. For
detailed information, refer taConfigure HDD Grouf@ here should be at least another HDD which
is in Read/Write status.

Steps

1. Go toStoragel'hStorage Device

2. Select a HDD from the list and cli: < to enter theLocal HDD Settingaterface.
3. Set the HDD property feedundancy

4. Go toStoragel'hSchedule SettingBhRecord Schedule/Capture Schedule

5. ClickAdvancedto set the camera recording parameters.
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Advanced Parameters

Record Audio:

Pre-Record: 5s ~
Post-Record: 5s v
Stream Type: Main Stream v
Expired Time (day): 5

|_|Redundant Record/Capture

Figure 44 Record Parameters

6. CheclRedundant Record/Capture
7. ClickOKto save settings.

4.2 Playback

4.2.1 Instant Playback

Instant playback enables the device to play the recorded video files recorded in the last five
minutes. If no video is found, it means there is no recording duhedast five minutes.

After selecting the camera drive View you can move the cursor to the window bottom to access
the toolbar, and click™ to start instant playback.
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A .8

Figure 45 Playback

4.2.2 Play Normal Video

Go toPlayback select date and camera(s[1] [4] (] is the window division
shortcut for grouping cameras and playing videos. You can also select camera(s) from the list to
achieve simultaneous playback of multiple camera(s).

Position the cursor on playback window, and usetti@bar at the bottom to perform playback
operations. Refer t®layback Operation$or details.

CliNote

256x playing speed is supported.
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Channel

[ES I Y I [ I I £

[D1] IPCamera 01

Figure 46 Play Normal Video

4.2.3 Play Smart Searched Video

In smart playback modéhe device can analyze videos that containing motion, line, or intrusion
detection information, and mark them in red.

Go toPlayback clickSmart and then click motion detectior ), line crossing detectior ), or
intrusion detection _ ) in the toolbar athe bottom to play the video as your desire.

For certain cameras that have enabled human and vehicle of motion detection, you callick

or to search human and vehicle targets. When you are playing back videos that contain
human or vehicle targets, ehdevice cannot use the videos (that contain human or vehicle targets)
to apply a double analysis of line crossing detect ) ¢r intrusion detection ).

2020 Oct

4 5 6 7 8 9

11 12 13 14 15 16

18 19 |20 |21 22 23

25 26 27 28 29 30

Custom Scarch

Figure 47 Payback by Smart Search
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4.2.4 Play Custom Searched Files

You can play video lgustomized search conditions.

Steps

1. Go toPlayback

2. Select camera(s) from the list.

3. ClickCustom Searcht the lowerleft corner.

4. Select a search method. For exam@earch by Appearance

5. Set search conditions

6. ClickStart SearchThe sarch result list displays 1 channel.

7. ClickChannelo select a channel as your desire. It will display search results for the selected
channel.

8. Optional: Clicke to play a video.

9. Click « to lock a file. The locked file will not be overwritten.

10.Optional: Export search results to a backup device.
1) Select file(s) in the search result list, or chBelect Alko select all files.
2) Clickexportto export the selected file(s) to a backup device.

lilNote

You can clickll to view export progress.
You can click v to return to search interface.

4.2.5 Play Tag Files

Video tag allows you to record information, such as people and locations of a certain time point,
during playback. You can use video tag(s) to search video files and position time point.

Add Tag Files

Steps

1. Go toPlayback

2. Search and play back the video file(s).
3. Click<’ to add the tag.

4. Edit the tag information.

5. ClickOK

EENote

Max. 64 tags can be added to a single video file.
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Play Tag Files

Steps

1. Go toPlayback

2. ClickCustom Searcht the left bottom.

3. Enter search conditions, including time and tag keyword.

Time Custom - 2017-10-01 00:00:00 2017-10-23 23:59:59
Tag A File Status All
Event Type None
Plate No.
Area/Country None
Empty Conditions Search Save

Figure 48 Tag Search
4. ClickSearch

v D2 08-08-2017 09:34:43 ~ 08-08-2017 10:07:34 8 file(s).

D2 08-08-2017 09:34:38~08-08... D2 08-08-2017 09:34:38~08-08... D2 08-08-2017 09:34:41~08-08... D2 08-08-2017 09:34:41~08-08... D2 08-08-2017 10:07:18~08-08...

D2 08-08-2017 10:07:18~08-08... ~ D2 08-08-2017 10:07:29~08-08... D2 08-08-2017 10:07:29~08-08...

Figure 49 Searched Tag Files
5. Select a tag file, and play the video on the search results interface.
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4.2.6Play by Sulperiods

The video files can be played in multiple sadriods simultaneously on the screen.

Steps

a s wN Bk

. Go toPlayback

. Click! | at the lowekleft corner.

. Select a camera.

. Set the start time and end time for searching video.

. Select thaifferent multi-period at the lowesright corner, e.g., €eriod.

lilNote

According to the defined number of spéitreens, the video files on the selected date can be
divided into average segments for playback. E.g., if there are video files existingebhet&®0

and 22:00, and the-8creen display mode is selected, then it can play the video files for 1 hour
on each screen simultaneously.

4.2.7 Play Log Files

Play back record file(s) associated with channels after searching system logs.

Steps
1. Go toMaintenancelhLog Infa

2. Click.og Search
3. Set search time and type and cli#arch
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4.2.8 Play External Files

Time 2020-10-01 00:00:00

Major Type All '
Minor Type [“Select All
[IAlarm Input

No.

[FIAlarm Output

[“IMotion Detection Started

[“IMotion Detection Stopped

[“IVideo Tampering Detection Started

[4Video Tampering Detection Stopped

MPOS Started

IPOS Stopped

[MLine Crossing Detection Alarm Started

MLine Crossing Detection Alarm Stopped
Mintrusion Detection Alarm Started

Mintrusion Detection Alarm Stopped

[MAudio Loss Exception Alarm Started

[“Audio Loss Exception Alarm Stopped

[“ISudden Change of Sound Intensity Alarm Started
[“1Sudden Change of Sound Intensity Alarm Stopped
[MFace Capture Alarm Started

[“Face Capture Alarm Stopped

CMN LS o PN aa e At AN e A= sk

Major Type Time
@ Information 20-10-2020 10:30:55
QAlam 20-10-2020 10:31:05
QAlam 20-10-2020 10:31:08
OAlarm 20-10-2020 10:31:36
QAlam 20-10-2020 10:31:38
| Operation 20-10-2020 10:32:50
QAlarm 20-10-202010:32:58
| Operation 20-10-2020 10:33:07
| Operation 20-10-2020 10:33:07
1 Operation 20-10-2020 10:33:35
| Operation 20-10-2020 10:33:36
QAlarm 20-10-2020 10:33:43

2020-11-24 23:59:59

Figure 410 Search Log Files
4. Choose a log with a video file and click to start playing the log file.

Minor Type

Start Capture

Motion Detection Stopped
Motion Detection Started
Motion Detection Stopped

Motion Detection Started

Local Operation: Configure Parameters

Motion Detection Stopped

Local Op: Configure P

Local Op Configure Par.

Local Op 1: Configure Par: s
Local Op Configure P: s

Motion Detection Started

Figure 411 Play Log Files

Youcan play files from external storage devices.

Before You Start

Connect the storage device with the video files to your device.

Steps

1. Go toPlayback
2. Click =5 at the lowerleft corner.
3. Click P, or doubleclick the file to play it.

Parameter

N/A
NA
NA
N/A
NA
Image
NA
Image
Image
Image
Image
NA

Play

ViAW YAV N V Y VY, Y

Export All

Details
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4.3 Playback Opations

4.3.1 Normal/Smart/Custom Video

During the playback, you can select the following three modes to play the video.

Normal
Video files from the continuous recording.

Smart
Video files from events and alarm triggered recording.

Custom
Video filessearched by custom conditions.

4.3.2 Set Play Strategy in Important/Custom Mode

When you are in the smart or custom video playback mode, you can set the playing speed
separately for the normal video and the smart/custom video, or you can select to skipthel
video.
In the Smart/Custom video playback mode, clicko set the play strategy.
WhenDo not Play Normal Videois checked, the device will skip the normal video and play the
smart (motion/line crossing/intrusion) video and the custom (searchedo)idnly in the
normal speed (X1).
WhenDo not Play Normal Videois unchecked, you can set the play speed for the normal video
the smart/custom video separately. The speed range is from X1 to XMAX.

E@Note

You can set the speed in the singleannel playnode only.

4.3.3 Edit Video Clips

You can cut and export video clips during playback.

Steps

1. Go toPlayback

2. Click #¢ at the bottom toolbar.

3. Set the start time and end time. You can clickto set the time period, or set a time segment
on time ba.

4. Click 2 to save the video clip to a storage device.
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4.3.4 Configure Transcoded Playback

When your network bandwidth is overloaded, and stuttering occurs in the remote playback main
stream image, the transcoded playback function may help to lowelitieeview network
bandwidth requirement and improve image fluency.

Steps

lilNote

This function is only available for certain models.

1. Go toSmart Analysi$bhSmart EncodinghVirtual StreamlyTranscoded Playback

Basic Settings  Advanced Settings
Resolution 1280 0 (HD720P'

Bitrate Type

Max_ Bitrate M Seneral
Max. Bit Rate 1024 - kbps

Video Encoding H.265 Pro

Figure 412 Transcoded Playback

2. Select a channel.
3. Turn orEnable Playback Compression
4. CliciBasic Settingto set the basic parameters, including resolution, bitrate, frame rate, etc.

EENote

The transcoded stream resolution should not be higher than the original stream resolution.

5. Optional: Clickhdvanced Settingso draw ROI (Region of Interest) areas.

ROI

ROl is an encoding technology which helps to discriminate the interested region and the
background information in video compression. The interested region would be assigghed
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more encoding resource to lossless compression while the background information will be
showed in lossy compression.
6. ClickApply.

What to do next
Use sukstream or transcoded stream to remotely view the playback image.

4.3.5 Switch between Maistream and Sustream

You can switch between the main stream and the-strieam during the playback.

Icon Description

Play the video in main stream.

Play the video in subtream.

TilNote

The encoding parameters for the main stream and-strtbam can be configured Btoragel'h
Encoding Parameters

4.3.6 Thumbnails View

With the thumbnails view on the playback interface, you can conveniently locate the required
video files on the time bar.
In the playback mode, position the cursor on time bar to get preview thumbnails.

Figure 413 Thumbnails View
You can click a thumbnail to enter the falireen playback.

4.3.7 Fast View

Hold the mouse to drag on the time bar to get a fast view of tidew files.
In the Video Playback mode, hold and drag the mouse through the playing time bar to fast view
the video files.
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Release the mouse at the required time point to enter the-$glleen playback.

4.3.8 Digital Zoom

Digital Zoom zooms into the limage in different magnifications (1x to 16x).

Steps

1. Start live view.

2. Click == from the toolbar.

3. Move the sliding bar or scroll the mouse wheel to zoom in/out the image to different
magnifications (1x to 16x).

Figure 414 Digital Zoom
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Chapter SEvent

5.1 Normal Event Alarm

5.1.1 Configure Motion Detection Alarms

Motion detection enables the device to detect the moving objects in the monitored area and
trigger alarms.

Steps

1. Go toSystem'hEventifhNormal EventhMotion Detection.
2. Select &amera.

3. Checlenable

4. Set the motion detection rule.

For cameras or videa ClickDraw Areato draw the detection area(s) on the preview scree
recorders have Checkenable Al by Devicé Detection Targeshould be analyzed by
human and vehicle your video recorder.
detection function.

E@Note

If Enable Al by Devicis turned on, the device engine mode should
configured asMotion Detection 2.0

SetDetection TargeasHumanor Vehicleto discard alarms which
are not triggered by human body or vehicle.

For cameras or videa ClickFull screerto set the fullscreen as the detection area, or drag
recorders do not on the preview screen to draw theustomized detection area.

have human and

vehicle detection

function.

5. SetSensitivity
Sensitivity
Sensitivityranges from 0 to 100. It allows you to calibrate how readily movement triggers the
alarm. A higher value results in the more readily to triggers motion detection.
6. Set the armingchedule. Refer t€onfigure Arming Schedule

7. Set linkage actions. Refer@mnfigure Linkage Actions
8. ClickApply.
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5.1.2 Configure Video Loss Alarms

Video loss detection detects vidémss of a channel and takes alarm response action(s).

Steps

1. Go toSystemhEventifbNormal EventhVideo Loss

2. Select a camera.

3. Checlenable

4. Set the arming schedule. ReferGonfigure Arming Schedule
5. Set likage actions. Refer ©onfigure Linkage Actions

5.1.3 Configure Video Tampering Alarms

Video tampering detection triggered an alarm when the camera lens is covered and takes alarm
response action(s).

Steps

1. Go toSystem'hEventihNormal EventhVideo Tampering

2. Select a camera.

3. Checlenable

4. Set the video tampering area. Drag on the preview screen to draw the customized video
tampering area.

5. SetSensitivity(0-2). 3 levels are available. The sensitivity catiés how readily movement
triggers the alarm. A higher value more readily triggers the video tampering detection.

6. Set the arming schedule. ReferGonfigure Arming Schedule

7. Set linkage actions. Refer@mnfigure Linkage Actions

5.1.4 Configure Sensor Alarms

Set the handling action of an external sensor alarm.

Steps

. Go toSystemlhEventihNormal EventhAlarm Input
. Select an alarm input item from the list and cli ¢

. Select the alarm input type.

. Edit the alarm name.

. SetSettingsasInput to enable the function.

E@Note

If you setSettingsasNonuse the alarm input will be disabled. If you ss¢ttingsasOne-Key
Disarming the selected linkage method(s) of thtarm input will be disabled.

apbr wWN -

(o2}

. Set the arming schedule. ReferGonfigure Arming Schedule
7. Set linkage actions. Refer@mnfigure Linkage Actions
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8. Optional: Set combined alarm. RefeiGonfigure Combined Alarm

5.1.5 Configure Exceptions Alarms

Exception events can be configured to take the event hint in the Live View window and trigger
alarm output and linkage acins.
Steps

1. Go toSystem'hEventlhNormal Event hException

2. Optional: Enable the event hint to display it in the live view window.
1) Checlenable Event Hint
2) Click "> to select the exception type(s) to take the event hint.

Event Hint Settings

~IHDD Full

[“HDD Error

I~ Network Disconnected
P Conflicted

~lllegal Login

~Video Signal Loss
lAlarm Input Triggered

vVideo Tamper Detected

OK Cancel

Figure 51 Event HintSettings
3. Select an exception type.

Enable Event Hint [

Event Hint Config... **

Exception Type HDD Full =

Figure 52 Exceptions Handling
4. Set the linkage actions. Refer@onfigure Linkage Actions
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5.1.6 Flashing Light Alarm Output

After configuring flashing light alarm output, tikamera flashing light can be activated when an
alarm is triggered.

Before You Start

Ensure a camera with flashing light alarm function is connected.

Steps
1. Go toSystemhEventlhNormal EventhFlashing Light Alarm Output
2. Select a camera.
3. SetFlashing Duratiomrand Flashing Frequency
Flashing Duration
The time period the flashing lasts when one alarm happens.

Flashing Frequency

The flashing speed of the light.
4. Set arming schedule.
5. ClickSave

5.1.7 Audio Alarm Output

After configuring aub alarm output, the camera speaker can be activated when an event is
triggered.

Before You Start
Ensure a camera with audio alarm function is connected.

Steps

1. Go toSystemhEventihNormal EventhAudio Alarm Output
2. Select a camera.

3. SetAudio Type Alarm Timesand Sound Volume

4. Set arming schedule.

5. ClickSave

5.1.8 Configure Combined Alarm

Combined alarm combines events with alarm input. The combined alarm will be triggered when it
receives alarms from both alarm input and events. Exgnés include motion detection, video
tampering detection, and other smart events such as line crossing detection, intrusion detection,
etc.

Before You Start

Ensure the channel has been assigned with event alarm as your desire, and the alarm input has
been configured (refer taConfigure Sensor Alarms
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Steps

. Go toSystemlhEventihNormal EventhAlarm Input
. Select an alarm input item from the list and cli <

. SelecBettingsasinput.

. ClickCombined Alarm

. Slect a channel as your desire.

. SelecCombined Alarm Event

. ClickApply.

ClilNote

The combined alarm arming schedule and linkage action are the same as the selected event(s).

~NoO o, WNRE

Edit

Alarm Input No. Local<-1 - Type N.C
Alarm Name
Seflings Nonuse Input One-Key Dis...

Arming Schedule Linkage Aclion Combined Alarm

Select Channel  [D4] IPCamera 04

Combined Alar.. Video Tampering
Motion
Face (Face Capture)
Vehicle
Line Crossing
Intrusion

Region Entrance

[ Y P YN

Figure 53 Combined Alarm
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5.2 VCA Event Alarm

The device supporteceiving VCA detections sent by connected IP cameras. Enable and configure
VCA detection on the IP camera settings interface first.

lilNote

VCA detections must be supported by the connected IP camera.
Refer to the network camera user manual for detailed \dE®#ction instructions.

5.2.1 Temperature Screening

After specified thermography cameras are connected, the device can display temperature
measurement results, and notify you with audio alert when normal or abnormal temperature is
detected.

Before You fart
Ensure your thermography camera supports this function, and it is properly configured.

Steps

. Go toSystemEventlfhbSmart Event

. Select the optical channel of thermography camera.

. Click-ace Capture

. Optional: ChecBave VCA Pictuite save the captured pictures of face detection.

. Set the arming schedule. ReferGonfigure Arming Schedule

. Set linkage actions. Refer@mnfigure Linkage Actiondf you require to implement linkage
actions only when the thermography camera detects abnormal temperature, oNec&rmal
Body Temperaturen Rule Settings

E@Note

The abnormal temperature is detected and defined by the thermography camera.

OO Ul WNPE

7. ClickApply.

What to do next

You can checl& of Targetin live view to view detection results.
You can go t&ile ManagemenfhSmart SearctlihSearch by Appearande search detection
results.

5.2.2 Object Thrown from Building

This function can identify the event of throwing objefitsm building and identify the real target.

Before You Start
Ensure your camera supports this function.
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Steps

1.

2
3
4

ol

= O 00~

Go toConfigurationflhVCA'HObject Thrown from Buildingia web browser.
. Select a camera.

. CheclEnable Object Thrown from Building

. ClickArea Settingsand click © to draw rule area.

lilNote

1. Click © to start drawing, left click each time on the screen to determine a vertex, right
click to stop drawing. The inside of the drawn polygon is the shielded area. If you make a
mistake, you caclick < and redraw.

2. Itis recommended to draw the detection area according to the outline of the building in
the screen.

. EnterRule Name The default name is rule 1.
. Set the detection parameters.
Sensitivity
Used to detect and filter object(shat are definitely not thrown from the building. The higher
the value, the greater the possibility of a false alarm. Default value of 50 is recommended.
Detection Confidence
Used to detect suspicious object(s) in the detection area. The lower the vhkieasier it is
to detect the object in the video and make a judgment. Default value of 50 is recommended.
Target Confidence

Used to determine if the target is a real object thrown from building. The lower the value, the
easier it is for a detected object in the video to be determined as an object thrown from
building, and the greater the likelihood of a false alarm. Defaultevaf 50 is recommended.

EENote

Default value is recommended at first. Adjustment can be made if false alarm is triggered
frequently during the operation. Target confidence is recommended to be adjusted initially, and
detection confidence is recommendeal be adjusted later if no sound detection results

provided. If still, there is no obvious effect, then adjust the sensitivity.

. Clicksave

. ClickArming ScheduleRefer toConfigure Arming Schedule
. Click_inkage Method. Refer toConfigure Linkage Actions
0. Configureéshield Region

1) ClickShield Region

2) Draw the region.
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TilNote

1. If there are parts of the screen (either within or outside the detection area) that do not
need to be @tected (such as an area where the light jumps from time to time or leaves
often drift by and trigger false alarms, etc.), you can draw it as a shield region.

2. Click © to start drawing, left click each time on the screen to determine a vertex, right
click b stop drawing. The inside of the drawn polygon is the shielded area. If you make a
mistake, you can clicl < and redraw.

3. 8 shield regions are supported.

11. Clicksave

5.2.3 Loitering Detection

Loitering detection is used to detect whether a targédys within a specified area longer than the
set time and trigger alarm for linked actions.

Steps
1. Go toSmart Analysi$bSmart Event SettinghOther Events

2. Select a camera.
3. ClicK_oitering Detection

Enable Loitering Detection

Area Settings  Arming Schedule  Linkage Action

Arming Area 1
Time Thres...1 — se— — 10 1
Sensitivity 1 e— - 100 96

Draw Area Clear

Apply

Figure 54 Loitering Detection
4. Checlenable Loitering Detection
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5. Optional: Checkave VCA Picture® save the captured loitering detection pictures.
6. Set loitering detection parameters.
1) SelecArming Area

lilNote

Up to 4 areas are selectable.

2) SetTime Threshold

Time Threshold

The time of the target staying in the region. If the value is 10, an alarm is triggered after the
target has stayed in the region for 10 s. RangetQL
3) SetSensitivity.
Sensitivity
Similarity of the background image to the object. The highentilae is, more easily the
detection alarm will be triggered.
7. Set the arming schedule. ReferGonfigure Arming Schedule

8. Set the linkage actions. Refer@onfigure Linkage Actions
9. dick Apply.

5.2.4 People Gathering Detection

People gathering detection is used to detect whether the density of human bodies within a
specified area exceeds the set value and trigger alarm for linked actions.

Steps

1. Go toSmart Analysi$hSmart Event 8ttings lhOther Events
2. Select a camera.
3. ClickPeople Gathering
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~IEnable People Gathering D...

Area Seflings  Arming Schedule  Linkage Action

144444494494494444 ~
03-06-2019 P HI= 20:18:28 = Arming Area 1

Percentage 1 s = 100 1

Draw Area Clear

Apply

Figure 55 People Gathering Detection

4. Checlenable People Gathering Detection
5. Optional: ChecBave VCA Pictur® save the captured people gathering detection pictures.
6. Setpeople gathering detection parameters.

1) SelecArming Area

[ENote

Up to 4 areas are selectable.

2) Clickbraw Areato draw a quadrilateral in the preview window by specifying four vertices of
the area.
3) SetPercentage

Percentage

The density ohuman bodies within the area. If it exceeds the threshold value, the device
will trigger alarm.

7. Set the arming schedule. ReferGonfigure Arming Schedule

8. Set the linkage actions. ReferGonfigure Linkage Actions

9. ClickApply.

5.2.5 Fast Moving Detection

Fast moving detection is used to detect suspicious running and chasinespmenl, and fast
moving. It will trigger alarm when an object is moving fast and send notification tongrnaist so
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that necessary actions can be taken in advance.

Steps

1. Go toSmart Analysi$bSmart Event SettinghOther Events
2. Select a camera.

3. ClickFast Moving

Enable Fast Moving Detection

Area Seflings  Arming Schedule  Linkage Action

1444444444444
04-05-2019 FEHAT 20:31:34 - Arming Area 1

Sensitivity 1 -————— 100 | 100

Draw Area Clear

Apply

Figure 56 Fast Moving Detection

4. Checlenable Fast Moving
5. Optional: ChecBave VCA Picturt® save the captured fast moving detection pictures.
6. Set fast moving detection parameters.
1) SelecArming RegionUp to 4 regions are selectable.
2) Clickbraw Areato draw a quadrilateral in the preview window by specifying fouriced of
the area.
3) SetSensitivity.
Sensitivity
Similarity of the background image to the object. The higher the value is, more easily the
detection alarm will be triggered.
7. Set the arming schedule. ReferGonfigure Aming Schedule
8. Set the linkage actions. ReferGonfigure Linkage Actions
9. ClickApply.

5.2.6 Parking Detection

Parking detection is used to detect parking violation in the area, applicable in expressway and one
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way greet.

Steps

1. Go toSmart Analysi$bSmart Event SettinghOther Events
2. Select a camera.
3. ClickParking

Enable Parking Detection

Area Seftings  Arming Schedule  Linkage Action

1444444444944

03-06-2019 FHH= 20:26:14 Arming Area 1
Time Thres..5 == — 20 5

Sensitivity 1 = == 100 100

Draw Area Clear

Apply

Figure 57 Parking Detection

4. Checlenable Parking Detectian
5. Optional: ChecBave VCA Picture save the captured parking detection pictures.
6. Set parking detection parameters.

1) SelecArming Area

E@Note

Up to 4 areas are selectable.

2) SetTime Threshold

Time Threshold
The time of a vehicle staying in the region. If the value is 1@Jaam will be triggered after
the vehicle has stayed in the region for 10 s. Rang20]5
3) SetSensitivity.
Sensitivity
Similarity of the background image to the object. The higher the value is, more easily the
detection alarm will be triggered.
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7. Seé the arming schedule. Refer ©@onfigure Arming Schedule
8. Set the linkage actions. Refer@onfigure Linkage Actions
9. ClickApply.

5.2.7 Unattended Baggage Detection

Unattended baggagedetection detects the objects left over in a predefined region such as the
baggage, purses, dangerous materials, etc., and a series of actions can be taken when the alarm is
triggered.

Steps

1. Go toSmart Analysi$bSmart Event SettinghOther Events
2. Select a camera.
3. ClickUnattended Baggage

|Enable Unattended Baggag...

Area Settings  Arming Schedule  Linkage Action

Arming Area 1
Time Thres...5  se— = 3600 5

Sensitivity 1 se— w100 50

Stop Drawing Clear

Figure 58 Unattended Baggage Detection

4. Checlenable Unattended Baggage Detection
5. Optional: ChecBave VCA Pictur® save the captured unattended baggage detection pictures.
6. Set the detection rels and detection areas.

1) SelecArming Area

E@Note

Up to 4 areas are selectable.

2) Drag the sliders to s@ime Thresholdand Sensitivity.
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Time Threshold

The time of the objects left in the region. If the value is 10, an alarm will be triggered after
the object is left and stayed in the region for 10 s. Rang€0[5
Sensitivity
Similarity of the background image to the object. The higher the value is, more easily the
detection alarm will be triggered.
3) Clickbraw Regiorand draw a quadrilateral in the preview window.

7. Set the arming schedule. ReferGonfigure Arming Schedule

8. Set linkage actions. Refer@mnfigure Linkage Actions

9. ClickApply.

5.2.80bject Removal Detection
The object removal detection function detects the objects removed from a predefined region,
such as the exhibits on display, and a series of actions can be taken when the alarm is triggered.

Steps

1. Go toSmart Analysi$hSmartEvent Setting$bOther Events
2. Select a camera.
3. ClickObject Removable

|Enable Object Removal Det...

Area Settings  Arming Schedule  Linkage Action

Arming Area 1
Time Thres...5  se— w3600 5

Sensitivity 1 se— w100 50

Draw Area Clear

Apply

Figure 59 Object Removal Detection

4. Checlenable Object Removable Detection
5. Optional: ChecBave VCA Pictur® save the captured object removable detection pictures.
6. Follow these steps to set the detection rules and detection areas.

84



Network Video Recorder User Manual

1) SelecArming Area

lilNote

Up to 4 areas are selectable.

2) Drag the sliders to s@ime Thresholdind Sensitivity.

Time Threshold

The time of the objects removed from the regionthié value is 10, alarm will be triggered
after the object disappears from the region for 10 s. Rang@0[5
Sensitivity
The similarity degree of the background image. If the sensitivity is high, a very small object
taken from the region will trigger thalarm.
3) ClickDraw Areaand draw a quadrilateral in the preview window by specifying four vertices of
the detection region.
7. Set the arming schedule. ReferGonfigure Arming Schedule
8. Set the linkage actions. Refer@onfigure Linkage Actions
9. ClickApply.

5.2.9 Audio Exception Detection

Audio exception detection detects abnormal sounds in the scene, such as a sudden
increase/decrease in sound intensity.

Steps

1. Go toSmartAnalysisThSmart Event SettinghOther Events
2. Select a camera.
3. ClickAudio Exception
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( Face Defection ) [ Vehicle ) ( Line Crossing ) Intrusion ) [Region Entrance) | Region Exiting | Unattended Ba.., (Object Removal)

- Defocus Sudden Scene ../ PIR Alarm

Camera [D1] IPCamera 01 - Save VCAPI...

Exception Deteclion  Arming Schedule  Linkage Action

[ Audio Loss Exception
Sudden Increase of Sound Intens....

Sudden Decrease of Sound Inten

Figure 510 Audio Exception Detection
4. Optional: ChecBave VCA Picturte save the captured audio exception detection pictures.

5. Set the detection rules.

1) SelecException Detection
2) CheclAudio Loss Exceptigrsudden Increase of Sound Intensity Detectj@nd/or Sudden

Decrease of Sound Intensity Detection

Audio Loss Exception
Detects a steep sound rise in the scene. Satsitivityand Sound Intengy Thresholdfor

the steep sound rise.

Sensitivity
The smaller the value is, the more severely the change would trigger the detection. Range
[1-100].

Sound Intensity Threshold

It can filter the sound in the environment. The louder the environment saanthe higher
the value should be. Adjust it according to the environment. Rand®Q].

Sudden Decrease of Sound Intensity Detection
Detects a steep sound drop in the scene. Detection sensitiAty(l.
6. Set the arming schedule. ReferGonfigure Arming Schedule
7. Set the linkage actions. ReferGonfigure Linkage Actions

8. ClickApply.
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5.2.10 Defocus Detection

Image blur caused by lens defocus can be detected.

Steps

1. Go toSmart Analysi$bSmart Event SettinghOther Events
2. Select a camera.
3. ClickDefocus

[JEnable Sensitivity 1 s— w==_ 100 100

Arming Schedule  Linkage Action

. Continuous None -

0 2 4 6 8 10 12 14 16 18 20 22 24

von [N Y O
w NN EEEEEENEEEE.-.
wee [ HIHENEEEEEEEENENEENENE.-.
.
Fr N N O O O O B B
sat [N I Y A B
s [ HHEEEEEEEEEEEEENEEEEE-.

-

S

[X]

=

(5,

(2]
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Figure 511 Defocus Detection

4. Checlenable
5. Optional: ChecBave VCA Picturt® save the captured defocus detection pictures.
6. Set the detectiosensitivity.

Sensitivity
Sensitivity range: F1LOO]. The higher the value is, the more easily the defocus image will be
detected.
7. Set the arming schedule. ReferGonfigure Arming Schedule

8. Set the linkage actions. fReto Configure Linkage Actions
9. ClickApply.

5.2.11 Sudden Scene Change Detection

Scene change detection detects the change of the video security environment affected by external
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factors, such as the intentional rotatiaf the camera.

Steps

1. Go toSmart Analysi$bSmart Event SettinghOther Events
2. Select a camera.
3. Clicksudden Scene Change

[_|Enable Sensitivity 1 e— = 100 50

Arming Schedule  Linkage Action

B continuous None -

0 2 4 6 8 10 12 14 16 18 20 22 24
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Figure 512 Sudden Scene Change

4. Checlenable
5. Optional: ChecBave VCA Picturt® save the captured sudden scene change detection pictures.
6. Set the detection sensitivity.

Sensitivity
Ranges from 1 to 100, the higher the value, the more easily the change of scene can trigger
the alarm.
7. Set the arming schedule. ReferGonfigure Arming Schedule

8. Set the linkage actions. ReferGonfigure Linkage Actions
9. ClickApply.

5.2.12 PIR Alarm

A PIR (Passive Infrared) alarm is triggered when an intruder moves withiletibetor vision field.
The heat energy dissipated by a person or any other warm blooded creature such as dogs, cats,
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etc., can be detected.

Steps

1. Go toSmart Analysi$bSmart Event SettinghOther Events
2. Select a camera.
3. ClickPIR Alarm

O Enable PIR Alarm

Arming Schedule  Linkage Action

. Continuous None -

0 2 4 6 8 10 12 14 16 18 20 22 24
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Figure 513 PIR Alarm

4. CheclPIR Alarm

5. Optional: ChecBave VCA Pictutt® save the captured of PIR alarm pictures.
6. Set the arming schedule. ReferGonfigure Arming Schedule

7. Set the linkage actions. Refer@onfigure Linkage Actions

8. ClickApply.

5.2.13 Thermal Camera Detection

The NVR supports the event detection modes of the thermal network cameras: fire and smoke
detection, temperature detection, temperature difference detien, etc.

Before You Start

Add the thermal network camera to your device and make sure the camera is activated.

Steps

1. Go toSmart Analysi$hSmart Event SettinghOther Events
2. Select a thermal camera.
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3. Optional: CheckBave VCA Picturte® savethe captured pictures of detection.
4. Select an event detection (Temperature Measurement Alarm, etc.).

5. Set the arming schedule. ReferGonfigure Arming Schedule

6. Set the linkage actions. ReferGonfigure Linkage Actions

7. ClickApply.

5.2.14 Queue Management

After connecting with queue management camera, you can set the arming schedule and linkage
action of queue management.

Before You Start
Ensure the recorder haconnected with queue management camera.

Steps

1. Go toSmart Analysi$bSmart Event SettingBhOther Events

2. Select a queue management camera.

3. Optional: ChecBave VCA Pictur® save the captured pictures of detection.
4. Set the arming schedule. Refer to Chag@@enfigure Arming Schedufer details.
5. Set the linkage actions. Refer to Chaglenfigure Linkage Action®r details.

6. ClickApply.

5.3 Configire Arming Schedule

Steps

1. ClickArming Schedule
2. Clickedit.
3. Select a day of the week and set the time period. Up to eight time periods can be set each day.

E@Note

Time periods cannot repeat or overlapped.
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Edit
Weekday Mon -
Start/End Time 00:00-24:00
Start/End Time 00:00-00:00
Start/End Time 00:00-00:00
Start/End Time 00:00-00:00
Start/End Time 00:00-00:00
Start/End Time 00:00-00:00
Start/End Time 00:00-00:00
Start/End Time 00:00-00:00
Copy Apply OK Cancel

Figure 514 Set Arming Schedule

4.You can clickopyto copy the current day arming schedule settings to other day(s).
5. ClickApplyto save the settings.

5.4 Configure Linkage Actions

Alarm linkage actions will be activated when an alarm or exception occurs.

5.4.1 Configure AuteéswitchFull Screen Monitoring

When an alarm is triggered, the local monitor displays in full screen the video image from the
alarming channel configured for full screen monitoring. And when the alarm is triggered
simultaneously in several channels, you must aur the auteswitch dwell time.

[ENote

Auto-switch will terminate once the alarm stops and back to the live view interface.
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Steps

1. Go toSystemlbpLive View hGeneral
2. Set the event output and dwell time.

Event Output
Select the output to show thevent video.

Full Screen Monitoring Dwell Time

Set the time in seconds to show the alarm event screen. If alarms are triggered
simultaneously in several channels, their&dreen images will be switched at an interval of
10 seconds (default dwell time)
3. Go to theLinkage Actiorinterface of the alarm detection (e.g., motion detection, video
tampering, face detection, etc.).
4. Select thd-ull Screen Monitoringlarm linkage action.
5. Select the channel(s) Trigger Channéfor full screen monitoring.

5.4.2 Configure Audio Warning

The audio warning has the system to trigger an audible beep when an alarm is detected.

Steps

1. Go toSystemhView lhGeneral

2. Enable the audio output and set the volume.

3. Go toLinkage Actia interface of the alarm detection (e.g., motion detection, video tampering,
face detection, etc.).

4. Select theAudio Warningalarm linkage action.

5.4.3 Notify Surveillance Center

The device can send an exception or alarm signal to the remote alarmvhestan event occurs.
The alarm host refers to the PC installed with client software (e.g.,- 4208, IVM$200).

Steps

1. Go toSystem'hNetwork MlhAdvancedihMore Settings

2. Set the alarm host IP and alarm host port.

3. Go toLinkage Actiorinterfaceof the alarm detection (e.g., motion detection, video tampering,
face detection, etc.).

4. SelectNotify Surveillance Center

5.4.4 Configure Email Linkage

The system can send an email with alarm information to a user or users when an alarm is
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detected.

Seps

1. Go toSystemhNetwork MhAdvancedbEmail

2. Set the email parameters.

3. ClickApply.

4. Go to theLinkage Actionnterface of the alarm detection (e.g., motion detection, video
tampering, face detection, etc.).

5. SelecSend Emaialarm linkage action.

5.4.5 Trigger Alarm Output

The alarm output can be triggered by the alarm input, motion detection, video tampering
detection, face detection, line crossing detection, and any all other events.
Steps

1. Go toLinkage Actiorof the alarm detection (e.g., motion detection, face detection, line
crossing detection, intrusion detection, etc.).

2. InTrigger Alarm Outputsselect the alarm output(s) to trigger.

3. Go toSystemlhEventrbNormal EventhAlarm Output

4. Select an afrm output item from the list.

5.4.6 Configure Audio and Light Alarm Linkage

For certain network cameras, you can set the alarm linkage action as audio alarm or light alarm.

Before You Start
Ensure your camera supports audio and light alarm linkage.
Ensue the audio output and volume are properly configured.
Steps

1. Go to the linkage action interface of the alarm detection (e.g., motion detection).
2. SetAudio and Light Alarm Linkages your desire.
3. ClickApply.

5.4.7 Configure PTZ Linkage

The systentan trigger the PTZ actions (e.g., call preset/patrol/pattern) when the alarm event, or
VCA detection events occurs.

Before You Start

Make sure the connected PTZ or speed dome connected supports PTZ linkage.

Steps

1. Go toLinkage Actionnterface of the alarm input or VCA detection (e.g., face detection, line
crossing detection, intrusion detection, etc.).
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2. Select thd®TZ Linkage
3. Select the camera to perform the PTZ actions.
4. Select the preset/patrol/pattern No. to call when tak&rm events occur.

lilNote

You can set only one PTZ type for the linkage action each time.
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Chapter 6 Smart Analysis

ClilNote

The available functions in this chapter may vary according to different models.

6.1 Engine Configuration

Each engine processespecified VCA type as its working mode. You can configure the engine
working mode as your desire.

Steps

1. Go toSmart Analysi$bEngine Setting§bEngine Configuration

Engine Cenfiguration and Usage

Engin 19°C  Working

Perimeter Protecti -
Real-lime An Linked 116

D1

Face Caplure Linked 1/8
D1

Apply

Figure 61 Engine Configuration

2. Configure each engine usage. You can vievetigine temperature and linked channel status of
each function.
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TilNote

If the engine has been bound with channel(s), switching engine working mode will unbind the
engine and channel(s), and cancel the related smart event of the channel.

3. ClickApplyto save the settings.

6.2 Face Picture Comparison

The device supports the face picture comparison alarm and face capture for the connected camera
based on face recognition feature.

Go toSmart AnalysishEngine SettingfhEngine ConfigurationConfigureat least one engine

usage asacial RecognitionRefer toEngine Configuratiorior details.

lilNote

The chapter is only available for certain models.

6.2.1 Face Grading Configuration

Face grading is used for face picture seétm. According to pupil distance, tilt angle and pan
angle, it only uses face pictures which satisfy grading requirement for analysis. Larger pupil
distance, smaller tilt and pan angle, better it would be for analysis.

Steps
1. Go toSmart Analysi$bEngine SettingfhFace Grading

Enable Face G...

Pupil Distance 2 30 18 . - 719
Tilt Angle (°) < 45 0 = 90
Pan Angle (°) < 45 0 - 90

Figure 62 Face Grading

2. Checlenable Face Grading
3. SetPupil DistanceTilt Angle andPan Angle

Pupil Distance
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Pupil distance is the distance between two pupils. In order to get better detection result, the
pupil distance shall not be less than 40, and the recommended value is 60.

Tilt Angle
Tilt angle is the angle between your view and horizontal plane.
Pan Angd
Pan angle is the angle between your view and vertical plane.
4. ClickApply.

What to do next

After face picture modeling, you can view face grading score of each face picture via web
browser inConfigurationhFace Picture Library

You can clickv in Smart AnalysiShFace Picture Databade select face picture by face
grading score.

6.2.2 Face Capture

The face capture detects and captures faces appearing in the scene. Linkage actions can be
triggered when a human face is detected.

Steps

1. Go toSmartAnalysisThSmart Event SettingBhFacial Recognition
2. Click-ace Capture

[ /Enable Face... Sensitivity 1

Arming Schedule  Linkage Action

B continuous None Edit

0 2 4 6 8 10 12 14 16 18 20 22 24

v [HHHENEEEEEEEEEEEEEENEEE.
voe NN D N A O
wed NN I T Y O O O B N B B B B B
vou [N N O I O O
Fii N D N O I O A O B B N B
sat | HNEN N N I O O R
sun | HNEN A N I O O

(8]

w

-~

o

o

-l

Figure 63 Face Capture
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3. Select a camera to configure.

4. Checlenable Face Capture

5. Optional: CheckBave VCA Pictur® save the captured pictures of face detection.
6. Set the detection sensitivity.

lilNote

Sensitivity range: [b]. The higher the value is, the easier faces will be detected.

7. Set the arming schedule. ReferGonfigure Arming Schedule
8. Set linkage actions. Refer@mnfigure Linkage Actions
9. ClickApply.

6.2.3 Face Picture Library Management

Face picture library is mainly used for face picture storage and face picture comparison.

Add a Face Picture Library

Steps

1. Go toSmart Analysi$bFace Picture Database
2. Click

3. Enter the face picture library name.

4. ClickOK

E@Note

You can click” or < to edit the library name or delete the library.

Upload Face Pictures to the Library

Face picture comparison is based on face picturdbe library. You can upload a single face
picture or import multiple face pictures to the library.

Before You Start

Ensure the picture format is JPEG or JPG.
For each picture, ensure it only has one face.
Import all pictures to a backup device in advanc

Steps
1. Select a face picture library in the list.
2. ClickAdd or Import Face Picture Library
3. Import picture(s).
¢ Add: Select a picture to import and cliohkport.
¢ Import Face Picture Libraryselect multiple pictures to import and clickport.
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4. Optional: Select pictures and cliCkpy toto copy the uploaded pictures of the current library
to other library.

5. Optional: Select a picture and clEE#itto modify the picture information.
6. Optional: Select a picture from the list and clixdete to delete the picture.

7. Optional: Select a library and cliekport Face Picture Libratg export library to backup
device.

8. Optional: Click== or to view by figure or list.

6.2.4 Face Picture Comparison Alarm

Configure Face Picture Comparison

Canpare detected face pictures with specified face picture library. Trigger alarm when comparison
succeeded.
Steps

1. Go toSmart Analysi$bSmart Event SettingBbFacial Recognition
2. Select a camera.
3. Clickace Picture Comparison
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Select Mode Face Picture Comparison v Enable Face Picture Comparison

Alarm Parameters  Arming Schedule Linkage Succeeded Linkage Failed
Comparison Fa... Compare failed

Comparison Su... Welcome

o Library Name Edit Similarity

test
444re2

Enable Alarm Output Pulse

Apply

Figure 64 Face Rture Comparison

4. SetMode asFace Picture Comparison

5. Checlenable Face Picture Comparison

6. Optional: ChecBave VCA Pictutte save the captured pictures of VCA detection. After the face
picture comparison is enabled, the comparison results will be uploaded for face comparison
alarm. If the comparison produced a match, both the #@ak face picture and the target
picture fram the library will be uploaded. If no match is produced, the-teaé face picture is
uploaded to center only. Up to 6 connected cameras can be configured for face picture
comparison simultaneously.

7. Optional: Se€omparison Failed PrompComparison Scceeded PromptandEnable Alarm

Output Pulse

Comparison Failed Prompt

It will display the prompt in live viewarget Detectionwith Facial Detectiorchecked) or
Facial Recognitiomwhen face picture comparison failed. You can cf&kin live view to
enter Facial Recognition interface.

Comparison Succeeded Prompt
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It will display the prompt irfFacial Recognitiowhen face picture comparison succeeded. You
can clickEd in live view to enter Facial Recognition interface.

Enable Alarm Outpt Pulse

It is usually linked with a gate. When a person is passing a gate, if the comparison succeeded,
it will trigger a pulse to open the gate. The pulse is between 100 to 900 ms. You édarset
Output Pulse (msjn SystemhEventlhNormal EventbAlarm Output

8. Select face picture libraries and set similarity.

9. Set the arming schedule. ReferGonfigure Arming Schedule

10. Set the linkage actions when face picture comparison succeeded or failed. Reerfigure

Linkage Actions
11. Optional: Configure face grading parameters. Ref&aime Grading Configuration
12. ClickApplyto save the settings.

6.2.5 Face Picture Search

Search by Face Pictu@omparison Event

Search face picture by face picture comparison results.

Steps

1. Go toSmart Analysi$hSmart SearclibFace SearchhSearch by Event

2. Set the start time and end time.

3. Select a channel.

4. Selectvent TypeasFace Picture Comparison

5. ClickStart SearchThe search result list displays 1 channel.

6. ClickChannelo select a channel as your desire. It will display search results for the selected
channel.

What to do next
Refer toView Searching Result

Search by Uploaded Picture

You can search the face pictures by uploaded picture.

Steps
1. Go toSmart Analysi$hSmart SearclibFace SearchhSearch by Picture
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Upkad Samgle
from Leeal

Uplead Sampla
from Face Picture
Detabase

|kl

Hot more than & pchures ter sample cache 00

IF Channel (AN Camera
Time Segment Today - 2020-01-1300:00 = - 2020-01-13 23:59:
Sirmilariyy(s0~100y > 80

 Start Search

Figure 65 Search by Uploaded Picture
2. Select a channel.
3. Select face pictures feearch.
¢ ClickUpload Sample from Locaind select face pictures from your local directory.

¢ ClickUpload Sample from Face Picture Databas®l select face pictures from created face
picture libraries.

4. Set the start time and end time.
5. Set theSimilarity value (range: 0 to 100). Device will analyze the similarity between samples

and face pictures in library and show pictures the similarity of which are higher than the set
one.

6. ClickStart SearchThe search result list displays 1 channel.

7. ClickChannelto select a channel as your desire. It will display search results for the selected
channel.

What to do next
Refer toView Searching Result

Search by Personal Name

Search face picture by personal name.
Steps
1. Go toSmart Analysi$hSmart SearclihFace SearchhSearch by Name
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IF Channel [(All) Camera
Time Segment Today - 2020-01-13 0000 =5 - 2020-01-1323 59

Name

Start Search

Figure 66 Search by Personal Name

2. Set the start time and end time of the face pictures to search.

3. Select a channel.

4. Enter a name.

5. ClickStart SearchThe search result lisisplays 1 channel.

6. ClickChannelo select a channel as your desire. It will display search results for the selected
channel.

What to do next
Refer toView Searching Result

Search by Appearance

Search face picture by pparance.

Steps

1. Go toSmart Analysi$hSmart SearclibFace SearchhSearch by Appearance

2. Set search conditions.

3. Clickstart SearchThe search result list displays 1 channel.

4. ClickChannelo select a channel as your desire. It will displegrsh results for the selected
channel.
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What to do next
Refer toView Searching Result

View Searching Result

Double click a file to view the related video.

ClickAdd to Face Databas® add the selected file(s) to a facecpire library.

ClickAdd to Sampldo add the select file(s) as sample picture(s). You can use the sample
picture(s) to search other pictures. Refer3earch by Uploaded Picture

ClickExportto export the selected file(s) to a backup device. You can$étdct Alto select all
files.

liNote

You can clichll to view export progress.
You can click v to return to search interface.

6.3 Perimeter Protection

Go toSmart Analysi$hEngine SettinglhEngine ConfigurationConfigure at least one engine
usage a®erimeter Protection Refer toEngine Configuratiotior details.

EENote

The chapter is only available for certain models.

6.3.1 Line Crossing Detection

Line crossing detection detects people, vehicles, and objects crossing a set virtual line. The
detection direction can be set as bidirectional, from left to right or from right to left.

Steps

1. Go toSmart Analysi$hSmart Event SettingBhPerimeter Proection.
2. Select a camera.
3. ClickLine Crossing
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Enable Line Crossing Detection

Area Settings Arming Schedule  Linkage Action

11-19-2019 Tue 16:

Arming Area 1
Direction A<->B
Sensitivity 1 e— = 100 50

Target Human Vehicle

Draw Area Clear

Apply

Figure 67 Line Crossing Detection

4. Checlenable Line Crossing Detection
5. Optional: CheckBave VCA Pictut® save the captured pictures of line crossing detection.
6. Optional: Checknable Al byDevice
The device will analyze the video, and cameras only transmit video stream.
7. Set the line crossing detection rules and detection areas.
1) Select an arming area.
2) SelecDirectionasA<->B A->B, or A<B.

A<>B
Only the arrow on the B side shewWhen an object goes across the configured line with
both directions can be detected and alarms are triggered.
A->B
Only the object crossing the configured line from the A side to the B side can be detected.
B->A

Only the object crossing the configuride from the B side to the A side can be detected.
3) Set the detection sensitivity. The higher the value is, the more easily the detection alarm can
be triggered.
4) Clickoraw Region
5) Draw a virtual line in the preview window.
8. Optional: Draw thenaximum size/minimum size for targets.

[ENote

Only the targets in the size ranging from maximum size to minimum size will trigger line crossing
detection.
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1) ClickMax. SizéMin. Size
2) Draw an area in preview window.
3) ClickStop Drawing
9. Optional: Selectarget of InteresasHuman Bodyor Vehicleto discard alarms which are not
triggered by human body or vehicle.
10. Set the arming schedule. Refei@onfigure Arming Schedule
11. Set linkage actions. Reto Configure Linkage Actions
12. ClickApply.

6.3.2 Intrusion Detection

Intrusion detection function detects people, vehicles or other objects that enter and loiter in a
pre-defined virtual region. Specific actions cantken when an alarm is triggered.

Steps

1. Go toSmart Analysi$bhSmart Event SettingBbPerimeter Protection

2. Select a camera.
3. Clickntrusion.

Enable Intrusion Deteclion

Area Settings  Arming Schedule Linkage Action

Virtual Plane 1
Time Thre... 0 = 10 5
Sensitivity 1 == 100 50

Target Human Vehicle

'P3591iT02 20041

Stop Drawing Clear

Figure 68 Intrusion Detection

4. Checlkenable Intrusion Detection
5. Optional: ChecBave VCARiIctureto save the captured intrusion detection pictures.
6. Optional: Checknable Al by Device
The device will analyze the video, and cameras only transmit video stream.
7. Set the detection rules and detection areas.
1) Select a virtual panel. Up tov#ttual panels are selectable.
2) SefTime ThresholdandSensitivity.
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Time Threshold

The time an object loiter in the region. When the duration of the object in the defined
detection area exceeds the threshold, the device will trigger an alarm.
Sensitivty

Sensitivity is the object size which is able to trigger an alarm. The higher the sensitivity is,
the more easily the detection alarm will be triggered.

3) Clickbraw Area

4) Draw a quadrilateral in the preview window.

8. Optional: Draw the maximumz&/minimum size for targets.

TilNote

Only the targets in the size ranging from maximum size to minimum size will trigger Intrusion
detection.

1) ClickMax. SizéMin. Size
2) Draw an area in preview window.
3) ClickStop Drawing
9. Optional: Selectargetof InterestasHuman Bodyor Vehicleto discard alarms which are not
triggered by human body or vehicle.
10. Set the arming schedule. Refei@onfigure Arming Schedule
11. Set linkage actions. Refer@onfigure Linkage Actions
12. ClickApply.

6.3.3 Region Entrance Detection

Region entrance detection detects objects that enter a predefined virtual region.

Steps

1. Go toSmart Analysi$hSmart Event SettingBhPerimeter Protection
2. Seleta camera.
3. ClickRegion Entrance Detection
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Enable Region Entrance De..

Area Settings Arming Schedule Linkage Action

Arming Area 1
Sensitivity 1 = 100 50

Target .. Human ... Vehicle

P359iT02

Stop Drawing Clear

Apply

Figure 69 Region Entrance Detection

4. Checlenable Region Entrance Detection
5. Optional: ChecBave VCA Pictur® save the captured pictures of region entrance detection
pictures.
6. Optional: Checkrable Al by Device
The device will analyze the video, and cameras only transmit video stream.
7. Set detection rules and detection areas.
1) SelecArming RegionUp to 4 regions are selectable.
2) SetSensitivity. The higher the value is, the easier thetection alarm will be triggered. Its
range is [6100].
3) Clickbraw Regionand draw a quadrilateral in the preview window.
8. Optional: Draw the maximum size/minimum size for targets. Only the targets in the size ranging
from maximum size to minimumzz will trigger line crossing detection.
1) ClickMax. SizéMin. Size
2) Draw an area in preview window.
3) Clickstop Drawing
9. Optional: Selectarget of InterestasHuman Bodyor Vehicleto discard alarms which are not
triggered by human body or vedié.
10. Set the arming schedule. Refei@onfigure Arming Schedule
11. Set linkage actions. Refer@onfigure Linkage Actions
12. ClickApply.
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6.3.4 Region Exiting Detection

Region exitingletection detects objects that exit from a predefined virtual region.

Steps
1. Go toSmart Analysi$bSmart Event SettingBhPerimeter Protection

2. Select a camera.
3. ClickRegion Exiting

Enable Region Exiting Dete

Area Settings  Arming Schedule  Linkage Action

Arming Area 1
Sensitivity 1 = 100 50

Target .. Human ... Vehicle

P359iT02

Stop Drawing Clear

Figure 610 Region Exiting Detection

4. Checlenable Regioixiting Detection
5. Optional: ChecBave VCA Pictur® save the captured region exiting detection pictures.
6. Optional: Checknable Al by Device
The device will analyze the video, and cameras only transmit video stream.
7. Follow these steps to sete detection rules and detection areas.
1) SelecArming RegionUp to 4 regions are selectable.
2) SetSensitivity. The higher the value is, the more easily the detection alarm will be triggered.
Its range is [@L0O].
3) Clickbraw Regiorand draw a quadiateral in the preview window.
8. Optional: Draw the maximum size/minimum size for targets. Only the targets in the size ranging
from maximum size to minimum size will trigger line crossing detection.
1) ClickMax. SizéMin. Size
2) Draw an area in presiv window.
3) ClickStop Drawing
9. Optional: Selectarget of InterestasHuman Bodyor Vehicleto discard alarms which are not
triggered by human body or vehicle.
10. Set the arming schedule. RefeiGonfigure Arming Scluhile.
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11. Set linkage actions. Refer@onfigure Linkage Actions
12. ClickApply.

6.4 Human Body Detection

6.4.1 Human Body Detection

The human body detection enables to detect the human body appearing in the moniteeng,s
and capture the human body pictures.

Before You Start
The connected camera supports the human body detection.

Steps

1. Go toSmart Analysi$bSmart Event SettinghOther Events

2. Select a camera.

3. ClickHuman Body

4. Checlsave VCA Pictuite save the captured pictures of human body detection.

5. ChecKrarget of Interest (Human Bodyd discard norshuman body pictures and videos which
are not triggered by human body detection. The feature is only available for local human body
detection.

6. Set detection area.
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Target of Interest (Human B...

Area Seltings  Arming Schedule  Linkage Action

Area Capture Area 1

Enable Area -~

Area Name AREAO1

Draw Area Clear

Apply

Figure 611 Human Body Detection

1) Select the detection area. Up to 8 detection areas are selectable.

2) Checlkenable Aredo enable the selected detection area.

3) Edit the area name.

4) Clickoraw Areato draw a quadrilateral intte preview window and then clicktop Drawing
7. Set the arming schedule. ReferGonfigure Arming Schedule
8. Set linkage actions. Refer@mnfigure Linkage Actions
9. ClickApplyto activate the settings.

6.4.2 Human Body Search

Search by Human Body Event

Search pictures by human body detection alarms.

Steps

1. Go toSmart Analysi$hSmart SearciibHuman Body SearchhSearch by Event

2. Set the start time and end time.

3. Selecht channel.

4. Seleckvent TypeasHuman Body Alarm

5. ClickStart SearchThe search result list displays 1 channel.

6. ClickChannelo select a channel as your desire. It will display search results for the selected
channel.
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7. Optional: Export searalesults.
1) Select result file(s) from the search result interface, or clsetkct Alko select all files.
2) Clickexportto export the selected file(s) to a backup device.

lilNote

You can clicd to view export progress.You can cli_.= ¥ to return to search interface.

Search by Appearance

Search human body pictures according to manually specified search conditions.

Steps

1. Go toSmart Analysi$bSmart SearciibHuman Body Detectiomy Search by Appearance

2. Specify search conditions

3. ClickStart SearchThe search result list displays 1 channel.

4. ClickChannelto select a channel as your desire. It will display search results for the selected
channel.

5. Optional: Export search results.
1) Select result file(s) from the sear@sult interface, or checBelect Alkto select all files.
2) Clickexportto export the selected file(s) to a backup device.

E@Note

You can clich to view export progress.You can cli_.. ¥ to return to search interface.

6.5 Multi-TargetType Detection

For certain cameras that support multirget-type detection, faces, human bodies and vehicles
can be detected simultaneously in a scene. The camera analyzes the video, so ensure your camera
supports multitarget-type detection.

Before You Start
Ensure tle camera supports multarget-type detection.

Steps

1. Go toSmart Analysi$hSmart Event SettingBhVideo Structuralization

2. Select a camera.

3. Checlenable MultiTargetType Detection

4. Optional: ChecBave VCA Pictuite save the captured intrien detection pictures.

5. Set detection area.
1) ClickDraw Area
2) Adjust the red frame on the image to draw the detection area. It is full screen by default.
3) Clickstop Drawing
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6. Optional: SeCapture Quality The captured picture will be stored the device, high quality
brings higher resolution, but it takes larger storage space. Picture quality will not affect
detection accuracy.

7. Set the arming schedule. ReferGonfigure Arming Schedule

8. Set the linkage method. Refer@onfigure Linkage Actions

9. ClickApply.

6.6 SelfLearning
CliNote

The chapter is only available for certain models and event types.

6.6.1 Learrby-Example Mode

After learnby-examplemode is enabled, the device will learn the false alarm examples in the self
learning library. When the amount of false alarm examples in thelsathing library is large
enough, the false alarms would be significantly reduced.

You can enable leaty-exanple mode inSmart Analysi$bSeltLearningirbBasic Settings

6.6.2 Configure Selfearning Library

For certain event types, when you have found false alarms in target detection of live view, you can
add them in to selearning library to reduce the reapprances of these false alarms. You can
also delete example pictures in the library.

Before You Start
Ensure the event supports this function.
Ensure learsby-example mode is enabled.
Steps

1. Find false alarms Inive ViewhTarget File ManagemenfhSnart Search or the search
interfaces inSmart Analysis
2. ClicKmport to SelfLearning Library
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Channel Target Pict. - Export  Import to Se

Figure 612 Add Examples to Selfearning Library

“lilNote

For certain types of search interfaces, you have to ¢t kto display the import button.
Do notimport the correct alarm pictures of human/vehicle targets to the4sdirning library.

3. Optional: Go t&mart Analysi$bAl TrainingifbSelfLearning Libraryo view or delete false
alarm examples.

6.7 Vehicle Detection

Vehicle detection is availabfer the road traffic monitoring. In vehicle detection, the passed
vehicle can be detected and the picture of its license plate can be captured.

6.7.1 Configure Vehicle Detection

Vehicle detection, available in the road traffic monitoring, is tend to detfeetpassed vehicle on
the road, and capture its license plate at the same time.

Steps

1. Go toSmart Analysi$hSmart Event SettinghVehicle Detection

2. Select a camera.

3. Clickvehicle

4. Checlkenable Vehicle Detectian

5. Optional: ChecBave VCARiIctureto save the captured vehicle detection pictures.

6. Configure rules, includirfrea SettingsPicture, Overlay ContentandBlocklist and Allowlist

Area Settings
Up to 4 lanes are selectable.

Blocklist and Allowlist

You can export the file first to see its format, and edit it and import it to the device.
7. ClickApply.
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TilNote

Refer toNetwork Camera User Manufar detailed instructions for the vehicle detection.

8. Set the arming schedule. ReferGonfigure Arming Schedule
9. Set the linkage actions. Refer@onfigure Linkage Actions

6.7.2 Vehicle Search

You can search and view the matched vehicle pictures.

Steps

1. Go toSmart Analysi$bSmart Sears 'HVehicle Search
2. Select the IP camera for the vehicle search.
3. Set search conditions.

Search by Appearance
IP Channel [All] Camera
Time Segment Today ~ 2017-09-19 00:00:00 - 2017-09-19 23:59:59
Vehicle Brand All e Vehicle Color All

Vehicle Model All v License Plate N...

Figure 613 Vehicle Search

4. ClickStart SearchThe search result list displays 1 channel.

5. Click Channel to select a channel as your desire. Higpllay search results for the selected
channel.

6. Export search results.
1) Select result file(s) from the search result interface, or clsst&ct Alko select all files.
2) Clickexportto export the selected file(s) to a backup device.

E@Note

You carclick @ to view export progress.

6.8 Target Detection

In live view mode, the target detection function can achieve smart detection, facial detection,
vehicle detection, and human body detection during the last 5 seconds and the following 10
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seconds.

Steps

1. In live view mode, clickargetto enter the target detection interface.
2. Select different detection types: smart detectiam '), vehicle detectionf=}), facial detection
(&), and human body detectior).

lilNote

For thermal cameras, the temperatureeasurement event is in smart detecticm §, the face
capture and facial temperature measurement are in facial detect&h (

3. Click = to set alarm configuration.
1) Select IP Camera(s) and IoT channel(s), and complete access control evenselisptes/

Display PogUp
Enable this function, the pepp including person type information, body temperature and
maskwearing status (optional) will be displayed once the alarm is triggered.

Mask Not Wearing Event

Temperature units including Celsiusgitee and Fahrenheit degree of the detected target
are available. Enable this function, when the target does not wear mask, thepopll
show yellow. Meanwhile, if the target has exceptional body temperature, theypwill
turn red.

4. Select the Istorical analysis™) or realtime analysis| %) to obtain the results.

E@Note

The smart analysis results of the detection are displayed in the list. Click a result in the list to
play the related video.

6.9 People Counting

People counting calculates tmeimber of people entering or leaving a certain configured area and
creates daily/weekly/monthly/annual reports for analysis.

Steps

1. Go toSmart Analysi$hSmart Reporf'hCounting
2. Select a camera.

3. Select the report type.

4. SetDateto analyze.
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Camera [D1] IPCamera 01

<2 Heat Map
Daily Report 26-08-2017

People Entered People Exited

o oeo0eoeoe00eo0o0

1 2 3 4 5 3 7 B 9 10 " 12 13 14 15 16 17 18 19 20 21 22 23 24

Figure 614 People Counting
5. Optional: ClicEExportto export the report in Microsoft Excel format.

6.10 Heat Map

Heat map is a graphical representation of data. The heat map function is used to analyze how
many people visited and stayed in a specifigaar

Before You Start

The function must be supported by the connected IP camera and the corresponding parameters
must be set.

Steps

1. Go toSmart Analysi$hSmart ReporihHeat Map
2. Select a camera.

3. Select the report type.

4. SetDateto analyze.

A1 Counting e [D1] IPCamera 01

Daily Report 25-08-2017 m

Figure 615 Heat Map
5. ClickCounting
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TilNote

As shown in the figure above, red color block (255, 0, 0) indicates the most trafficked area, and
blue color block (0, 0, 255) indicates the kpspular area.

The results will be displayed in graphmarked in different colors.
6. Optional: ClicExportto export the statistics report in Microsoft Excel format.
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Chapter 7 loT

loT (Internet of Things) feature allows you to build connections between your video recorder and
loT devices, including access control and alarm devices. Video recorder will receive alarms from
connected l0T devices. You can configure linkage actionsigigering recording and full screen
monitoring, when loT alarm occurs.

lilNote

This chapter is only available for certain models.

7.1 Add an |oT Device

ClilNote

Maximum number of 10T channel is the half of maximum network camera number of your video
recorder.

7.1.1 Add an Access Control Device

Add Hikvision alarm host and video intercom devices to receive alarms. You can configure linkage
actions like triggering recording and full screen monitoring, when an alarm occurs.
Before You Start

Install accessontrol devices. Ensure network communication between access control devices and
video recorder is well.

Steps
1. Go toBusiness ApplicatiombloTMAccess ContrdihDevice Management
2. ClickAdd.

El -
Figure 71 Access Control
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3. Enter access control device informati@evice IPPort, Transfer ProtocalUser Nameand
Passwordmust be the same with access control device.
4. Optional: ChecEnable IoT Time Syras your desire.

lilNote

All loT channels can be enabled/disabled wgitlortcuts.

1. Go toMaintenancelbSystem ServicEhMore Settings
ClickTime Sync ConfiguratigrselectEnable IoT Time Syme Disable 10T Time Syrio
enable/disable scheduled time sync for all IoT channels.

DeepinMind

LVIEW.NOW UPNP Reporting  Time Sync Configuration

Figure 72 l1oT Time Sync
This function is onlgvailable for the admin user.

5. ClickAdd.

7.1.2 Add an Alarm Device

Add alarm devices of various manufacturers to receive alarms. You can configure linkage actions
like triggering recording and full screen monitoring, when an alarm occurs.

Before YouStart

Install alarm devices. Ensure network communication between alarm devices and video recorder is
well.

Steps

1. Go toBusiness ApplicatiombloTHAlarm MDevice ManagemenfhAlarm Host
2. ClickAdd.
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o [

Figure 73 Alarm Device

3. Set alarm hogdevice parameters.
4. Optional: ChecEnable loT Time Syras your desire.
1) Go toMaintenancelhSystem ServicEhMore Settings
2) Clickrime Sync ConfiguratigrselectEnableor Disableto enable/disable scheduled time
sync for all IoT channels.

TilNote

All 10T channels can only be enabled/disabled with shortcuts for the admin user.

5. ClickAdd.

7.1.3 Add Network Audio Device

For certain models, you can also add network audio devices to your recorder, and the audios can
be recorded. If a network camerdhoes not have a pieldp, or the recorded audio is not useful, an
audio device can be linked with the camera to replenish the audio effect.

Before You Start

Ensure the network audio device is properly connected.

Steps
1. Go toBusiness ApplicatiomhloT MAudio MhDevice Management

2. ClickAdd.
3. Set the device parameters, including IP address, password, etc.

Link Network Camera

You can link the audio device to a network camera. After the linkage succeeded, the audio of
network camera would be repladewith this audio device.

4. ClickAdd.

5. Optional: Click® to play the reatime audio.

6. Optional: Click to edit device parameters.

7. Optional: Clicbeleteto play the delete the device.
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TilNote

If the network audio device has linked a network camera, after the audio device is deleted, the
recorder will store audio of the linked network camera itself.

7.2 Configure the Linkage Action and Arming Schedule

Configure the linkage actions and armsahedule for access control or alarm devices. Linkage
actions will be triggered when the designate alarm occurs.

Steps
1. Click « of an added loT device.
Config
Channel [[OT01] he+"200 - Name hé+*200 Device Type Hikvision Access Control Device

Event Configuration ~ OSD Display Configuration
Event Type Authentication Passed - Enable Copy to

Linkage Actlon  Arming Schedule

MNormal Linkage Trigger Alarm Output Trigger Channel

Full Screen Monltoring Local->1 D1

Audible Warning Local-=2
Motify Survelllance Cenler

Local->3

Send Email
Local->4

OSD Display
Local->5

Figure 74 Configure IoT

2. Selectvent Type The following configuration is only valid for thelected event type.
3. Checlenable
4. Check linkage actions as your desire. For detailed steps, refamtigure Linkage Actions

E@Note

Full Screen Monitoringand OSD Displagre only valid for the selectetirigger Chanel.

5. ClickArming Schedule

6. Configure arming schedule. For detailed steps, ref€dnofigure Arming Scheduléinkage
action is only valid during the set schedule.

7. ClickApply.

122



Network Video Recorder User Manual

7.3 Configure OSD

You can displaglarm information received from loT devices on live view image.

Steps

1. Click « of an added loT device.

2. CheclOSD Displagn Event Configuration interface.
3. Selecilrigger Channel

4. ClickOSD Display Configuration

Channel  [IOT01] h6+'200 > Name h&+200 Device Type Hikvision Access Control Device

Event Configuration  OSD Display Configuration

Device Name Card No Event Name
Name ID No
Character Encod Latin-1(iso-8859-1)
Overiay Mode Page
Font Size Small Large
Font Color . [LI ﬂl | | [ l

Display for(s) B

TS

Figure 75 OSD Configuration

5. Select items, includirigevice NameCard No, Event NameName andID No, to display on
live view image. The items are only for access control devices.
6. Configure OSD properties.

Overlay Mode- Scroll
The OSD will automatically scroll to show tteav alarm information.

Overlay Mode- Page
When the current OSD cannot show more alarm information, it will automatically turn to new
page.
Privacy Settings
Enter privacy information you want to mask. Masked privacy information will be replaced by
*, Privacy information includeEvent Device Card Name andID.
7. Adjust the quadrilateral of yellow frame on the preview window to adjust loT OSD size and
position.
8. ClickApply.

123



Network Video Recorder User Manual

7.4 Configure Audio Parameters

For certain models, after an network audievice is added, you can configure its parameters,
including output volume, sampling rate, DNR (digital noise reduction) level, etc.

Before You Start

Ensure you an audio device is added to your recorder, and the network connection is valid.
Steps

1. Go b Business ApplicatiombloT NHAudio MhAudio Parameters

Channel [MIC1] 12345678901234567890123
Name 12345678901234567890123456789C
Output Volume 0 ee— == 100 80
DNR Level 4

Audio Encoding AAC
Sampling Rate 32kHZ

Audio Stream Bi 64Kbps

Figure 76 Configure Audio Parameters

2. Set the parameters as your desire.
3. ClickApply.

7.5 Search the |IoT Record

Search alarms by time, by event type, or by channel.

Steps

1. Go to event reaa interface.
¢ Access control: Go tBusiness ApplicatiolbloT MAccess ContrdihCard Swiping Record
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¢ Alarm device: Go tBusiness ApplicatiofbloT MAlarmISearch Data

Time Custom - 2019-05-18 00:00:00 2019-05-18 23:59:59
Channel [All] IOT Channel

Event Type All - Event Subtype All

Name Card No.

Figure 77 Search Event Record (Access Control)

Time Custom - 2019-05-19 00:00:00 2019-05-19 23:59:59
Channel [Al] IOT Channel
Main Type GJD Alarm Event - Sub Type All

Figure 78 Search Event Recofdlarm Device)
2. Specify search conditions.

E@Note

Name Card No. When card swiping event occurs, the access control device will upload card
name and card No. to video record. You can search event by card name or card No.

3. Clicksearch
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No. Event Type MName Card No. Card Type Time Event Source View
1 Time Sync. Event 05-18-2019 14:04:39 10701
2 Time Sync. Evenl 05-18-2019 14:05:39 1070
3 Time Sync. Event 05-18-2019 14:06:33 10701
4 Time Sync. Evenl 05-18-2019 14:07:39 10701
5 Time Sync. Event 05-18-2019 14:08:39 10701
6 Time Sync. Event 05-18-2019 14:09:35 10701
7 Time Sync. Evenl 05-18-2019 14:09:40 10701
8 Time Sync. Event 05-18-2019 14:10:39 10701
9 Time Sync. Evenl 05-18-2019 14:11:40 10701
10 Time Sync. Evenl 05-18-2019 14:12:40 10701
1" Time Sync. Evenl 05-18-2019 14:13:39 10701
12 Time Sync. Evenl 05-18-2019 14:14:40 10701
13 Time Syne. Event 05-16-2019 14:14:41 10701
14 Time Sync. Evenl 05-18-2019 14:15:40 10701
15 Time Sync. Event 05-18-2019 14:16:40 IoTo
16 Time Sync. Evenl 05-18-2019 14:17:40 10701
17 Time Sync. Evenl 05-18-2019 14:18:40 10701
18 Time Sync. Evenl 05-16-2019 14:19:40 10701
19 Time Sync. Evenl 05-18-2019 14:19:46 10701
20 Time Sync. Event 05-18-2019 14:20:40 10701
Tolal: 22 P: 11

Figure 79 Search Result (Access Control)

No, Channel Time Main Type Sub Type Slatus Data View

1 10703 05-18-2019 14:49:56 GJD Alarm Event PIR Detection alarm

Figure 710 Search Result (Alarm Device)

7.6 10T Video/Picture

Configure the event recording or capturing schedule for the selected trigger channel, the channel
will automatically record videos or capture pictures whena&rrm occurs.

7.6.1 Configure the Event Recording/Capturing

The video recorder can record videos or capture pictures when an loT alarm occurs.

Steps

1. Click =+ of an added loT device.

2. Select desireitvent Type

3. Checlenable

4. ChecKrigger Channgfou want to record event videos or capture pictures when an alarm
occurs.
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Config

Channel [lOTO2] IOTO3 - MName 10703 Device Type GJD Alarm Device
Event Configuration  OSD Display Configuration
Event Type PIR Detection alarm - Enable Copy o

Linkage Actlon  Arming Schedule

Mormal Linkage Trigger Alarm Output Trigger Channel PTZ Linkage

Local>1 D1
Full Scresn Monitoring PTZ Linkage [D1] Camera 01
Audible WWarning Local-=2

Preset Mo.

MNotify Survelliance Cenler Locak>3

Patrol No
Send Email
Local->4

0OSD Display Pattern No
Local>5

Figure 711 Trigger Channel
5. ClickApply.
6. Configure the event recording or capturing schedule. Here we take the example of configuring
event recording to desdre the steps.
1) Go toStoragel'hScheduldhRecord
2) SelecCamera Noand checkEnable ScheduleThe camera should be the camera you select
in step 4.
3) Select the recording type &vent
4) Drag the mouse on the time bar to set the event detectierording schedule. Refer to
Configure Recording Scheduls details.
5) ClickOK
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Camera No. [D1] Camera 01

Enable Schedule

B continuous [l Event

0 2 4 6 8

B wMotion B Alam

10

Bwma

12

14

16

M&A

18

None

20

22

24
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Figure 712 Event Recording

Result

When an alarm occurs, the selected trigger channel will start event recording.

7.6.2 Search 1oT Video

Sarch IoT event triggered videos.
Steps

1. Go toFile ManagemenfhVideolhSearch by Event

2

3

4

o

Advanced

Edit

128



Network Video Recorder User Manual

Time Today - 2020-11-25 00:00:00 2020-11-2523:59:59
Camera [All) Camera
Event Type All -

PIR Alarm

Fire Source Detection

Temperature Detection
Temperature Difference Detection
Regional People Queuing-Up
Waiting Time Detection

Human Body Detection

POS Event

Stranger Detection Alarm
Successful Face Picture Comparison
Failed Face Picture Comparison
Multi-Target-Type Detection
Temperature Measurement Pre-Alarm
Video Intercom Event

GJD Alarm Event

Luminite Alarm Event
Figure 713 Search Event Video
2. Set search conditions.
Camera
Select it as the selected trigger channels in 10T linkage action configuration.

Event Type

Select the desired IoT event.
3. Clickstart Search
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Chapter 8 File Management

8.1 Search Files

Specify detailed conditions to search videos, audios and pictures.
Steps

1. Go toFile ManagemenfhVideo, File ManagementhPicture, or File ManagemenfhAudio
as your desire.
. Select a search method. For examflearch by Appearan¢®r Search by Time
. Specify detailed conditions, including time, camera, etc.
. ClickStart Search
. ClickChannelo select a channel as your desire. It will displaydbarching results of the
selected channel.
. Optional: Click = or to switch view mode.
. Optional: For videos, clic or = in different view mode to lock a video. The locked video
will not be overwritten.
8. Optional: Export searching results.
1) Select result file(s) from the search result interface, or cl&alect Alkto select all files.
2) Clickexportto export the selected file(s) to a backup device.

E@Note

You can clichll to view export progress.

a b wnN

~N O

You can click \V to return to search interface.

8.2 Export Files

Export files for backup purposes to a USB device, or eSATA HDD.

Steps

1. Search files. Refer gearch Filefor details.

2. Select files.

3. Clickexport

4. Optional: For vehicle files, cheBlckup License Plate Statistics Infpbexport license plate
statistics information later.

5. Select the file to export aédeo and logand clickOK

6. Select the backup device and folder path.
7. ClickOK
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8.3 SmartSearch

You can search human body files, face files and vehickgiManagementhSmart Search
Refer toHuman Body Searclrace Picture SearchndVehicle Sarchfor details.
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Chapter 9 Storage

9.1 SSD Management

9.1.1 Initialize SSD

For the device that has piiastalled SSD on main board, you can view the SSD space distribution
or initialize the SSD.
Steps

1. Go toStoragel'hStorage ManagemenfhSSIManagement
2. ClickFormat
3. Clickresto initialize SSD.

ClilNote

Initializing SSD will erase its data, including those in face picture library, and cancel the alarms
linked to the library. The device will restart after initialization.

9.1.2 SSD S.M.AR Detection

Selfmonitoring, analysis, and reporting technology (S.M.A.R.T.) is a monitoring system included in
computer hard disk drives (HDDs) and sstigte drives (SSDs) that detects and reports on various
indicators of drive reliability, with thentent of enabling the anticipation of hardware failures. You
can run the S.M.A.R.T. detection for your SSD.

Steps

1. Go toMaintenancelhHDD Operation hS.M.A.R.T

2. SetHDD NoasSSD

3. SetSelfTest Type

4. ClickSelfTestto start the S.M.A.R.T. SS&lfevaluation.

9.1.3 Upgrade SSD Firmware

You can use a USB flash drive to upgrade your SSD firmware.

Before You Start

Prepare a USB flash drive that contains the SSD firmware, and insert the USB flash drive to your
device USB interface.
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Steps

1. Go toStoragel'bhStorage ManagemenfhSSD Management

2. Clickrirmware Upgrade

3. SelecDevice Namas the USB flash drive that contains the SSD firmware.
4. Select the SSD firmware.

5. ClickJpgrade

9.2 Manage Local HDD

9.2.1 Configure HDD Group

Multiple HDDs can be managed in groups. Video from specified channels can be recorded onto a
particular HDD group through HDD settings.

Steps

1. Go toStoragel'hStorage Mode
2. SelecMode asGroup.

3. ClickApply.

4. Go toStoragel'bhStorage Device
5. &lect a HDD.

[ Add 5 nit Tolal Capacity 1863.03GB Free Space 1702.00GB

W Label Capacity Status Property Type Free Space Group Edit Delete
5 931.52GB Normal RAW Local 871.00GB 2 x

7 931.52GB Normal RMW Local 831.00GB 1 X

Figure 91 Storage Device
6. Click - to enter Local HDD Settings interface.
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Local HDD Settings

HDD No. 5
HDD Property * RW Read-only Redundan...
Group 1 @2 3 4 5 6 7 8

9 0 11 12 13 14 15 16

HDD Capacity 931.52GB

Figure 92 Local HDD Settings

7. Select a group number for the HDD.
8. ClickOK

E@Note

Regroup the cameras for HDD if the HDD group number is changed.

9. Go toStoragel'hStorage Mode

10. Select group number from the list.

11. Select related camera(s) to save videos and pictures on the HDD group.
12. ClickApply.

9.2.2 Configure the HDD Property

HDD property can be set as R/W, Reatly, or Redundant.

Before YouStart
Set the storage mode to Group. For detailed steps, refé@daofigure HDD Group
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Steps

1. Go toStoragel'hStorage Device
2. Click = of desired HDD.
3. Select HDProperty.

R/W
HDD supports both read and write.

Readonly
Files in reaebnly HDD will not be overwritten.

Redundant

Save the videos and pictures not only in the R/W HDD but also in the redundant HDD. It
effectively enhances the data safety and reliability. Ensure at least another HDD which is in
ReadWrite status exists.

4. ClickOK

9.2.3 Configure the HDD Quota

Each camera or audio device can be configured with an allocated quota for storing videos,
pictures, or audios.

Steps

. Go toStoragel'bStorage Mode

. SelecMode asQuota.

. Select a dewe type.

. Select a device.

. Set the storage capacity for the quota.

. ClickCopy toto copy the quota settings of the current camera to other cameras.
. ClickApply.

E@Note

When the maximum capacity is set to 0, devices will use the total HDD cafeactgring
files.
Reboot the video recorder to activate the new settings.

~NOoO ok, OWNPRE

9.3 Add a Network Disk

You can add the allocated NAS or IP SAN disk to the device, and use it as a network HDD.

Steps

1. Go toStoragel'hStorage Device
2. ClickAdd.
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Custom Add

NetHDD NetHDD 1 ~

Type NAS v

NetHDD IP 120 .36 .2 . 39

NetHDD Directory /nas/device1/11| Search

OK Cancel

Figure9-3 Add NetHDD

3. SelectNetHDDtype.

4. EnteNetHDD IRaddress and clicBearchto search the available NetHDD.

5. Select the desired NetHDD.

6. ClickOK

7. The added NetHDD will be displayed in the HDD list. Select the newly added NetHDD and click
Init.

9.4 Manage eSATA
E@Note

The eSATA function is only available for certain models.
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9.4.1 Configure eSATA for Data Storage

When there is an external eSATA device connected to your video recorder, you can configure the
eSATA usage as data storage and matiageSATA.

Steps

1. Go toStoragel'hAdvanced
2. Select eSATWsageasExportor Record/Capture

Export
Use the eSATA for backup.

Record/Capture
Use the eSATA for record/capture. Refer to the following steps for operating instructions.

eSATA eSATA1 -
Usage Record/Capture -

Figure 94 eSA'A Mode

What to do next

If eSATA usage is setRecord/Capture enter the storage device interface to edit its property or
initialize it.

9.4.2 Configure eSATA for Auto Backup

If you made an automatic backup plan, the video recorder will back up theMalte=os of 24 hours
ahead of the backup start time to eSATA.

Before You Start

Ensure the device has correctly connected with an external eSATA hard drive, and its usage type is
set asExport Refer toManage eSAT Aor detais.

Steps

1. Go toStoragel'bAuto Backup
2. CheclAuto Backup
3. Set the backup start time Btart Backup at

E@Note

If the day experiences a failed backup, the video recorder will back up the videos 48 hours
ahead of the backup start time in the neday.

4. Select channels for backup.
5. SelecBackup Stream Typas your desire.
6. SelecODverwrite type.
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¢ Disable When HDD is full, it will stop writing.
¢ Enable When HDD is full, it will continue to write new files by deleting the oldest files.
7. Clek Apply.

Figure 95 Configure eSATA for Auto Backup
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