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Preventive and Cautionary Tips

Before connecting and operating your NVR, please be advised of the following tips:

« Ensure unit is installed in a well-ventilated, dust-free environment.

« Unit is designed for indoor use only.

« Keep all liquids away from the NVR.

« Ensure environmental conditions meet factory specifications.

« Ensure unit is properly secured to a rack or shelf. Major shocks or jolts to the unit as a result of dropping it may cause
damage to the sensitive electronics within the unit.

¢ Use the NVR in conjunction with an UPS if possible.

« Power down the unit before connecting and disconnecting accessories and peripherals.

« A factory recommended HDD should be used for this device.
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CHAPTERI1

Introduction



1.1 Front Panel Introduction

DS-9504NI1-S Front Panel:

1 2 3 a 5
No. Name Description
Power Turning red indicates power supply but without system running, turning blue
indicates power supply and system running.
Alarm Alarm indicator turns red when a sensor alarm is detected.
1 Slf?EtI;S TX/RX TX/RX indictor blinks blue when network connection is functioning properly.
Indicators HDD HDD indicator blinks red when data is being read from or written to HDD.
Ready Ready indicator turns blue when NVR is functioning properly.
Backup Backup indicator blinks blue when data is being backup.
2 Power Button Powers NVR on/off.
3 USB Ports Universal Serial Bus (USB) ports for additional devices such as USB mouse and
USB Hard Disk Drive (HDD).
a ChaaneI Status Blue indicates recording, red indicates network connection, purple indicates
Indicators recording & network connection.
Backup Button ) i
5 Backup video files.




DS-9508N1-S Front Panel:

No. Name Description
Power Tur_ning red indicates power supply bu_t without system running, turning blue
indicates power supply and system running.
Status Alarm Alarm indicator turns red when a sensor alarm is detected.
1 LEI_D TX/RX TX/RX indictor blinks blue when network connection is functioning properly.
Indicators HDD HDD indicator blinks red when data is being read from or written to HDD.
Ready Ready indicator turns blue when NVR is functioning properly.
Backup Backup indicator blinks blue when data is being backup.
) USB Ports Universal Serial Bus (USB) ports for additional devices such as USB mouse and
USB Hard Disk Drive (HDD).
Power Button Powers NVR on/off.
Backup Button Backup video files.
5 Channel Status Indicators | Blue indicates recording, red indicates network connection, purple indicates

recording & network connection.




DS-9516NI1-S Front Panel:

3 4 5
No. Name Description
Power Turning red indicates power supply but without system running, turning blue
indicates power supply and system running.
SLtZtI;S Alarm | Alarm indicator turns red when a sensor alarm is detected.
1 Indicators | TX/RX | TX/RX indictor blinks blue when network connection is functioning properly.
HDD | HDD indicator blinks red when data is being read from or written to HDD.
Ready | Ready indicator turns blue when NVR is functioning properly.
Backup | Backup indicator blinks blue when data is being backup.
2 SEED 2V Backup video files.
3 USB Ports Universal Serial Bus (USB) ports for additional devices such as USB mouse and
USB Hard Disk Drive (HDD).
4 Power Button Powers NVR on/off.
5 Channel Status Blue indicates recording, red indicates network connection, purple indicates
Indicators recording & network connection.

1.2 Starting and Shutting Down Your NVR

Power On

If the power LED indicator on the front panel is off, please plug the power supply into an electrical outlet, the LED

should turn red, indicating the unit is receiving power.

When the LED is red, please press the Power button on the front panel. The Power indicator will turn blue. The unit

will begin to start.

Note: DS-9500NI-S series NVR do not have local output, when Ready indicator turns blue, that means the unit is

power on and ready to be configured.




Power Off
Standard Shutdown

Press and hold the POWER button for 3 seconds; the device will enter power off process, when power indicator turns
red, turn off the power switch on the back panel.

Other Methods of Shutdown

Shutdown with Power Switch
Please try to avoid shutting down the unit by turn off the power switch on the back panel (especially during recording).

Shutdown by Unplug Power Supply
Please try to avoid shutting down the unit by unplug power supply (especially during recording).

Note: It is highly recommended that an Uninterruptible Power Supply (UPS) be used in conjunction with the unit.
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Network Parameters Configuration
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DS-9500NI-S Series NVR are mainly for IPC, DVS network video storage and playback. Network configurations are
needed before operating, including: IP address, subnet mask, gateway and port.

Note: The factory default username is admin, password is 12345,
The factory default IP address of DS-9500NI-S series is 192.168.0.1.

2.1 Hyper Terminal Setup

The common method is to connect NVR and PC with serial line, run Hyper Terminal and modify parameters with serial
command. Please connect the RS-232 port of NVR with the COM port of PC directly, power on the NVR and PC and
follow the steps:

Step 1: Enter Hyper Terminal.
Click “Start”-> “Programs” -> “Accessories” -> “Communications” -> “Hyper Terminal” in Windows system, and the
dialogue box below will appears as Figure 2.1.1.

Connection Description

Enter a name and chooze an icon for the connection:
Mame:

HK]

leom:

Figure 2.1.1

Step 2: Name the connection and define the icon.
Input a name (e.g. HK), select an icon, and press “OK” to enter “Connect To” dialogue box.

Step 3: Select the communication port.

Select “COM1” in “Connect To” inter face (Please select the COM port according to the reality, in case PC has more
than 1 COM.) Press “OK” to enter “Properties” dialogue box.

11



Connect To

Enter detailz for the phone number that vou wart to dial:

Country/regian:

Area code; I:l

Phone number: | |

Caonnect using: | COk1 w |

[ 1]8 H Cancel l

Figure 2.1.2

Step 4: Serial port setup.
Set port parameters in “COMI1 Properties” dialogue box as follow: (Fig 2.1.3)

COM1T Properties

Part Settingz |
Bitz per second: |'I'|52EID v|
Drata bits: |8 v|
Farity: |N0ne v|
Stop bits: |1 v|
Flows contral: | v|
k. ] [ Cancel ] [ Apply ]

Figure 2.1.3

The parameters should be:
Bits per second: 115200
Data bits: 8

Parity: None

Stop bits: 1

Flow control: None

Press “Apply” and “OK” after the setup. Press “Enter” under Hyper Terminal interface. When “[root@dvrdvs/]#”
appears, the connection is established.

12



¢ HK - HyperTerminal

File Edit View Call Transfer Help

D &3 0bE

[root

Figure 2.1.4

Step5: Disconnect and save connection.
According to the tips, disconnect and save “HK” for the next time. After saving, there will be a new “Hyper Terminal”

item established in the program group “Start”-> “Accessories”->“Communications”->*“Hyper Terminal”. “Connection”
names of all Hyper Terminal are included. You can see an icon named as “HK” here.

HyperTerminal

HyperTerminal

You are currently connected. ! Do you want ko save the connection named "HK'"?
. Are you sure you want to disconnect now? .

[ Yes ] [ No ] I Yes I [ No ] [ Cancel J

2.2 Network Configuration by Hyper Terminal

Enter Hyper Terminal
Click “Start”->*“Programs”->“Accessories”->“Communications”’->*“Hyper Terminal”->“HK?”, then the Hyper Terminal

interface will appear as figure below. Type “Enter”, and the prompt “[root@dvrdvs/]#” will appear which means
connection between RS232 interface of PC and RS232 interface of NVR is established successfully by Hyper Terminal.
The following operation commands are to accomplish the parameters setup in the prompt.

13



‘& HK - HyperTerminal

File Edit WYiew Call Transfer Help

[rootld
@

helpm

Commands Usage|
helpm

getlp
setlp :

setPort

device’s command PORT
device’s command PORT

e.g. setPort 8000
device’s gateway

getGateway

setGatewa device’s gateway
Usage: setGateway [GATEWAY ADDRESS]
192.168.1.1
[root@durdus /1 # I
Connected 0:00:4 ANSTH 115200 5-H-1
Figure 2.2.1
Commands Utilities

helpm Console help command is used to print common commands, show as Figure 2.2.1.
getlp Show the current IP address of NVR. Command format: getlp “Enter”.
setlp Setup NVR IP address. Command format: setlp IP: mask

e.g. setlp 192..168.1.11:255.255.255.0

getPort Show the current port of NVR. Command format: getPort “Enter”.

Setup NVR port. Command format: setPort Port

Sl e.g. setPort 9000

getGateway Show current NVR gateway address. Command format: getGateway “Enter”.

Setup NVR gateway. Command format: setGateway Gateway
e.g. setGateway 192.168.1.1

setGateway

14
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ActiveX Control Installation
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DS-9500NI-S series NVR can be accessed and configured by web server. Open IE browser, input the IP address of
DS-9500NI-S and then click Enter. The system will remind you to install the ActiveX control. After the installation,
you can configure and manage the NVR remotely.

The ActiveX control has English and Chinese to selections. It can be used under 1024*768, 1152*864, 1280*1024
display resolutions.

Note: Please use IE 6.0 or IE 7.0 as browser, and upgrade OS to the latest version.

16
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User Login and Exit
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Open IE browser, input the IP address of NVR, the web server will select the language automatically according to the
system language and maximize the IE browser.

P T e A s
@Uv ] http://1728.4018/doc/en/login.asp ~[&[4 ] x |6 &ing o

T Favorites | 5 8] Suggested Sites v

(& User Login R-B-2

English z

Q Password

€D Internet | Protected Mode: Off v ®10% v

Figure 4.1

On the top right corner, language is selectable between Chinese and English.

Input the correct user name, password and port, click “Login” to enter preview interface, or it will pop up an error box.
The default user name is admin, password is 12345, and port is 8000.

After login, click “Exit” to log off and return to the login interface.

18
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Preview
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After login, the preview interface will display:

&
&
&
&
E®
i3]

i3}

]

&
E®
&
E®
&

Playback

Config

English -

Current User: admin

©2008-2011 Hangzhou ifikvision Digital Technalogy Co., Ltd. All rights reserved.

Figure 5.1

Interface description:

P

Area Description Area Description
Channel list Live view
PTZ Video adjustment
Play control
ay control buttons description:
Button Description Description

1 window division

4 windows division

9 windows division

16 windows division

Stop all preview

Capture image

Start all recording

Stop all recording

Previous page

Next page

Open/ Close audio

5.1 Preview

5.1.1 Windows Division

When live preview, the windows division can be selected by click the button on play control area. It can support 1, 4, 9
and 16 windows division. The change between different windows division modes will not stop the current preview; the
window still can be operated.

20



5.1.2 Preview

Preview by channel:
After choosing window division mode, select one

window, and clic on channel list to preview the
current channel. If preview successful, the icon will

become.

Preview by page:
Click the device node on the list, then multiple
channels will start to display synchronously

according to the selected window divisions. Clic
to switch to the next page, click- to the previous
page.

Or just click and to start preview by page.

Double click to maximize: 10i20) ARSI 06-03-2010 The 14:20:85
Click the selected window can maximize the window P
to full screen, double click again to resume. S 555

Weanera 13

Full screen display:
) K A . .
Click 3l to change the multi-channel preview to
W o]
full screen, click == to resume.

When previewing, select the channel, and click-

to open audio, the status will bei. Then click! to
open audio scroll bar and adjust the audio. After the
adjustment, the bar will disappear automatically.

When audio is open, click E to close audio and the
status will resume ton.

Note: When preview with web server, only one channel audio can be previewed at one time.

21



5.1.4 Stop Preview

Click on the playlist, it will become. This
can stop the channel preview.

Click to stop all channels preview.

5.2 Recording and Capturing Image

The previewing channel is required when recording and capturing image.

Note: When stop previewing, will also stop the recording of this channel.

5.2.1 Recording

Click “Config”, enter local configuration menu
where can change the directory of saving recording
file and the size of file packing.

Click ﬂ button on playlist to start recording of this

channel, if the icon is not - it will note “Recording
failed”.

Clicku icon again to stop recording, and the saving
file folder will pop up automatically.

When multiple channels are under previewing, user may

click to start all channel recording, or clic to
stop all channel recording.

Stop previewing will also stop recording of this
channel.

22
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Note: |If saving file disk space is less than 500M, the web server will stop recording automatically.

5.2.2 Capturing Image

Click “Config” to enter local configuration menu, where can
modify the saving capturing image directory.

Select a previewing window, cIickE to capture image. If
capture image successfully, the saving folder will pop up
automatically.

Note: When disk space is less than 500M, capture image will be failed.

5.3 Video Parameters Setting

Select the previewing channel, and adjust the brightness, Brightness MENNE
contrast, saturation and Hue for it.

_ contrast REEER
Clickn to increase and click= to decrease. Click & or

S odirati BEEEER
Bean aiso adjust the value. Saturation

Hue MREEE

Click icon to resume the default values.

23
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PTZ Control
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If the front-end connects with PTZ, PTZ control is available when preview.

With the direction buttons, it can achieve 8 directions control.
Also zoom, focus, iris, light and wiper are adjustable.

% Zoom ;
Clickm to enable auto scan, click again to stop it. Focus 'O
If preset point is set, the point can be called by selecting in the % s '@

draw down list and cIicking.

B

Light ©® Wiper

Preset 01 n =

25
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Playback
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Click “Playback” to enter playback menu.

English -

Preview ayba Config Current User :admin

# EmbeddedNetDVR che

Current St

“«A 2010/06/03

$ IPCamera 13

Down + BackUp

2010-06-08 16:07:21

©2008-2011 Hangzhou Hikvision Digital Tecknolagy Co., Ltd. All ights reserved

Figure 7.1

Playback interface description:

Area Description Area Description
Channel list Playback video
Playback control Playback status
Calendar Download/ Backup
Timeline

Playback control buttons description:

[=] Video clip Open/Close audio

Button Description Button Description
r Play . Stop
“ Slow down " Speed up
» Play by single frame (o] Snapshot

7.1 Playback Query

Step 1: % Embedded Met DVR

Select a channel on the channel list. (Channel 1 is the default.) B \PCamera 0

:J IPCamera 02

-J IPCamera 03

-8 IPCamera 04

27



Step 2:
Select a date in calendar.

Step 3:
Click “Search” to search the matched recorded files. If there are search results, then they will be shown in the time line
area.

2010-06-03 15:27:12

Drag the timeline to select the specific time. Different file types will be indicated with different colors.

7.2 Play Recording File

After searching file, click [E to play.

When playback, the playback status will indicate

[ Channel Ma. : 1
the channel number, time and status.

2010-06-03 13:24:23

Current Status: Mormal

28



Recording file location:

Clickn, input the time in the pop-up box and click “Go”.
This will start the file playback from the specified time.

Drag timeline, and set “” to the specified time to play back
the video.

Click “Config” to enter local configuration menu, where
can change saving directory of captured image and
recorded file.

When playback, cIickE to capture image. If capturing image successfully, the saving image folder will pop up
automatically.

Save in: | Ml Desktop - @ Ir o
When playback, clicklll to pop up saving file window. After . & "
the selection, the status will become. click again to stop = | Syeiom Folder -
saving. -

Q% 5;.;temchI§E|

“.‘ Yue
SRR i o E— _
Save astype: |AII File{”mp4) J Cancel

29



After searching file, click to pop up a new

page where list all the files for the specific day.
Select one file and clickm to start download, click
again to stop download.

During download, the window will display the file number
and download progress.

7.4 Remote Backup

/& Recording Files Download - Windows Intemet Explorer [ =i

€] http://172.8.4018/doc/en/download.asp?szlnfoValue=2010-06-03A0 =]
File Index : Download +
W Index Start time Stop time File size
1 1 2010-06-02 00:00:02  2010-05-02 00:04:59 74MB -
] 2 2010-06-03 00:04:59 2010-06-03 00:21:50 253MB
= 3 2010-06-03 00:21:50 2010-06-03 00:38:40 253 MB
] 4 2010-06-03 00:38:40 2010-06-03 00:55:32 253MB |
& 5 2010-06-0200:55:32 2010-06-03 01:12:24 253 MB
] 6 2010-06-0201:1224  2010-06-02 01:29:17 253MB
[ 7 2010-06-03 01:29:17 2010-06-03 01:46:07 253MB ||
] 8 2010-06-03 01:46:07 2010-06-03 02:03:01 253 MB
& B 2010-06-02 02:03:01 2010-06-02 02:19:53 253 MB
] 10 2010-06-03 02:19:52 2010-06-03 02:36:45 253MB
[ " 2010-06-03 02:36:45 2010-06-03 02:53:37 253 MB
] 12 2010-06-03 02:53:37 2010-06-03 03:10:31 253 MB
& 13 2010-06-02 02:10:31 2010-06-02 03:27:22 253 MB
] 14 2010-06-03 02:27.22 2010-06-02 03:44:14 253MB
[ 15 2010-06-03 03:44:14 2010-06-03 04:01:05 253 MB
] 16 2010-06-03 04:01:05 2010-06-03 04:17 .57 253 MB
& 17 2010-06-02 041757  2010-06-02 04:34:48 253 MB
] 18 2010-06-03 04:34:48 2010-06-03 04:51:28 253MB .
< I ]+

Total 74 Home Previous 1/2 NextPage End

@ Intemnet | Protected Mode: Off fa v ®100% -

DS-9500NI-S series NVR support local one key backup function, and it can also support backup to USB storage

devices remotely.

After searching files, click to pop up a new page
where list all the files for the specific day.

Select the backup device, enable backup player or not, select

the files and click to start backup, click again to
stop backup.

During backup, the window will display the file number and
backup progress.

E Video Files Backup - Windows

Choose Disk: JUI=yE] -

File Index

Index Start time Stop time

| 1 2010-06-0300:00:02  2010-06-03 00:04:59 T4MB -
] 2010-06-03 00:04:59 2010-06-03 00:21:50 253 MB

[ 3 2010-06-03 00:21:50 2010-06-03 00:38:40 253 MB

=] 4 2010-06-03 00:38:40 2010-06-03 00°55:32 253MB |-
0 3 2010-06-03 00:55:32 2010-06-03 0112:24 253 MB

] ] 2010-06-03 01:12:24 2010-06-03 01:29:17 253 MB

[ 7 2010-06-03 01:29:17 2010-06-03 01:46:07 253MB ||
] g 2010-06-03 01:46:07 2010-06-03 02:03:01 253 MB

= 9 2010-06-03 02:03:01 2010-06-03 02:19:53 253 MB

=] 10 2010-06-03 02:19:53 2010-06-03 02:36:45 253 MB

[ 11 2010-06-0302:36:45  2010-06-03 02:53:37 253 MB

0 12 2010-06-03 02:53:37 2010-06-03 0310:31 253 MB

[ 13 2010-06-03 03:10:31 2010-06-03 03:27:22 253 MB

[ 14  2010-06-0303:27:22  2010-06-03 03:44:14 253 MB

) 15 2010-06-03 03:44:14 2010-06-03 04:01.05 253 MB

=] 16 2010-06-03 04:01:05 2010-06-03 041757 253 MB

[ 17 2010-06-0304:17:57  2010-06-03 04:34:48 253 MB

] 13 20710-06-03 04:34:48 2010-06-03 04:51.38 253MB
|

i

Tot

€ Internet | Protected Mode: Off

Note: If USB device cannot be detected, please try to connect again. If it still cannot be detected, this may be because

of the compatible problem between NVR and backup device.
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Log Search
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Click “Log” to enter log query menu:

English

Preview Playback Config Current User : admin

Log Search

Najor Type Hinor Type Channel N,
2010-06-03 Information Stop Resording
2010-06-03 00: Information Start Recording
2010-06-03 00: Information Stop Recording
2010-06-03 Information Start Recording
2010-06-03 Information Stop Recording
2010-06-03 Information Start Recording
2010-06-03 Information Stop Recording
2010-06-03 00: Information Start Recording
2010-06-03 00: Information Stop Resording
2010-06-03 00: Information Start Reording
2010-06-03 00: Information Stop Recording
2010-06-03 00: Information Start Recording
010-06-03 Information Stop Recording
2010-06-03 Information Start Recording
2010-06-03 Information Stop Recording
2010-06-03 Information Start Recording
2010-06-03 00: Information Stop Resording
2010-06-03 00: Information Start Recording
2010-06-03 00: Information Stop Recording
2010-06-03 00: Information Start Recording
£010-06-03 0 Information Stop Recording
2010-06-03 Information Start Recording
2010-06-03 Information Stop Recording
2010-06-03 Information Start Recording
2010-06-03 00: Information Stop Resording
2010-06-03 00: Information Start Recording
2010-06-03 08: Operstion Remote Log On
2010-06-03 08: Operstion Remots Gat Farameters

Log Type
Al

Select Date:

ISR

@locooccoococooocoocococoooocooooaa

rim

©2008-2011 Hangzhou Hikvision Digital Technology Co., Ltd. All rights reserved.

Figure 8.1

Log Search
Select the log type and date, and click“ to list all g

matched logs. Log Type:

All

elect Date:

oes I

Enable “Start” as
of a day.

to search the log file in a certain period

Clickﬂ can export the logs as Excel or TXT file.

Note: Up to 2000 logs can be listed; if the items are more than 2000, please choose a certain period and search again.
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Click “Config” button in the menu bar and enter parameters setup menu, which displays local configuration by default.

9.1 Local Configuration

Preview Playback Current User : admin

Local Config
Remote Config Protocor Type
The Size of File Packeting

Network T ission Feature
lc\0CKRecordFiles Browse
g download files Browse

®2008-2011 Hangzhou Hikvision Digital Technology Co., Ltd. All rights reserved =
Figure 9.1
Local Parameters Information:

Parameters Descriptions

Protocol Type Select network transmission protocol: TCP or UDP.

The Size of File Packaging Set the size of recordings
Stream Type Main Stream for Ir_eco_rdlng. Substream for viewing
ive images.

a0 S TS O Set real-time and fluency of network feature

Feature
e Path for saving recordin
Configurations fileg 9 Select a folder to save the recordings
Path for saving preview Select a folder to save the pictures captured while
captured images preview
Path for saving playback Select a folder to save the pictures captured while
captured images playback
P {755 sa}/illr;g dlamlone Select a folder to save downloaded recordings

9.2 IP Camera Configuration

Click “Remote Config” and enter IP camera configuration menu.
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Preview Playback Current User : admin

Local Config IP Camera Config
- Channel No. IP Address/Domain IP Camera No. Online Statues Delete .
Remote Config 172.8.40.171 online Login mode:
IP Camera 172.8.40.210 online
172.8.40.148 Online IP Address
172.8.40.153 Online
172.8.40.145 Online Manufacturer.
172.8.40.33 Online
172.8.40.164 Online
172.8.40.150 Online
172.8.40.160 Online
172.8.40.70 Online
172.8.40.152 Online
172.8.40.161 Online
172.8.40.57 online

UserName

Channel No.

Madify Reset
Quick Add S & Configuration parameters
©2008-2011 Hangzhou Hikvision Digital Technology Co., Ltd. All rights reserved LI
Figure 9.2
Model Name IP camera connections

DS-9504NI-S | Up to 4-ch D1 or 2-ch 720P or 1-ch UXGA IP cameras
DS-9508NI-S | Up to 8-ch D1 or 4-ch 720P or 2-ch UXGA IP cameras
DS-9516NI-S | Up to 16-ch D1 or 8-ch 720P or 4-ch UXGA IP cameras

Note: For DS-2CD852MF series IP camera at UXGA resolution, up to 1 channel can be connected to DS-9504NI-S
model, 2 channels to DS-9508N1-S model and 4 channels to DS-9516N1-S model.

9.2.1 Quick Add of IP camera

DS-9500NI-S series NVR provides a function of remote auto searching IP camera. When there are supported IP
cameras in the same network segment of a LAN with NVR, you may add it in one button with default user name,
password and port number.

Note: Before applying Quick Add function, please make sure that IP camera is compatible with NVR and default user
name, password, port number are not changed.

Clic, the on-line IP cameras will be listed as figure below shown:
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Cluick Add -

IP Address Manufacturer Version SerialNo Channel No
I 172.8.40130 2000 HIKVISION 255255.255.0  V2.0build 090316 200070689 1
Il 172.8.40119 8000 HIKVISION 25528525850  V2.0build 090119 260026210 1
I 172.8.40231 8000 HIKVISION 255255.255.0  V2.0build 100422 600303778 1

Cancel

Figure 9.3

Tick a box in front of the listed camera and click OK to finish.

9.2.2 Single Add of IP camera

This function enables you to add a single IP camera quickly. When there are supported IP cameras in the same network
segment of a LAN with NVR, you may add it in one button with default user name, password and port number.

Note: Before applying Single Add function, please make sure that IP camera is compatible with NVR and default
user name, password, port number are not changed.

First, select a Channel No. then click and the on-line IP cameras will be listed as figure below shown:
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Online IPC x

IP Address Manufacturer Version Serial No Channel No
1 172.8.40.70 8005 HIKVISION 2552552550  V2.0build 090522 260026182 1
2 172.8.40.119 8000 HIKVISION 255.255.255.0  V2.0build 090119 260026210 1
3 172.8.40.150 8004 HIKVISION 2552552550  V2.0build 090522 260026235 1
4 172.8.40.161 3000 HIKVISION 255.255.256.0  VZ.0build 090522 260026251 1
5 172.8.40.152 8000 HIKVISION 2552552550  V2.0build 090522 260026225 1
] 172.8.40.171 8000 HIKVISION 255.255.255.0  V2.0build 100520 400613419 1
7 172.8.40.130 8000 HIKVISION 255.255.255.0  V2.0build 090316 200070689 1

Cancle

Figure 9.4

1

Select one camera in the list and click ¥ to finish.
Then you can change IP address, sub mask or user name, password in the menu on the right, and click “Modify” to
confirm.

Manually Add IP camera IP Camera Config

Login mode:

First select a Channel No. to enable IP camera Config menu shown on the right. |
IP Addi

Input the IP address, port, user name and password, click “Modify” to finish adding an IP
camera that will be listed in the IP Camera Information area. Manufacturer:

Clicking Reset button will restore the configurations of IPC back to the previous ones.

Clicking = button will delete the selected IP camera.

Channel No IP Addressi/Domain IP Camera No Paort Online Statues
D1 172.8.44.230 1 2000 Online x
D2 172.8.40.171 1 3000 Online x
D3 172.8.40.150 1 8004 Online x e
D4 172.8.40.70 1 8005 Online x
D5 172.3.40.164 1 3003 online x
D& 172.2.40.152 1 2000 Online x Wodify
D7 172.3.40.145 1 5000 Online x
D2 172.840148 1 8000 Online x
D9 172.2.44.201 1 2000 Online x
D10 172.8.44.203 1 3000 Online x
D14 172.8.44.210 1 2000 Online x
D12 172.8.40.153 1 8000 Online x
D13 172.8.40.163 1 3000 online x
D14 172.8.40.119 1 2000 Online x
D15 172.3.40.161 1 5000 Online x
D16 172840162 1 8000 Online x
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9.3 Recording Settings

Click “Remote Config” and select E-BSUMIENMIEIEWEEE to enter remote settings menu where you can configure
recording, alarm, network settings and etc.

Remote setting

Device Parameters
Device Information
y ¥ersion Information
E-[E] Channel Parameters
Display Settings
L iy S
# Schedule Record _
-

y Motion Detection

 viso v
y ¥ideo Tampering -

W video Mask
E-[E] Fetwork Parameters
y Hetwork Settings
¥ PPPOE Settings
¥ DDNS Settings

y HTP Settings

y Het Disk Settings
y E-mail Settings
H-[E9 Serial Port Settings
H-[E] Alarm Parameters

[E] Exception Parameters
[E] Account Management
[E] HOD Settings

[E] Update Remotely

For Export

Figure 9.5
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9.3.1 Video Parameters

Remote setting
i ;}) levice Imformation

;}) Verzion Information
[=]-[E] Channel Parameters Channel o :
----- JF Display Settings
-----  frise rarmetan]
----- g}) Schedule Record
----- g}) Motion Detection
_____ 5) Video Last Encoding Parameters: IMain Stream (Norma];l
----- ;}) Video Tampering
----- B Video Mask Stream Type:  [Video
[F-[E] Fetwork Parameters
_____ ' Hetwork Ssttings Resclution: [G40+480
----- [¥ PPPOE Settings
_____ ;}) DDHS Settings Bitrate Type: IConsta:.t
----- ;}) HTF Settings
..... ;}) Wet Disk Settings Bitrate: |2E|481-:p'b5
----- ;}) E-mail Settings
[#-[E] Serial Port Settings Frame Rate: IF“J-]- Frame
[+-[E3 #larm Parameters
..... 5 Exception Paramsters Video Quality:  [ifich
----- [ Account Management
..... [E7 HOD Settings Frame Type: ISingle P Frame ;I
----- [E1 Update Remotely

L] L

L] L

KU RIEN

I Frame Interwal: |25

Default l [ EReboot Save l [ Cancel

Figure 9.6

Settings for recording:

Items Descriptions
PEncodmg Main Stream (Normal/Event) and Sub stream.
arameters
Stream Type Video and Video & Audio
Resolution Recording Resolution
Bit rate Type Variable and Constant
Frame Type BBP,BP and Single P

9.3.2 Schedule Recording

Stepl: Enable Schedule Recording.

Note: When NVR is succeed to connect to IP camera, it will start schedule recording which means recording
for 7/24.
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Remote setting

[El-[E] Device Parameters
----- 53 Dewice Information
----- ﬂb{’ ¥erzion Information

H-[E Charmel Parameters Channel Ho. : IIP camera 1

L

[+ Enable Recording

----- 5’ Motion Detection
----- y ¥ideo Lost 0123456 TS5 91011121531415181T151920212225324

..... ﬂ!y ¥ideo Tampering Mon m

----- JF Video Mazk m
- [E] Hetwork Parameters Tue

----- 5) Hetwork Settings Wed m

..... [P PEROE Settings Thoa T T B A O O

..... 1P TDHS Settings : m

----- ﬂ!;-*) FTF Settings fri | %

----- J§ Fet Disk Settings sk

----- y E-mail Settings Sun m

[F-[E] Serial Port Settings
#-[E] Alarm Parameters

""" [E0 Exception Parameters . Schedul ed ’_ Motion . Al arm
----- [E] Account Management
----- [0 HOD Settings .Hotion | Alarm ’_ Motion & Alarm . Command

----- [E3 Update Remotely
Record Time: Settings

#dvanced Settings: Settings

TDefanlt l [ Reboot

Figure 9.7

Recording Schedule

Step 2: Set recording time and type.

_ A N ) Yeekday: ﬁ ¥ A1 Day Recerding
Click Settings button besides to “Record Time” to enter setup

page. Pt [ s i o] P feortine 2]
Select one day in a week, and select All Day recording if :P’ - ,E ’EE ,E : —
necessary. You may also set period recording by disable All - S S =
Day Recording; there are 8 time periods in one day. Then you — ,_:, ,_:, 3 ,_:, - —
can select schedule recording from the drop-down menu I e e I e N | |
beside the periods. Then you may also select copy the settings T e e I o e vy rererrevme|
to whole week or to one day. (T o B e B e U e ) ey e |
Note: Please make sure that each time period is not I
overlapped. o
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In the “Advanced Record Settings”, you may configure
parameters of Pre Record time, Post Record time, Recordings
Duration, Redundant Recording and whether to record audio.

9.3.3 Motion Detection Recording

hdvanced Recerd Settings
Ere Record -
FPost Record 5= hd
Duration 0 day
Redundant Ho -
hudio Record: [Tes =

Go to Motion Detection page:
Remote setting

: g;‘) Device Information

a}) Verzion Information

[=]-[E] Channel Parameters Chammel Ho. :
----- 5) Display Settings

IIP camera 9 ;I

5) Video Parameters
----- 5) Schedule Record

----- J#Metion Detectio [ Enable Maotion

----- g;‘) Video Lozt

Dletection

----- J¥ Video Tanpering rhrea zettings
----- W Video Mask
[E-[E] Fetwork Parameters
----- 5) Hetwork Settings
----- [P PPPOE Settings

Set area, Set sensitiwity.

Settings

..... 5) TIDHS Settings

""" 7 WIF Settings —hrm Schedule
----- 5’ Het Disk Settings
----- g;‘) E-mail Settings
[+-[E7 Serial Port Settings
[+-[E3 #larm Parameters

frames per day.

#larm schedule setting, max 8§ time

Settings

----- [E3 Exception Parameters

----- [E7 heceount Management T e

----- [E3 HID Settings

recording ete.

..... [E7 Update Remotely Settingz of related alarm output,

Settings

TDefault l [ Reboot

Save ] [ Cancel

Figure 9.8

Note: If you are using IP camera that is not from Hikvision, please setup this function by using its own software.

Stepl: Select Channel No. for motion detection recording.
Step2: Enable motion detection by tick the box.

Step3: Then you can click settings buttons to set area, arm schedule and linkage.
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Area Settings

06-ii—ZO18 T

Step4: Tick box of Start Draw and draw an area on the image
by lift-pressing and holding the mouse. Double-click can
select full screen.

Step5: Select a sensitivity level for motion detection. Level 1
is the lowest, 6 is the highest.

¥

‘irCamera 08

|V Start Draw
Sensitivity:
i
0ff 1 2 3 4 S B
Step6: Arm Schedule Setup Wasktar:
You may select one day in a week, or select several time _
periods in one day. Then you may also select copy the settings 4. W ¥
to whole week or to one day. e ] TR = T ]
Note: There are 8 time periods in one day. Creen [P 374
Friotdt [T H: 2 — Fd:F3d
Creies o —
Creics T — 54
Craior 0 — A
Fries [ — fd:F4
Step7: Go back to Schedule Record page and click settings Copy tor [Moole teak  [v]
button besides Record Time to enter Recording Schedule
menu.

Step8: Select one day in a week, and select All Day recording

if necessary. You may also set period recording by disable All A

Day Recording; there are 8 time periods in one day. Then you % A1 Lay Basording

can select Motion Detection from the drop-down menu beside _ S

the periods. Then you may also select copy the settings to :F& E EEE m

whole week or to one day. s o FE—Fg:Fg e

Note: T e e I e e e
(1) Please make sure that each time period is not overlapped. E e = o~ ion Rl |l SE— ]
(2)The valid time of motion detection recording is the :“’f"’ﬁ E EE E e bocaine ]

intersection of arm schedule and recoding schedule. o Pl el - ] ] :'

Copy tor [Pocle ek =]
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9.3.4 Alarm Recording

Select ﬁ Alarm Parameters > Al arm Input Settings
Stepl: Select alarm input.
Note: It refers to the alarm input of IP channel.

Step2: Select the type of alarm input, “NO” or “NC”.
Note: “NO” is the default status. The settings will become

effective after rebooting.
If you are using IP camera that is not from Hikvision, please
setup this function by using its own software.

Step3: Enable “Alarm Handle” to activate “Arm Schedule” &
“Linkage Method”.
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Step4: Set the fortify time for alarm input.

Click “Settings” in “Fortify Time” menu. Select “Weekday”
as some day of the week or the whole week for recording
time. The “All Day Record” or 8 “Segments” can be selected
as well.

Note: The time of each segment can not be overlapped.

Step5: Set recording channel triggered by alarm.

Click “Settings” in “Linkage” menu and select “Trigger
Recording” tab.

Enable the recording channels you want.

Step6: Enter schedule recording interface.  Click
to enable Recording.
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a0

m

b L b L o B
bl L b L M
bl bl o M
bl L b L L M

Whole Week |

Linkage

Settings |
Settings




Step7: Select one day in a week, and select All Day recording E—

if necessary. You may also set period recording by disable All Hededoy: Plomdy =] 7 AL Day Recoraine

Day Recording; there are 8 time periods in one day. Then you

can select Alarm Recording from the drop-down menu beside deee 8 8l _E

the periods. Then you may also select copy the settings to - g gg ,—:, e o

whole week or to one day. e e T

Note: T = ) = ) e = | = |

(1) Please make sure that each time period is not overlapped. Heeww D2 E o TE L H

(2)The valid time of alarm recording is the intersection of arm N e e e

schedule and recoding schedule. Freton o - F - F o e mwan o
Copy to;  |#hole Heek =

9.3.5 Other Recording Modes

Other Recording Modes are including “Motion detection & Alarm”, “Motion detection | Alarm”.
“&” means recording is triggered when two situations happened together.

“|” means recording is triggered when one of the situations happened.

The configurations are the same with “Motion detection recording” or “Alarm recording”.

9.4 Alarm Settings

You can configure motion detection alarm, signal level alarm, video loss alarm and other alarm and linkage through
web client.

9.4.1 Motion Detection Alarm

Stepl: The same with the Step 1 of Section 9.3.3 Motion Detection Recording.

Step2: The same with the Step 2 of Section 9.3.3 Motion Detection Recording.
Step3: The same with the Step 3 of Section 9.3.3 Motion Detection Recording.

Step4: The same with the Step 4 of Section 9.3.3 Motion Detection Recording.

45



alarm output channel.

Step5: Set the alarm linkage for motion detection and select i Marm Tricger fode | B Teigpor Facording | o FIZ Liniass |
[~ hudio Warning I~ Email Linkage
I~ Upload to Center [~ Marning on Monitor

[” Trigger Alarm Dutput

Analog Alarm Gutput | IF canera Alarm Output |

m
u-> 2
a-> 3
s>
[~ | Select LT
Alarm Linkages Description:
Linkage Description

Warning on Monitor

When the alarm signal is detected, the image of corresponding channel will pop out as
single screen.

Audio Warning

Alarm triggers buzzer

Upload to Center

Upload the alarm signal to the center, such as client software

E-mail Linkage

When the alarm signal is detected, the client software will send the email to the
designated mailbox.

Trigger Alarm Output

Trigger alarm output of the device; if the device is 9000 series, triggering alarm output
of IP channel can be selected as well.

9.4.2 Signal Level Alarm

Stepl: The same with the Stepl of Section 9.3.4 Alarm Recording.

Step2: The same with the Step2 of Section 9.3.4 Alarm Recording.

Step3: The same with the Step3 of Section 9.3.4 Alarm Recording.

Step4: The same with the Step4 of Section 9.3.4 Alarm Recording.

Step5: Set the alarm linkage for signal level and select alarm

output channel.

=

T dlarn Trigeer Murlel B Trisger Recording| o FIZ Linkage |
™ hudio Farning [~ Email Linkage
I~ Upload to Center I~ Warning on Momiter

I~ Trigger Alarm Output

Andlog Alarm Output | I canera Alarn Output |

Oi> 1
Ox> 2
Oi> 3
O 4

[~ | Selont R0
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Linkage

Step6: Set PTZ linkage for signal level alarm.

Note: Alarm input can link PTZ of several channels, but
one channel can only link one option of preset, sequence and
pattern.

Il

9.4.3 Video Loss

Note: This function is only available on IP cameras from Hikvision.

Stepl: Select the channel number for video loss.
Select [E] Channel Parameters > P ¥ideo Lost

Settings

Settings

e coers 1]

Step2: Enable “Video Loss” to activate settings of “Fortify
Time” and “Linkage”

Settings

( Settings

Arm Schedule

Step3: Set the fortify time for video loss.

Click “Settings” in “Fortify Time” menu.

Select “Weekday” as some day of the week or the whole week
for the fortify time.

The “All Day Record” or 8 “Segments” can be selected as
well.

Note: The time of each segment can not be overlapped.

a0 0 00

b b s
b bl s
bbb o
b bbb s

=

Whole Week -]
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Linkage

Step4: Set linkage for video loss.
Click “Settings” in the “Linkage” menu.

9.4.4 Video Tampering

Note: This function is only available on IP cameras from Hikvision.

[ cmars 1 ]
Stepl: Select the channel number for video tampering.

Select Channel Farameters - 3’ V¥ideo Tampering

Settings

Settings

Step2: Enable “Video Tampering Alarm” to activate settings P conera 1 =]
of “Area Settings”, “Arm Schedule” and “Linkage”.

Settings

Settings
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Step3: Set the video tampering area and sensitivity. (Lo l0i8at 10:02:12
The sensitivity can be divided into three levels: Low,
Medium, and High.

Enable “Start Draw”, and select the detection area by using

mouse.
|V Start Draw
Sensitivity:
f:
Low Medium High
Step4: Set the fortify time for video tampering. Oy
Click “Settings” in “Arm Schedule” menu.
[¥ Perio Ex i = =
Select “Weekday” as some day of the week or the whole week ri : :E _ :2 E E
for the arm schedule. - -
The “All Day Record” or 8 “Periods” can be selected as well. Freve P33 — 1474
. Freion - fFd— Fd Fd
Note: The time of each segment can not be overlapped. Fees po: P — Fa Fo
Lz ] o~ =
Crerion T — 53
= (TR (e = [ (=
wcat

T Alarm Trigger Model

Step5: Set linkage for video tampering. [lbusioltzias [lEeait e
. <« . 99 ¢ “r s s I~ Wpload to Center [~ %arning on Monitor
Click “Settings” in the “Linkage” menu.

I~ Trigger Alarm Output

snalog Alarn Output | IF camera Alarm Output |

[(m
Ow> 2
Oa> 3
x> ¢

I~ |5elect AT

9.4.5 Exceptions

Exception parameters are for the alarm handle of abnormal event, which is including “HDD Full”, “HDD Fault” (HDD
errors or HDD not initialization), “Network Broken”, “IP Address Conflict”, “Illegal Access” (user name or password
wrong), “Video Output Standard Mismatch” and “Video Signal Exception” (video signal unstable).
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Exception Type: |HDD Full |

Select the exception type and handle method.

Select EIEISMEREEREE to  enter configuration
interface.

#larm Handle Method

[~ Audio Warning I~ Email Linkage
I~ Upload to Center

I~ Trigger Alarm Output

Anslog Klarm Output | IP canera Alarm Output

Oa> t
Oa> 2
Oa-> =
Ca> 4

I~ |Belect A1l

9.5 Network Configuration

9.5.1 Basic Configuration

FIC Type: [ 1OW/100M/L00ON Au ¥|

Device IP Address: | 172 8 40 16 | | | Obtain kate
Device Port: [sooo
Subnet Mask: [255 255 255 . 0

Select [E7 Hetwork Farameters - i@ ietvork Seiting
Configure the network according to the actual situation. If

Defanlt Gatewar 172 8 40 1
there is DHCP server in the network, enable “Obtain Auto” §
and reboot the device to get the IP address under this network I JRRAR:0:12:58:T8
segment automatically. fulticest: | 0 0 0 .0

HITP Fort 50

Adwanced Fetwork Settings
DHS Server Addressl: 1 i} 0 i}
DHS Server hddress2: 0o .0 o .0
Select “Advance” to enter advanced configuration. You can Alarm bost IB: | 0 .0 . 0 .0
configure preferred DNS serverl and spare DNS server2, IP Alerm bost port: 1
address of alarm host and IP server. e 500 | Bt
Parameters Description
DNS1 DNS2 Preferred and spare DNS server
Alarm host Alarm signal can be uploaded to the IP address automatically
IP sever IP address of IP server
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9.5.2 PPPOE Settings

Select [E1 Fetwork Farameters = §/ FFFOE Settings

[V Enable FPEOE

Enable PPPoOE by tickingp, input the user name and mE I [0 0 0§
password, then save the changes and reboot the device to T
make the parameters become effective.

If succeed to dial, the current IP address will be displayed in reemed
the blank “DDNS IP”. o EES—

9.5.3 DDNS Settings

Adopting DDNS function can solve the problems caused by dynamic IP.

[V Enable DDHS

Erotacol Typs

Settings

Click [E3 Fetwork Parameters - ¢ I

Enable DDNS.
If the “IP Server IP” is selected as protocol, then input the
address where the IP server is running. User nane
Passwerd: |
Confirm Password: [
Domain l—

Server Hame

Fort

[¥ Ensble DDHS

If the “Dyndns” is selected as protocol: Fotiosel -
Server Name: Input the IP address of the server, such as T

members.dyndns.org;

Domain: the domain name that user applied for the device, -

such as test.dynlia.com; Vser nane

User name, password and verify: the account information that Pessword: |

user registered on the Dyndns website. Confirm Password: |
Domain l—

[V Enable DDHS

Protocol Type

If the “Peanut Hull” is selected as protocol:
Input the user name and password applied on the Peanut Hull B tie
website to visit the device by the applied domain name. Part

User nane
Passvord: |

Confizm Password: |
Domsin: |

9.5.4 NTP Settings

Adopting NTP function can enable client software to synchronize the time and data of the device regularly.
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Select [E1 Fetwork Farameters — 3,?
Tick | to enable NTP function.

Note: Time Synchronization Interval: 0~10080 min (default
60min).

If the device connected to the public network, the IP address
of NTP server provided by carrier can be input in the blank
“Server Address”;

If the device connected to private network, the IP address of
NTP server built by NTP software can be input the blank
“Server Address”.

9.5.5 Net Disk Settings

[¥ Ensble NIE

Server Address

WTF Port: |123

Synchronize every: |50 Mimute ()

Select Time Zone:

| (GMT405:00) Beijing, Urumgi, Singspore

i [ Howis) [T =] Minutels) ™ adjust

= |

By Net Disk Settings, recorded data can be saved to the network storage disk provided by NAS or IP SAN server.

Select [E1 Fetwork Farameters - g.? HFS Settings
Input the IP address of NAS or IP SAN server in the blank
“Server IP address”; input the saving path allocated by NAS
or IP SAN server in the blank “File Path”.

Note:

1. Make sure that the device supports NFS function and
NAS or IP SAN server allocated the storage space
correctly.

2. Upto1IP SAN server is allowable to be used.

9.5.6 E-Mail Settings

Disk No. Server IP Address File Path Type
t oo 0 oo ms |
2 Jo 0o o0 o] s x|
2 [o o 0 .0 | s =]
4 Jo .00 0 s =]
5 Jo .00 a0 s x|
g Jo o0 a0 ms |
T o Jo .0 0 0 ] s =]
8 | 0.0 .0 .0 | |m5 |

Through E-mail configuration, the e-mail can be sent to the designated mailbox when there is an alarm.

Select [E1 Fetwork Farameters = g? E-mail Settings

If server authentication is needed, enable it (i.e.|7) and input
user name and password.
Input the sender and recipient information, if it needs to send

picture, you can enable “Attachment” (i.e. v ).

Note: Currently the function of captured picture attachment
is invalid for DS-9500 NI-S.
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Uzer name I
Fassword. I

Confirm Password: I ¥ Server Authentication

Sender/Receiver Details

[ User Hame [ Enail Address [
Sender
Receiverl
Receiver?
Receiverd
Send Tnterval |25 | [ httachment
stz |
SMTE FPort |25 [~ Enable SSL




9.6 Channel Configuration

9.6.1 Channel Display Settings

Note: This function is only available on IP cameras from Hikvision.

Select [E1 Channel Parameters - 3 Display Settings
You can configure channel name, OSD and related

parameters here. 24 h =

MM-TD-TYYT |

Hon Tramsparent & Hon Fla |

9.6.2 Video Mask

Note: This function is only available on IP cameras from Hikvision.

Stepl: Select channel number, and enable video mask
(e v,

Select Charmel Farameters - 3’ Video Mask

Settings
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Area Settings

06-12-20 ! at 11:01:01

Step2: Set the mask area.
Click “Settings” to enter area set menu.

Enable “Start Draw” (i.e. 4 ), select the mask area by clicking
and dragging the mouse.

Note: Max. 4 areas can be configured in one image. : : ;R

TPCanera 04

[V Start Draw Clear Al

9.7 Account Management

The default user name and password of device administrator are “admin” and “12345”. Administrator can remote add,
delete users or distribute authority for users. The new added users are divided into two levels: user and operator. (For
“Remote Configuration” privilege, operator has “Voice Talk” right, user does not; for “Channel Configuration”
privilege, operator has all the rights, user has local playback, remote playback rights.)

User Name | Priorit; | I Address... | Physical Addres... |
adnin Adninistrators 0.0 0.0 000000 00 0000
Select [E] hccount Management
ad | [ wediey | [ pelete |

adnin user privilege

Erivilege
B Local PTZ Contrsl
E Local Mammal Recording
E Local Flayback
Local Parameter Settings
Local Log Query

Local Advanced Management

Local Chanmel Management
B Local backup

Local Shutdown/Reboot
E Remate FTZ Contral
E Bemote Mamual Recerding
E Eemote Flayback

Remots Parameter Settings

HEEEEEEEEEEEE
c
2
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User Information J

Click “Add” to add user. User nane: | T
Note: If you set the IP address or physical address, and then Fazarord

only the PC with the same IP address or physical address can Confirm Pesseord: |
visit the device through network. Friority [ouest =]

IF Address Combine o o o a

Phy=zical Address Combine 00 00:00:00:00:00

eg: d0:40:30:41:03: a0

Note:

Local PTZ Control: Locally control PTZ cameras.

Local Manual Record: Locally start and stop manual recording on any of the channels.

Local Playback: Locally play recorded files that are on the NVR.

Local Parameters Settings: Configure the settings, restore to default settings, import/export configuration file.

Local Log Query: Search and view logs of NVR.

Local Advanced Operation: HDD management (including the initialization and changing the properties of a
disk). Ability to update system firmware as well as to stop the relay output.

Local Camera Management: Enable and disable analog channels. Ability to add and delete IP cameras.

Local Backup: Locally backup recorded files from any of the channels.

Local Shutdown/Reboot: Shutdown or reboot the NVR.

Remote PTZ Control: Remotely control PTZ cameras.

Remote Manual Record: Remotely start and stop manual recording on any of the channels.

Remote Playback: Remotely play and download recorded files that are on the NVR.

Remote Configuration: Remotely configure parameters, restore parameters to factory defaults and import
settings to as well as export settings from NVR.

Remote Log Search: Remotely view logs that are saved on the NVR.

Remote Advanced Operation: Remotely manage hard disk drives (initializing and setting properties for HDDs).
Ability to remote update system firmware and stop of the relay output.

Voice Talking: Ability to use two-way radio between the remote client and the NVR.

Remote preview: Select and view live video over the network.

Remote Alarm Control: Remote alert or control the relay output of the NVR. Alarm and exception settings must
be configured properly to upload to host.

Remote Video Output Control: Send remote button control signal.

Remote Serial Port Control: Configure settings for RS232 and RS485 ports.

Remote Camera Management: Remotely enable and disable analog channels. Add and delete IP cameras.

Remote Shutdown/Reboot: Remotely shutdown or reboot the NVR.

9.8 Remote Upgrade

Upgrade File Browse
Remote Upgrade: Upgreds Status
Click [E] Update Remotely
Click “Browse” to search the local upgrade file, click Erocess

“Upgrade” to start upgrade remotely. \
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9.9 HDD Settings

HDD Formatting:
Click f£1 HOD Feormat
Note: Please backup the data before formatting hard disk.

Disk Group Management:
Select one disk and select one HDD Group you want it to be
shown as figure right.

Note: NVR supports up to 16 HDD Groups.

HDD Property Settings:

Select one disk, and configure its property by selecting
Read-Write, Read-Only or redundant from drop-down menu,
shown as figure right.

Note:

Read-Write: Writing in or Read from this disk is allowed
when selecting this option.

Write-Only: Unable to write in this disk to protect existed
recordings from being overwritten when selecting this option.
Redundant: Redundant recording in this disk is allowed
when selecting this option.
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HDD Group attribute

[Space ) [States [Tpe 100 Geomp  [dtmibute |
I

——

HOD Group attributs

|

HID Group stiribate



HDD Group record channel
HD Areay Ho.: MDD Growp 01 ¥|

HDD Group record channel: EER =]
Click “HDD Group attribute” button to enter setup page. o e
First select a HDD group and then tick channels you want to jj; g;g
record in this HDD group, and then click OK to finish = B
Note: Recording the images of one channel in one HDD 7 Select AlL

group is recommended.
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CHAPTERI10

Appendix
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Glossary

DHCP

Dynamic Host Configuration Protocol (DHCP) is a network application protocol used by devices (DHCP clients) to
obtain configuration information for operation in an Internet Protocol network.

NTP

Acronym for Network Time Protocol. A protocol designed to synchronize the clocks of computers over a network.
PPPoE

PPPOE, Point-to-Point Protocol over Ethernet, is a network protocol for encapsulating Point-to-Point Protocol (PPP)
frames inside Ethernet frames. It is used mainly with ADSL services where individual users connect to the ADSL
transceiver (modem) over Ethernet and in plain Metro Ethernet networks.

DDNS

Dynamic DNS is a method, protocol, or network service that provides the capability for a networked device, such as a
router or computer system using the Internet Protocol Suite, to notify a domain name server to change, in real time
(ad-hoc) the active DNS configuration of its configured hostnames, addresses or other information stored in DNS.
MTU

Maximum Transmission Unit. Unit is represented by bytes. MTU of most network devices is 1500. If it’s bigger than
gateway MTU, the data packets will be split into smaller ones for transmission. In this case, there will be pieces of data
packet causing packet loss ratio to raise and slow down network speed. When MTU is preset smaller than the gateway
MTU, the packet loss ratio will decrease.

NVR

Acronym for Network Video Recorder. An NVR can be a PC-based or embedded system used for centralized
management and storage for IP cameras, IP Domes and other DVRs.
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FAQ

¢ Why does my NVR make a beeping sound after booting?
There are a few reasons for the warning beep your NVR makes after booting.
1. There is no HDD present in the NVR.
2. The HDD has not been initialized.
3. The HDD is defective.
If you wish to use your NVR without any HDDs, you may disable this warning beep in the Exception Settings menu
(See Exceptions).

* Why is there no video recorded after setting the motion detection?

If there are no recorded video after setting the motion detection, please check:
1. Check that the recording schedule is setup correctly by following the steps listed in Schedule Recording.
2. Check that the motion detection area is configured correctly (See Motion Detection).
3. Make sure that channels are being triggered for motion detection (See Motion Detection).

* Why doesn’t the NVR detect my USB export device for exporting recorded files?

There’s a chance that the NVR and your USB device is not compatible. Please refer to our company’s website to view a
list of compatible devices.
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List of Compatible IP Cameras

List of Hikvision IP Cameras Supported by DS-9500NI-S NVR

Main Stream Sub
Resolution IPC Sub Stream Audio .
Model Sub IPC. Supported by Stream Resolution Compr Encodlng . La}e;t
5 Resolution N - . Format/Transmission/ Version
Stream 9500NVR Resolution Supported ession P . N
by ackaging Format
9500NVR
G722 HIK H.264+HIK V2.0 build
DS-2CD802P RTSP+PS 090811
DS-2CD802N
DS-2CD812P 4CIF/DCI
Csal?nle':a DS-2CD812N Support FI2CIF/ ACI/'ZIE):/CQIZZFCIF CIF/QCIF CIF/QCIF "
DS-2CD892P CIFIQCIF Standard H.264+ V2.0 build
DS-2CD892N Standard RTSP+RTP 090522
DS-2CD832 G711
Standard MPEG4+ V2.0 build
Standard RTSP+RTP 090715
722 HIK H.264+HIK V2.0 build
UXGA/90 UXGA(1600%12 RTSP+PS 090316
6446 0P/720p/V
Platf DS-2CD852 GA 00)@12.5fps/720
atfo Support PIVGAJACIF/DC CIFIQCIF CIF/IQCIF
rm MF-E 4CIF/DCI .
F/2CIF/C] . IF/§CIF Standard H.264+ V2.0 build
FIQCIF CIF/QCIF o711 Standard RTSP+RTP 090608
Standard MPEG4+ V2.0 build
HD IP Standard RTSP+RTP 090629
Camera
HIK H.264+HIK V2.0 build
G722 RTSP+PS 090316
DS-2CD862 XVGA/72
Support 720P/VGA CIF CIF
MF-E OPIVGA Standard H.264+ V2.0 build
Standard RTSP+RTP 090608
G711
Standard MPEG4+ V2.0 build
Standard RTSP+RTP 090629
SDIP DS-2CD7133 QVGA/CI Standard H.264+ V2.0 build
Camera F-E Support VGA VGA QVGA/CIF F G711 Standard RTSP+RTP 100423
365
Platfo
m 1600x900/
1280x960 1600x900/1280x
HD IP DS-2CD7153 IUXGAIT2 QVGA/ Standard H.264+ V2.0 build
Camera E Support OPISgOXGO / UXGO%E%OP/ 80 QVGACIF CIF G7il Standard RTSP+RTP 100423
IVGAJACI INGAJACIFICIF/
FICIF/
DS-2CD876 UXGA(1600*12 400>300/ Standard H.264+ V2.0 build
MF-E Support UXGA 00)@25fps 400>300/VGA VGA G7il Standard RTSP+RTP 100529
6467 HD IP
Platfo
m Camera 5M(2560*
1920)/ 5M(2560*1920)/ )
DS-2CD886B Standard H.264+ V2.0 build
5 Support 2048x1536 2048x1536/1080 VGA VGA G711
F-E /1080P/ PI720P Standard RTSP+RTP 100529
720P
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List of Third-party IP Cameras Supported by DS-9500NI-S NVR

IPC
Manufa
cturer

Firmware
Version

Video
Compressi
on

Audio
Compression

Supported Resolution

Supported
BitRate

Motion Detection

Alarm In/Out

Panasonic
MPEG4(supp .
WV- 1.00EX(x ort: private CBR: (support: 64, Qlolfi\(,)vn’\(‘i\e/l’:ctl?o??;\:; Alarmin(1 alarm
NP240 sfands for protocol G726A-Law(sup 640*480/320*240 128, 256, 512, 1024, information. but not to input),
Series numeric) UDP), port) (not support frame rate settings) 1536, 2048, 3072, et motion detection AlarmOut(no t
JEPG(not 4096kbps) support)
zone
support)
Sony
VBR: (support:
MPEG4(supp 2048, 1536, 1024, )
SNC.D ort: private G711U-Law(sup | 640*480/480*360/384*288/ 768, 512, 384, 256, Qgﬁ‘g/n"(‘j\;':&?o':fﬂ:ﬁl Alarmin(1 alarm
protocol port) 320*240/256*192/160*120 128, 64 kbps) . . input) ,
F40/DF 1.03 . X ) information, but not to
70 UDP), G726(not (frame rate: 25, 20, 15, 10, 8, 6, CBR: (support: et motion detection AlarmOut
JEPG(not support) 54,321) 2048, 1536, 1024, Zone (2 alarm outputs)
support) 768, 512, 384, 256,
128, 64 kbps)
Axis
640*480/1280x1024/1280x720/1 | VBR: (Support: 64,
128, 256, 512, 1024,
G711U-Law(sup o 1536, 2048, 3072, | Ajlgw NVR to receive
207W/ xSEGMsupp port) 1480x270/352x288 iilf:;efmed 828192 | otion detection alarm ﬁla&;" In (1 alarm
207M 44 MJIEPGIot G726(support) /320x240 CB”R, (support: 64 information, but not to Al”arm'om
w support) AAC(not /320180/240x180/240x135/ 178 266 o1s 1oza | Set motion detection (1 alarm output)
PP support) 176x144/160x120/160x90 290, 512 1924, 1 one P
. 1536, 2048, 3072,
(frame rate: 25, 20, 15, 10, 8, 6, y
5,4,3,2,1) self-defined 32-8192
e kbps)
VBR: (support: 64,
128, 256, 512, 1024,
1536, 2048, 3072,
H.264(suppor G711U-Law(sup 1920x1080/1280x720/800x450/4 self-defined 32-8192
Q1755 5.02 1) port) 80x270/320x180 kbps) Support(4 motion AlarmOut
: MJEPG(not G726(support)A (frame rate: 25, 20, 15, 10, 8, 6, CBR: (support: 64, detection zones) (2 alarm outputs)
support) AC(not support) 54,321) 128, 256, 512, 1024,
1536, 2048, 3072,
self-defined 32-8192
kbps)
Sanyo
Allow NVR to receive
MAIN H264(suppos 1280*720/960*540/640*360/320 motion detection alarm | #Jarmin (2 alarm
VCCH | Ver:1.04-90 & RTSP) Not support *180 Not support information, but not to inputs),
D4000 | SUB MJIPEG(not PP ) PP on, ! AlarmOut(1
X (not support frame rate settings) set  motion detection
Ver:1.00-03 support) Zone alarm output)
CAM MAIN
Ver 1.00-08
CAM SUB ;i%‘g(g,‘“ Alarmin (2 alarm
VCC-H Ver 1.00-00 } G711A-Law(Unt 1280*720/640*360/320*180 . inputs),
D2500 NET MAIN RTSP) ested) (not support frame rate settings) Not support Suppo_rt (4 motion AlarmOut(2
MJPEG(not detection zones)
ver 1.00-04 1t alarm outputs)
NET SUB support)
Ver 1.00-01
MAIN .
N Allow NVR to receive
Ver:1.01-01(1 | H264(suppos 1920%1080/1280*720/640%360/3 motion detection alarm | #Jarmin (2 alarm
VCC-H | 00312-03) & RTSP) Not support 20*180 Not support information, but not to inputs),
D2300 suB MIPEG(not (not support frame rate settings) set motionv detection AlarmOut(2
Ver:1.00-02(1 support) Jone alarm outputs)
00224-00)
Bosch
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H.264 BP+

(SUPme 640*480/320*240/ VBR: (not support)
RTSP: single 704*576/704*288/352*288/176% | CBR: (support:

NBC25 stream ) 144 2048, 1536, 1024,

5P 18500400 H.264MP(not G711{support) (not support frame rate settings) 512, 384, 256, 128, Not support Not support
support) (Note: the  resolution actually 64, self-defined
MJPEG(not supported is 640*480/320*240) 32-8192 kbps)
support)

640*480/320*240/
H.264(suppor 704*576/704*288/352*288/176* | VBR: (not support)
t: RTSP: dual 144 CBR: "
stream) (not support frame rate settings) | 2048, ook dooa

NWC0 ! " not support frame rate settings § 3 3

495 18500400 H.263(not No audio (Note: the  resolution actually 512, 384, 256, 128, | Netsupport Not support
support), di 64, self-defined
MIPEG(not supported is , self-define

704*576/704*288/352*288/176* 32-8192 kbps)
support)
144)
Zavio
VBR: (support: 64,
128, 256, 384, 512,
768, 1M, 1.5M, 2M,
m?i?fg;;lpp G711U-Law(sup 3M, 4M, 5M, 6M Allow NVR to receive
MJ.EPG (ot port)G711A-Law 320*240/640*480/1280*720/128 Kb motion detection alarm
3105 MG.0.5.1.01 support) (support) 0*1024 ps) information, but not to Not support
H g%A(n(')t AMRAudio(unte (frame rate: 1, 2, 3, 4, 5, 7, 10, CBR: (support: 64, set motion detection
- sted) 15, 20, 30) 128, 256, 384, 512, zone
support) 768, 1M, 1.5M, 2M,
3M, 4M, 5M, 6M
kbps)
Provideo
VBR: (support: 64,
g’r'fi%(s‘;pp DL/CIF/QCIF/640*480/1280*10 %gg ﬁ/? fg‘:\hséﬁh Allow NVR to receive | Ajarm IN(L
MJIEPG(not G711 24 3M, 4M, 5M kbps) | Motion detectionalarm oy
SD-605 V 1.1020 support) (support) (frame rate: 5, 10, 15, 25) CBh' (sﬂ ort: 24 information, but not to P
pport), PP (Note: the ~ resolution actually : (support: 64, set motion detection Alarm Out(not
H.264(not supported is D1/CIF/QCIF) 128, 256, 384, 512, zone support)
support) 768, 1M, 1.5M, 2M,
3M, 4M, 5M kbps)
VBR: (support: 64,
MPEGA4(supp D1/CIF/QCIF/ 128, 256, 384, 512, .
ort: RTSP) 640*480/1280*1024 768, 1M, 1L5M, 2M, Qlo':)i‘g’n'\;\e’::ctt‘i’o':ﬁ‘:fn Alarm IN2
MJEPG(not G711 (frame rate: 5, 10, 15, 25) 3M, 4M, 5M kbps) . . .

SD-615 V 1.1020 i K . information, but not to alarm inputs )
support), (support) (Note: the resolution actually CBR: (support: 64, set motion detection
H.264(not supported is D1/CIF/QCIF) 128, 256, 384, 512, Jone Alarm Out(not
support) 768, 1M, 1.5M, 2M, support)

3M, 4M, 5M kbps)
VBR: (support: 64,
MPEG4(supp D1/CIF/QCIF/ 128, 256, 384, 512, .
ort: RTSP) 640*480/1280*1024 768, 1M, 1.5M, 2M, Qgﬁ‘gﬂ";\e’t':c‘t?ofz‘f;‘fn AlarmIN(2 alarm

SD-615 V 1.1020 MJEPG(not G711 (frame rate: 5, 10, 15, 25) 3M, 4M, 5M kbps) information. but not to inputs)

M : support), (support) (Note: the resolution actually CBR: (support: 64, set motioﬁ detection AlarmOutl
H.264(not supported is 128, 256, 384, 512, Zone alarm output)
support) 640*480/1280*1024) 768, 1M, 1.5M, 2M,

3M, 4M, 5M kbps)
Arecont
VBR: (support:

ARE-A H264(not 2592*1944/1296*972 4096, 3072, 2048,

V5105 support) Not support (framerate: 1, 2, 3,4,5,6,7,8, 1536, 1024, 768, Not support Not support

DN PP 9) 512, 384, 256, 128,

64 kbps)
Acti
VBR: (support: 56,
128, 256, 384, 512,
750, 1024, 1.2M, .
MPEG4(supp 160*112/320%240/640*480/1280 | 1.5M, 2M, 2.5M, Qgﬂ‘g’n"é\eﬁcﬁ‘i’o’:ﬁ;‘fm AlarmIN(L alarm

ACM ort: RTSP) *720/1280*1024 3Mkhps) : A input)

7411 V31113 MJEPG(not PCM(support) (support: 1, 2, 3,4,5,6,7, 10, CBR: (support: 56, :;ZIUFTna;tIi%nr; g::egztot: AlarmOut(not
support) 15, 30) 128, 256, 384, Zone support)

512, 750, 1024,
1.2M, 1.5M, 2M,
2.5M, 3Mkbps)
Pelco
2048*1536/1920*1080/1600*12
(’;’r'fiGT‘;(;‘;Pp 00/1280%1024/1280*960/1280%7 Allow NVR to receive | Alarmin(support:
H é64(su ’Or 20/800*600/640*480/320*240/ motion detection alarm undetermined

Sarix 1.3.7.9080-A b PP (frame rate: 1, 2, 3, 4, 5, 6, 8, 10, r ] alarm inputs),
t: not Support Not support information, but not to

IXSoC 1.3199 adopted); 12, 15, 20, 25) et motion detection AlarmOut(suppo
MJSG(nét (Note: the resolution actually Zone rt: undetermined
support) supported is 640*480/320*240) alarm outputs)

2048*1536/1920*1080/1600%12 Allow NVR to receive éhagm,
H.264(suppor 00/1280*1024/ ! : -

Sarix 13.7.9080-A | tRTSP); Not support 1280°960/1280*T20/B00°600/64 | oo o m?;'r?;‘aff;scgﬁp:gi’g :{;‘:ﬁ:el’r:m;d

1X30C 1.3199 MJPG(not 0*480/320*240/ P f !
support) (frame rate: 1, 2, 3, 4, 5, 6, 8, 10, set motion detection AlarmOut(suppo

12, 15, 20, 25)

zone

rt, undetermined
alarm outputs)

63




Alarmin

MEEQ4(supp Allow NVR to receive (support:
ort: private motion detection alarm undetermined
S;)_e;tra 01.00.0022 protoc_ol G711(support) ACIFICIF . Not support information, but not to alarm inputs),
Mini IP UDP); (not support frame rate settings) N "
set  motion detection AlarmOut(suppo
MJIPG(not X X
support) zone rt: undetermined
alarm outputs)
Vivotec
CBR: (support: 40,
MPEG4(supp AAC 1600*1200/1280*960/800*600/ 50, 128, 256, 512,
ort: RTSP) (not support) 640*480/320*240/176*114 768, 1024, 1536,
IP7161 | 0102h MIPEG(not | AMR (frame rate: 1, 2, 3, 4,5, 6, 8,10, | 2048, 3072, 4096, Not support Not support
support) (not support) 12, 15, 20, 25) self-defined 32-8192
kbps)
Infinova
D1/2CIF/CIF/QCIF/640*480/12
MPEG4 80*720/1280*960 . . Allow NVR to receive Alarm IN(2
. X ICBR: (support: 256, g 2 arm IN(
V6201- (support: X (framerate: 1, 2, 4, 6, 8,10, 12, motion detection alarm .
MSerie 3'9%23'110'2009 RTSP) gzuou n')'a"" 15, 20, 30N/25P) 23 é,’\\/l" 72,\"/"' 83,\'\/"' M. 1 information, butnotto | larm inputs ).,
s MIEPG PP (Note: the _ resolution actually | 'S) Vb set  motion detection Alarm Out(not
(not support) supported is P zone support)
640*480/1280*720/1280*960)
MPEGA VBR: (support: 256,
D1/2CIF/CIF/QCIF/640*480/12 512, 1M, 2M, 3M, "
Normal (support: 80*720/1280*960 4M, 5M, 6M, TM, Qgﬁ‘gﬂ"mjﬁﬁ)’:gﬁ;‘:& Alarm IN(2
1P 1.03.71.20091 RTSP) G711U-Law (frame rate: 1, 2, 4, 6, 8, 10, 12, 8M kbps) information. but not to alarm inputs ) ,
Camera 229 MJEPG(not (support) 15, 20, 30N/25P) CBR: (support: 256, et - AlarmOut(not
. . set motion detection
Series support) (Note: the resolution actually 512, 1M, 2M, 3M, Zone support)
PAL format supported is D1/2CIF/CIF/QCIF) | 4M, 5M, 6M, 7M,
8M kbps)
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